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CHAPTER 400 – INVESTIGATIONS

(400)-10     Authority and Organization

10.1   Overview.

This section contains information concerning the TIGTA-Office of Investigations (OI) with regard to:

· Authority
· Purpose of Chapter 400 of the TIGTA Operations Manual
· Responsibility of TIGTA-OI Employees
· Certification of Review of Chapter 400 of the TIGTA Operations Manual 
· Statutes
· TIGTA-OI Divisional Responsibilities and Duties
10.1.1   Acronyms Table.
10.2   Authority.
The authority for the office of the TIGTA is codified in the Inspector General Act (IG Act) and the Internal Revenue Service Restructuring and Reform Act of 1998 (RRA 98).  Treasury Order 115-01, specifically item 2, “Audit and Investigative Matters”, advises that in executing the functions of an Inspector General (IG), the TIGTA is authorized to:

· Access return and return information, as defined in 26 U.S.C. § 6103(b), only in accordance with the provisions of 26 U.S.C. § 6103 and the IG Act;
· Access all facilities of the Internal Revenue Service (IRS) and Related Entities, including computer facilities and computer rooms, electronic data bases and files, electronic and paper records, reports and documents, and other material available to the IRS and Related Entities which relate to their programs and operations; and, when access is necessary to execute a function of the TIGTA pertaining to a matter within the jurisdiction of the TIGTA, all similar facilities throughout the Department; 

· Make such investigations and reports relating to the administration of the programs and operations of the IRS and Related Entities as are, in the judgment of the TIGTA, necessary or desirable; 

· Request such information or assistance as may be necessary for carrying out the duties and responsibilities provided by the IG Act from any Federal, State, or local government agency or unit thereof;
· Require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data and documentary evidence necessary in the performance of functions assigned by the IG Act, which subpoena, in the case of contumacy or refusal to obey, shall be enforceable by order of any appropriate U.S. district court: provided, that procedures other than subpoenas shall be used by the TIGTA to obtain documents and information from Federal agencies;
· Administer to or take from any person an oath, affirmation, or affidavit whenever necessary for the performance of TIGTA functions, which oath, affirmation, or affidavit when administered or taken by or before a TIGTA employee designated by the TIGTA shall have the same force and effect as if administered or taken by or before an officer having a seal;
· Enforce criminal provisions of the internal revenue laws, other criminal provisions of law relating to internal revenue for the enforcement of which the Secretary is responsible, or any other law for which the Secretary has delegated investigative authority to the IRS pursuant to Section 8D(k)(1)(A) of the IG Act. The TIGTA and the Commissioner of the IRS (Commissioner) will establish policies and procedures to ensure that the TIGTA's and the Commissioner's responsibilities to investigate alleged offenses under the internal revenue laws and related statutes are delineated clearly; 

· Carry firearms, and perform the following functions set out in 26 U.S.C. § 7608(b)(2):

· execute and serve search warrants and arrest warrants, and serve subpoenas and summonses issued under the authority of the United States;

· make arrests without warrant for any offense against the United States relating to the internal revenue laws committed in the TIGTA employee's presence, or for any felony cognizable under such laws if there are reasonable grounds to believe that the person to be arrested has committed or is committing any such felony; and

· make seizures of property subject to forfeiture under the internal revenue laws.
· Report any reasonable grounds believed to be a violation of Federal criminal law to the Attorney General of the United States in accordance with Sections 4(d) and 8D(k)(2) of the IG Act, subject to 26 U.S.C. § 6103;
· Investigate violations of 31 U.S.C. § 333 involving the misuse of the name or symbol of the IRS; the title of any IRS employee; the name or symbol of the Department of the Treasury in connection with internal revenue laws; or the title of any Treasury employee in connection with the activities of the IRS and Related Entities;
· Make determinations and issue orders, pursuant to 18 U.S.C. §§ 6001-6005, with the approval of the Attorney General, to compel the testimony under a grant of immunity of any individual who has been or may be called to testify or provide information at any proceeding before the IRS which such individual refuses to give or provide on the basis of the individual's privilege against self-incrimination; and
· Use the investigative, seizure and forfeiture authority under the Money Laundering and Control Act of 1986, 18 U.S.C. § 1956 and § 1957, where the underlying conduct is subject to investigation under the IG Act.
10.3   Purpose of Chapter 400 of the TIGTA Operations Manual.

The purpose of Chapter 400 of the TIGTA Operations Manual is to provide policy and procedural instructions and guidance for TIGTA-OI employees, necessary to assure uniformity and consistency.

10.4   Responsibility of Each TIGTA-OI Employee.   

Each TIGTA-OI employee will be responsible for:

· Following the policies and procedures set forth in Chapter 400 of the TIGTA-Operations Manual.  Each TIGTA-OI employee will be held accountable for failure to comply with the appropriate TIGTA-OI policies and procedures contained therein; 

· Seeking guidance from management when confronted with unusual circumstances or questions about TIGTA-OI policy and procedure;  

· Contacting TIGTA Headquarters, Special Agent-in-Charge (SAC)-Operations, with questions concerning the TIGTA-OI policies and procedures contained in Chapter 400 if management cannot resolve a question, or if an emergency or a time sensitive/critical situation exists.  

10.5   Certification of Review of Chapter 400 of the TIGTA Operations Manual.

Each TIGTA Special Agent (S/A) and Investigative Specialist must review and certify each fiscal year that he/she is familiar with the contents of Chapter 400.  This certification will be provided to the S/A’s /Investigative Specialist’s first-line supervisor.  See Exhibit(400)-10.1.  Each supervisor will ensure that the certifications are updated by October 31st of each year and will maintain these certifications in his or her Employee Drop File for four years.  

10.6   Statutes.

Statutes concerning most of the violations applicable to TIGTA-OI enforcement activities are listed in Exhibit(400)-10.2.  This list does not imply that TIGTA-OI has primary jurisdiction for all of the listed statutes, but is intended as a guide in determining what statutes might be applicable in TIGTA-OI.  Consult the current Titles 18, 26 and 31 of the United States Code Annotated for text, notes and other information.

10.7   TIGTA-OI Divisional Responsibilities and Duties.
TIGTA-OI performs the following functions:

· Investigates activities related to fraud, waste, abuse, and mismanagement concerning the activities of IRS and Related Entities, i.e., the IRS Oversight Board and IRS Chief Counsel;
· Protects the IRS and Related Entities against attempts to corrupt or threaten their employees.  

Investigations conducted by TIGTA-OI can result in criminal prosecutions, administrative sanctions, and civil monetary penalties against wrongdoers.  Investigative operations conducted by TIGTA-OI also act as a deterrent to those contemplating illegal actions that would undermine the integrity of federal tax administration.

10.7.1   TIGTA-OI Programs.   TIGTA-OI completes its mission through proactive and reactive investigative programs that include investigations, operations, and studies.  Generally, TIGTA-OI is responsible for:

· Investigating criminal misconduct and serious administrative misconduct by the employees of the IRS and Related Entities, such as bribery, embezzlement, unauthorized access to, and use or disclosure of, tax information, conflict of interest, and violation of taxpayer rights;
· Investigating attempts by nonemployees to corrupt or unlawfully interfere with the administration of the federal tax system through such activities as bribery, threats or assaults, or other unlawful actions that may impact IRS personnel and impede federal tax administration;
· Investigating actions by nonemployees that may affect the safety of IRS employees;
· Investigating non-employees who are involved in unauthorized disclosure or misuse of tax information;
· Investigating complaints against tax practitioners relating to the integrity of federal tax administration (The regulations governing enrolled tax practitioners are contained in Treasury Department Circular 230, derived from 31 CFR Part 10); 
· Formal investigations of accidents involving IRS personnel or property, e.g., Federal Tort Claims Act investigations involving IRS and TIGTA employees;
· Investigating misconduct, criminal and administrative, by TIGTA employees;
· Other special investigations; and
· Conducting probes and tests of high-risk integrity areas to detect corruption and other offenses involving IRS personnel and activities.  In addition, by investigating such matters, TIGTA-OI alerts IRS managers and employees to potential integrity hazards and program vulnerabilities through information developed in these probes and tests.
10.7.2   TIGTA-OI Organizational Structure.   TIGTA-OI is headed by the Deputy Inspector General for Investigations (DIGI), who supervises the performance of investigative activities and inquiries relating to TIGTA programs and operations.  Two Assistant Inspectors General for Investigations (AIGI’s) and one Deputy Assistant Inspector General for Investigations (DAIGI) assist the DIGI and are responsible for the supervision of specific divisions that conduct investigative and support activities.  Organizational charts are located on the TIGTA Intranet. 
TIGTA-OI Headquarters consists of five divisions:  

· Operations Division; 

· Special Inquiries and Intelligence Division (SIID); 

· Strategic Enforcement Division (SED);
· Technical and Firearms Support Division (TFSD); and 
· Forensic Science Laboratory (FSL).
10.7.2.1   Operations Division.   The Operations Division is headed by a SAC, who reports to the appropriate AIGI.  The Operations Division is comprised of five teams:

· Policy Team; 

· Inspection Team;
· Data Analysis Team (DAT); 
· Complaint Management Team (CMT); and

· Training Team.
10.7.2.1.1   Policy Team.   The Policy Team is responsible for the following:  

· Research, development, and implementation of national policy for TIGTA-OI operations;
· Administration of TIGTA-OI national programs, such as the Undercover Program, the Victim/Witness Program and the Health Improvement Program

· Maintenance of OI Forms and Chapter 400 of the TIGTA Operations Manual;
· Responses to Congressional inquiries;
· Liaison with TIGTA Office of Chief Counsel on legal matters;
· Composition of briefing papers for OI Executives to present OI issues and accomplishments to the Secretary of Treasury, the Commissioner of Internal Revenue, and other Government officials;
· Composition of Inspector General testimony to Congress;
· Composition of narratives and case synopses for the Semiannual Report to Congress;
· Composition of budget justifications and budget initiatives;
· Coordination of external reporting, such as the Office of Government Ethics conflict of interest reports, the Federal Bureau of Investigation’s annual Law Enforcement Officers Killed and Assaulted report, and the Treasury Department’s Federal Managers Financial Integrity Act report;
· Processing Inspector General subpoenas and Requests for Authorization to use Electronic Equipment and Consensual Monitoring (Form OI 5177)

· Administration of TIGTA-OI Intranet and Internet web pages.
10.7.2.1.2   Inspection Team.   The Inspection Team performs periodic inspections and reviews of each of the TIGTA-OI divisions.  See Section 360 of this Chapter. 
10.7.2.1.3   Data Analysis Team.   The DAT responsibilities include:

· Providing data and trend analysis;
· Statistical reports and analysis;
· Preparation of reports for Congress; and
· Budget management for TIGTA-OI. 

10.7.2.1.4   Complaint Management Team.   The CMT provides supervision and coordination of the activities of the TIGTA toll-free “Hotline” telephone number, 1-800-366-4484, which is advertised both inside and outside the IRS.  

The CMT is the central clearinghouse for fraud, waste, and abuse complaints made to the TIGTA Hotline involving IRS employees, the IRS Oversight Board, and TIGTA employees.  The CMT is also responsible for complaints in the form of written correspondence and electronic mail received at TIGTA Headquarters.  

The CMT is responsible for the review of all complaints received by CMT, and referrals to:

· The appropriate TIGTA field division for investigation;

· The appropriate investigative function outside TIGTA; or

· IRS management for administrative adjudication.
The CMT is responsible for processing and managing all closed investigative case files.

The CMT is responsible for organizational liaison with the IRS Employee Conduct and Compliance Office (ECCO) and receiving and accounting for complaints referred from the ECCO.

The CMT processes appeals from the IRS for investigation or investigative support to the appropriate AIGI.

10.7.2.1.5   Training Team.  The Training Team, located at the Federal Law Enforcement Training Center (FLETC) and TIGTA Headquarters:

· Serves as the focal point for assessing TIGTA-OI training needs and setting training objectives;
· Provides technical assistance and support in the design, presentation, and evaluation of all TIGTA-OI training;
· Secures field assistance, where necessary, to accomplish training objectives;
· Monitors and assists in evaluating training conducted by field divisions;
· Maintains liaison with the Internal Revenue Service (IRS) Criminal Investigation Division training component, as well as other federal agencies, and professional law enforcement associations to keep abreast of new training developments;
· Collaborates with the FLETC in the presentation of Criminal Investigator Training, both basic and advanced training;
· Provides technical assistance as it relates to TIGTA-OI's mission in developing training for other TIGTA and/or IRS employees;
· Promotes methods and means for maintaining TIGTA-OI’s integrity awareness program;
· Prepares materials illustrating TIGTA-OI's mission for presentation to professional groups.
10.7.2.2   Special Inquiries and Intelligence Division.   The SIID is headed by a SAC, who reports to the appropriate AIGI.  See Sections 330 and 340 of this Chapter. 

SIID is located at TIGTA-OI Headquarters and consists of three groups of S/A’s, each under an ASAC.
SIID has primary investigative responsibility for the following:

· Reviewing allegations and conducting investigations involving IRS officials at the GS-15 level and above (IR-1 and IR-3);
· Reviewing and conducting investigations involving allegations concerning members of the IRS Oversight Board;
· Reviewing allegations and conducting investigations involving TIGTA employees, except for the IG and certain other officials; 

· Reviewing allegations and conducting investigations on other matters deemed sensitive, as directed by the DIGI;
· Reviewing allegations and conducting investigations involving International (U.S. Competent Authority) employees located in Washington, DC, and in U.S. embassies abroad;
· Reviewing allegations and conducting investigations involving procurement fraud;
Note:  In certain instances, field divisions may complete investigations of the above matters, and SIID will provide oversight. 

· Collection, evaluation and dissemination of intelligence involving allegations of counterterrorism or security implications;
· Coordinating investigations involving allegations of counterterrorism or security implications;
· Oversight of field involvement in participation at Federal Bureau of Investigation (FBI) Joint Terrorism Task Forces (JTTF). 

10.7.2.3   Strategic Enforcement Division.   The SED is headed by a SAC, who reports to the appropriate AIGI.  Components of SED are located in Lanham, MD, and Cincinnati, OH.  SED is composed of three major functions.  See Section 370 of this Chapter. 
10.7.2.3.1   SED Cincinnati.   SED Cincinnati, which is located in Cincinnati, OH, executes an aggressive proactive effort to detect fraud and misuse of IRS computer data, systems, and operations.  SED relies on an intense, coordinated effort between auditors, S/A’s, and computer programmers to fulfill its mission, and uses advanced computer technology, data analysis, and computer matching to identify potential criminal violations. 

SED Cincinnati is assigned the primary responsibility to proactively detect violations and conduct initial investigations of suspected unauthorized accesses to taxpayer data. 

In addition to database analysis, SED Cincinnati also:
· Identifies and coordinates audit trail requirements with appropriate IRS officials;
· Works in partnership with the other divisions in the TIGTA-OI, TIGTA-Office of Audit (OA), and TIGTA-Office of Information Technology (OIT) to assist in proactive project development by providing advanced computer analysis and software techniques and applications to test and prototype National Investigative Initiatives (NII’s);
· Provides the field divisions with case support in investigations involving computer media;
· Develops and maintains fraud detection programs and applications,
· Maintains liaison with other law enforcement agencies and professional forensic organizations in order to stay current on the latest technological advances and methodologies in computer database analysis and reporting

· Maintains entity Social Security Numbers (SSN’s); and
· Consolidates data provided by field divisions to create an annual agency report for submission to the Department of Treasury Data Integrity Board, as required by the Computer Matching and Privacy Protection Act (CMPPA) (5 U.S.C. § 552a).

In addition to the SAC-SED, the SED Cincinnati functions are locally managed by an ASAC and a Chief of the Forensic Data Analysis Section

10.7.2.3.2   Computer Investigative Support (CIS) Program.   The CIS Program is composed of CIS agents, including S/A’s and other forensic related professional positions, within TIGTA.  The CIS agents are located in Lanham, MD; Dallas, TX; Nashville, TN; and Los Angeles, CA.

The CIS Program is tasked with:

· Providing computer investigative support and advice involving the search/seizure of computers and computer related media;
· The processing of seized media;
· Providing assistance on investigations of Internet-related crimes; and 

· Any other computer related issues deemed appropriate. 

The CIS Program also maintains an investigative computer research and reference facility to enhance technical expertise in the investigative use of computers, and formulates and conducts computer investigative training for TIGTA employees.

The CIS Program function is headed by the Deputy Special Agent-in-Charge (DSAC) located in Lanham, MD.

10.7.2.3.3   System Intrusion and Network Attack Response Team (SINART).   The SINART group is located in Lanham, MD.  SINART, working together and co-located with IRS Computer Security, monitors the IRS network systems for any potential external intrusion or internal abuse.  Additionally, SINART conducts routine testing of IRS networks and systems and recommends preventive, recovery, or mitigation strategies for internal or external vulnerabilities or actual attacks.
10.7.2.4   Technical and Firearms Support Division (TFSD).   The TFSD is headed by a SAC, who reports to the appropriate AIGI.  The SAC-TFSD is located in Landover, MD.  TFSD has two components: 

· Technical Services, located in Landover, MD (see Section 160 of this Chapter); and
· Land/Mobile Radio Team.
10.7.2.4.1   TFSD-Technical Services.   TFSD-Technical Services performs the following functions:

· Formulates policies and budgets relative to firearms, officer safety equipment, government owned vehicles, Treasury Enforcement Communications System (TECS), radio communications, and investigative equipment  

· Provides expertise in the use of technical and electronic investigative equipment including enhancement of video and audio evidentiary material, on-site assistance during investigations, and technical surveillance countermeasure activities;   

· Conducts research and development relative to technical and electronic equipment and develops and oversees training concerning these issues;
· Administers the Vehicle Program and provides policy guidance and oversight to field divisions;  

· Administers the TECS Program and provides policy guidance and oversight to field divisions;  

· Evaluates firearms and officer safety equipment and techniques and develops and oversees training concerning these issues for TIGTA employees;
· Directs and supervises the activities of Divisional Technical Agents (DTA’s).  

DTA’s are located in various field offices and perform technical investigative services for the field divisions. 

10.7.2.5   Forensic Science Laboratory.   FSL is located in Silver Spring, MD, and performs the following functions:

· Provides forensic science expertise to support and develop case and mission related goals;
· Conducts forensic analyses in the areas of questioned documents, latent prints, and supporting digital imaging/photography;
· Maintains liaison with other forensic laboratories for the purpose of technical information exchange and to support forensic analysis not conducted by the TIGTA FSL;
· Conducts research and analysis relative to forensic science and develops and oversees training concerning these issues.
See Section 200 of this Chapter for additional information.
10.7.3   Field Divisions.   Each field division (FD) is headed by a SAC, who reports to the appropriate AIGI.  The field divisions are responsible for conducting investigations in assigned geographical areas.  The seven field divisions and the states they cover are:

	Field Division
	States Covered:

	Atlanta FD
	Alabama, Arkansas, Florida, Georgia, Mississippi, North Carolina, South Carolina, Tennessee, Puerto Rico, and the U.S. Virgin Islands

	Chicago FD
	Illinois, Indiana, Iowa, Kentucky, Michigan, Minnesota, North Dakota, Ohio, South Dakota, and Wisconsin 

	Dallas FD
	Kansas, Louisiana, Missouri, Nebraska, Texas and Oklahoma

	Field Division
	States Covered:

	Denver FD
	Arizona, Colorado, Montana, New Mexico, Nevada, Utah, and Wyoming

	New York FD
	Connecticut, Maine, Massachusetts, New Hampshire, New York, Rhode Island, and Vermont

	San Francisco FD
	Alaska, Hawaii, Idaho, California, Oregon, Washington, Guam and the American Samoa Islands

	Washington  FD
	Pennsylvania, New Jersey, Delaware, Maryland, Virginia, and the District of Columbia, and West Virginia


10.7.3.1   Posts of Duty (PODs).   In addition to the field division offices, sub-offices or PODs are located throughout the area covered by each field division, with one or more S/A’s permanently assigned to each POD.  

The work of S/A’s assigned to posts of duty is channeled through the ASAC to the SAC.  The SAC is responsible for reporting to TIGTA-OI Headquarters. 
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