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CHAPTER 300 – AUDITING

[bookmark: StrategicPlanningProcess](300)-50	Strategic Planning Process

[bookmark: Overview]50.1   Overview. 
The primary purpose of the Office of Audit’s (OA) strategic planning process is to systematically establish audit priorities, identify, and select audits consistent with those priorities and to allocate the staff resources necessary to conduct the selected audits.  The success of the audit planning process enables the Treasury Inspector General for Tax Administration (TIGTA) to provide the Secretary of the Treasury, Internal Revenue Service (IRS) executives, and other interested stakeholders with independent, useful, timely, and relevant information to significantly improve the effectiveness, efficiency, and integrity of tax administration.

Planning can be addressed at both macro and micro levels.  Macro planning is executed through the strategic planning process and is designed to identify and prioritize workload for the organization by applying risk factors to key auditable areas.  Micro planning is tied to planning an individual audit and includes all efforts employed to prepare auditors for conducting quality fieldwork.  This section concentrates on the OA’s macro planning process.  A guide to assist in micro-level planning on an individual audit is provided in Exhibit (300)-60.1.

This section provides examples of how the strategic planning process may be conducted.  The Assistant Inspectors General for Audit (AIGA) are responsible for designing a strategic planning process for their respective program areas.

[bookmark: StrategicPlanningResponsibilities]50.2   Strategic Planning Responsibilities. 
Responsibility for the success of the strategic planning process rests at all levels within the OA organization.  All levels of management are responsible for communicating the Major Management Challenge areas to the organization and to the appropriate IRS executive.  

The Deputy Inspector General for Audit (DIGA) oversees the OA planning process, approves the Annual Plan, and coordinates any necessary coverage that crosses program lines.  

[bookmark: _GoBack]Each AIGA oversees the strategic planning process for his or her program area.  The AIGAs and their staff formulate the audit program by identifying Major Management Challenge areas and individual audits in critical tax administration areas as well as work related to identifying waste, fraud, and abuse and evaluating internal control systems.  Each AIGA is assigned as the champion for addressing one or more Major Management Challenge areas facing the IRS and focuses on key cross-cutting areas.  These executives should ensure timely, frequent, and open communications with IRS executives throughout the audit.

Also during fiscal year audit planning, the OA and Inspections and Evaluations (I&E) staffs will meet before finalizing their respective annual plans to discuss potential duplication, need for coordination, and any gaps that need coverage either by the OA or the I&E.  In addition, the I&E Director and the OA Directors may meet at any time to coordinate on individual projects and share knowledge and perspective about their respective reviews.

[bookmark: DeterminingAuditCoverage]50.3   Determining Audit Coverage. 

[bookmark: AnnualAuditPlan]50.3.1   Annual Audit Plan.  The Annual Audit Plan describes the OA audit responsibilities, audit focus, and audit direction for the fiscal year.  The information provided includes the areas to be audited, why these areas are important, and the expected accomplishments from these audits.  The Annual Audit Plan begins with independent risk assessments.  Under the leadership of the AIGAs, each business unit will develop a program of suggested audits for the business unit, as well as propose suggested audits for cross-cutting and other emphasis areas.  Suggestions will be shared with the other AIGAs.  This process is designed to prioritize areas based on the greatest risks to the IRS.   

The annual allocation of staff resources is a significant decision in the audit planning process.  It reflects the priority of our planned audit strategies and establishes the overall direction of our audit effort with respect to the IRS’s major functions and program areas.  The OA will catalog its data and resource needs for the suggested audits identified by the business units.  A spreadsheet is completed by each business unit to identify the various data and/or resources needed to complete specific audits.  The purpose of identifying the data and/or resource needs is to ensure that the Strategic Data Services Division has sufficient resources available to access IRS data and files needed by auditors to carry out audit objectives.  The annual allocation of staff resources is based upon information obtained from the TeamCentral Management Information System (TCMIS).  

Audits included in the annual audit plan are designed to achieve the following outcomes: 

· Increased Revenue/Revenue Protection.

· Cost Savings (Questioned Costs/Recommendations That Funds Be Put to Better Use).

· Taxpayer Rights and Entitlements.

· Reduction of Burden on Taxpayers.

· Taxpayer Privacy and Security.

· Protection of Resources.

· Inefficient Use of Resources.

· Reliability of Information.

Each AIGA prepares his or her portion of the plan based upon the risk assessment process and staff days available.  

The Office of Management and Policy (OMP) combines the AIGA plans into one OA Annual Plan.

[bookmark: UniverseAuditAreas]50.3.2   Universe of Potentially Auditable Areas.  Each AIGA and his or her staff will identify the core processes that pertain to his or her program area. 

Audit coverage priority is determined for each AIGA’s program by assessing the risks associated with the potential audit universe that apply to that program.  Consideration is given to:
 
· High-risk and critical areas, such as programs involving large dollar amounts.

· Relative importance of auditable areas to the accomplishment of IRS goals and initiatives.

· Statutory and regulatory requirements.

· Specific requests for audit coverage.  

· Adequacy of internal control systems, as determined by management reviews and assessments.

· New or changed conditions and sensitivity of organizations, programs, activities, and functions.

· Timeliness, reliability, and scope of reviews performed by external oversight functions, such as the Government Accountability Office (GAO).

· Prior audit experience with IRS functions.

[bookmark: RequestsforAuditCoverage]50.3.3   Requests for Audit Coverage.  Audits may be requested at any time by the IRS Oversight Board, the Congress or the IRS Commissioner.  All requests will be received by Inspector General and forwarded to the DIGA for evaluation.  The DIGA will assign to the appropriate AIGA, who will initially evaluate all requests to determine whether: 

· The reason and purpose are clear.

· The issue or concern is already being addressed in another review. 

· An audit is the best approach or whether a more limited inquiry may satisfy the request. 

In most instances, requests from the Congress, the IRS Oversight Board, or the IRS Commissioner will take precedence over planned or on-going high-risk reviews.  Therefore, after the AIGA’s initial evaluation of these requests, they will be assigned to the appropriate Directorates for review.  

[bookmark: AcknowledingRequests]50.3.4   Acknowledging Requests for Audit Coverage.  The DIGA will prepare memorandums for the Inspector General’s signature acknowledging the requests for audit coverage and indicate which offices have received the assignments.  

Based on the assignments, the assigned Directors may schedule meetings with the appropriate IRS personnel to discuss the requests and/or planned audit approaches.  The meetings should be arranged through the Director, Office of Audit Coordination.  

A decision may be made to defer or decline a request for audit coverage.  If this occurs, the acknowledgement will explain why a review will not be performed at this time.  Any audit request that is deferred or declined may be reconsidered as part of the annual audit planning process. 

[bookmark: MacroRiskAssessment]50.4   Macro Risk Assessment Process. 
A risk assessment is a systematic process for assessing and integrating professional judgments about probable conditions or events that may warrant audit coverage.  Macro risk assessments are executed through the strategic planning process. This process is designed to identify and prioritize workload for the organization by applying risk factors to key auditable areas. 

Inherent risks are that the IRS is not: 

· Protecting taxpayer rights.

· Ensuring taxpayer privacy.

· Reducing taxpayer burden.

Each AIGA and his or her staff will use a macro risk assessment process to identify the broad audit emphasis areas and other high-risk audit work including the identification of waste, fraud, and abuse and internal control systems.  Each AIGA will begin the risk assessment process by identifying those core processes that apply to his or her program. 

[bookmark: KeyFactorsRiskAssessment]50.4.1   Key Factors to Be Considered in a Macro Risk Assessment.  Risk factors are the criteria used to identify the relative significance of, and likelihood that, conditions or events may occur that could adversely affect the organization.  The following factors will be used to evaluate the risks associated with the relevant auditable areas:

· Stakeholders’ concerns.

· Data analysis.

· Change management.

· Fraud, waste, and abuse potential and internal control assessment. 

· Financial/regulatory revisions or additions.

· Taxpayer impact.

· Size of program.

· Strategy and planning.

[bookmark: WeighingRiskFactors]50.4.2   Weighing Risk Factors.  The AIGAs will use their judgment to weigh the relative significance of the risk factors.  For each auditable area, a determination of the level of risk from 0 (lowest risk) to 10 (highest risk) will be documented and a weighted average will be calculated.  After each risk factor is ranked, the ranking should then be multiplied by the associated weight to determine the final risk factor score.  

The following definitions are provided to assist with scoring each risk factor:

	Risk Factor Ranking
(Before Weighting)
	Definition

	10
	Extreme Risk

	7 to 9
	High Risk

	4 to 6
	Moderate Risk

	1 to 3
	Low Risk

	0
	No Risk



Risk assessments will ultimately lead to suggested audits.  For each suggested audit, inspection or evaluation, business units should identify potential outcome measures based on the anticipated audit or evaluation approach.  

[bookmark: DocumentingResearch]50.4.3   Documenting Research and/or Analysis.  The AIGAs will establish and maintain files for each auditable area.  These files can be either electronic or paper and will contain the source and documented results of research efforts around the key risk factors.  The electronic files should indicate where paper copies are filed as well as identify the names and phone numbers of contacts in these areas. 

[bookmark: RiskFactors]50.4.4   Factors to Consider When Weighing Risks.  

Stakeholders’ Concerns – This factor includes internal and external stakeholders: the IRS, the IRS Oversight Board, the Congress, the Department of the Treasury, and the GAO.  It will have a weight of 1.6.  

IRS stakeholders can be defined as any individual, group, or government agency that has concerns or is affected by the way the IRS does business.  Identifying the concerns of IRS stakeholders, both external and internal, is probably one of the most critical steps in the risk assessment process. 

Major external stakeholders include the Congress, the IRS Oversight Board, the Department of the Treasury, the GAO, and various tax practitioner groups.  In addition, the IRS interacts with various Government agencies that provide information vital to the IRS’s mission.  These may include, for example, the Social Security Administration, the Department of Justice, and the Office of Management and Budget.  

Depending on the issue, various taxpayer groups are also affected by the way the IRS enforces or interprets specific tax laws.  These groups may include, for example, self-employed taxpayers, small business taxpayers, and exempt organizations.

Major internal stakeholders include IRS executives, managers, and employees.  

Information on stakeholders’ concerns will be obtained from a variety of sources including, but not limited to, the following:  

· Communications with Internal Revenue Service Executives – On an annual basis, the DIGA will communicate in writing to IRS Executives soliciting their concerns and suggestions for audit coverage as well as any program or organization changes within their area.  Also, periodic meetings are held with various IRS executives and top-level IRS officials to identify particular areas of concern or Major Management Challenge areas for the upcoming fiscal year.  

· Minutes of Key Meetings – The IRS holds periodic meetings with various advisory and liaison groups (e.g., IRS Advisory Council, National Association of Tax Practitioners, etc.) to provide information, as well as address any concerns or problems they may be encountering.  In addition, the IRS executives hold high-level meetings to discuss strategic objectives or areas of emphasis and concern (e.g., Senior Council for Management Controls, Investment Review Board, etc.).  

· Internet Sources - Valuable information relating to internal and external stakeholders can be obtained from the Internet.  This information includes summaries of congressional hearings, IRS testimonies, results from customer service surveys and focus groups, etc.  In addition, various organizations associated with tax processing have Internet addresses (e.g., American Institute of Certified Public Accountants, National Association of Enrolled Agents) that may provide information on specific taxpayers’ concerns and/or problems.  

· Internal Revenue Service Automated Systems – Several functions within the IRS maintain automated systems to track external stakeholders’ concerns.  For instance, the Executive Control Management System, maintained by the Office of Audit Coordination, is used to track specific concerns received from the Congress, the White House, and the Department of the Treasury.  

A high profile issue or program that has received recent publicity or IRS management’s attention, or an issue or program that management has expressed concerns about or specifically asked for audit coverage of, would be rated extreme or high risk.  An issue or program that IRS management or other stakeholders have not expressed concerns about but that could cause adverse publicity if not managed properly would be rated medium risk.  An issue or program that IRS management or other stakeholders have not expressed concerns about and there is little risk of adverse publicity if not managed properly would be rated low or no risk.

Data Analysis - This risk factor includes trends and performance measures.  It will have a weight of .9.  

This factor will be determined by analyzing the key management information systems for each process.  The purpose of this analysis is to identify trends or fluctuations that may significantly affect IRS programs, taxpayers, resources, or result in negative publicity.  These trends may include excess inventory, low level of telephone access, increase in cycle processing time, and increase or decrease in workload or in accuracy rates.  

Unfavorable trends that could significantly affect programs, taxpayers, other stakeholders, resources, etc., or cause negative publicity would be rated extreme or high risk.  Unfavorable trends that could moderately affect programs, taxpayers, other stakeholders, resources, etc., would be rated medium risk.  Use the medium risk rating if no data are available for analyzing the program.  If there are indicators of favorable trends or indicators of unfavorable trends that would not affect programs, taxpayers, other stakeholders, resources, etc., this factor would be rated low or no risk.

Change Management - This factor includes new programs, tax law changes, organizational changes, reengineering efforts, information technology and modernization.  It will have a weight of 1.3.  

· New Programs and Tax Law Changes
The impact of new programs, modified programs, and tax law changes on IRS functions and other stakeholders should be considered, along with the amount of changes and work involved in implementing the new or modified programs or tax laws, as well as the impact of not implementing the change effectively.  

This factor would be rated as extreme or high risk if new programs or enhancements to major programs, numerous tax law changes, or tax law changes affect major programs or processing functions or where the impact of not effectively implementing the new program or tax law changes is great and other stakeholders are significantly (detrimentally) affected.  New programs or enhancements to medium size programs and tax law changes that affect programs or processing functions, or where the impact of not effectively implementing the change is small and other stakeholders are mildly (but not detrimentally) affected would be rated as medium risk.  New programs, or minor or no enhancements to programs and few or no tax law changes where the changes do not significantly affect other stakeholders, would be rated as low or no risk.

· Organizational Changes
This risk factor would include a change in organizational structure or a reduction in resources.  For instance, this may include the establishment of a new function, the transfer of program responsibility from one function to another, or merging of two functional areas.

Major reorganizations, consolidations, or reductions that significantly affect IRS operations are rated as extreme or high risk.  Medium size reorganizations, consolidations, or reductions that mildly affect IRS operations would be rated as medium risk.  Insignificant or no changes to organizations or programs that will not have a measurable effect on IRS operations would be rated as low or no risk.

[bookmark: Fraud]Fraud, Waste, and Abuse Potential and Internal Control Assessment – This risk factor requires consideration of several different factors including:

· Potential for and known instances of fraud, waste, and abuse including integrity breaches within the program. 

· Strength of the program’s system of internal controls.

· Prior audit findings. 

· Last audit coverage. 

These risk factors will have a weight of 1.0.  

· Potential for and known instances of fraud, waste, and abuse including integrity breaches within the program.

This risk factor involves determining whether the established control system provides reasonable assurance that the process is meeting the objectives and goals and whether the system of internal controls is being properly implemented and complied with.  This risk factor also assesses prior or known instances of fraud, waste, or abuse within the program area.  A strong, robust internal control system can also assist management in detecting instances of fraud, waste, and abuse.  

In addition to evaluating the current internal control system, this risk factor also includes determining whether any new automated systems are being planned and the affect these new systems will or may have on the current environment.  This determination is primarily based on researching available strategic planning documents. 

Items to be considered during this risk factor assessment include:

· The extent of manual versus automated controls. 

· The effectiveness of management’s oversight of the internal control program (including the Federal Manager’s Financial Integrity Act, operational reviews, business reviews, etc.).

· Whether known integrity cases have been identified.

· The known potential fraud, waste, or abuse activities that may occur in the program area.  (Auditors should review the Fraud Risk Factor Universe contained on the OA Integrity and Fraud Board SharePoint site to become familiar with risk factors within various IRS operations and programs.)

When assessing this risk factor, auditors should keep the following definitions in mind:

Fraud – An intentional false representation of a material fact, whether by words or by conduct, by false or misleading allegations, or by concealment of that which should have been disclosed, which deceives another so that he acts, or fails to act to his detriment.  It should be noted that whether an act is, in fact, fraud is a determination to be made through the judicial or other adjudicative system and is beyond the auditor’s professional responsibility.  

Waste – An inappropriate act or omission by individuals with control over or access to government resources that involves taxpayers not receiving reasonable value for money in connection with any government funded activities.  Importantly, waste goes beyond fraud and abuse, and most waste does not involve a violation of law.  Rather, waste relates primarily to mismanagement, inappropriate actions, and inadequate oversight.

Abuse – Behavior that is deficient or improper when compared with behavior that a prudent person would consider reasonable and necessary business practice given the facts and circumstances.  Abuse also includes misuse of authority or position for personal financial gain or for the financial gain of an immediate or close family member or business associate.  Abuse does not necessarily involve fraud, violation of laws, regulations, or provisions of a contract or grant agreement.  

For more information on the OA’s Anti-Fraud Program, please see 
Section 300-70.

Indications of serious, material internal control system weakness or failures based on prior reviews or integrity cases, manual controls, or poor management oversight of the internal control program would be rated as extreme or high risk.  There are several significant indications that the internal control systems are not functioning as intended, such as:

· Key goals and objectives are consistently not being met.

· Substantial integrity cases.

· Security violations or other infractions occur regularly.

· Significant loss of assets or resources.

· Few or no quantifiable indicators of how the internal control systems are functioning.

Indications of less serious (minor) internal control system weakness or failures based on prior reviews or integrity cases, some manual controls, and management’s need for better oversight of the internal control program would be rated as medium risk.  There are some quantifiable indications that the internal control systems are not functioning as intended (e.g., goals and objectives are not being met; integrity cases, security violations, or other infractions do or can easily occur; loss of assets or resources happen or are likely to happen). 

If there are no indications of material internal control system weakness or failures based on prior reviews or integrity cases, most or many controls are automated, and management’s oversight of the internal control program is good, then this factor would be rated as low or no risk.  There are quantifiable indications that the internal control systems are functioning as intended.

For additional guidance on information systems and controls for assessing audit risk during planning, see the Government Auditing Standards paragraphs 6.23-6.27.  All audits must document a risk assessment of the internal controls dependent on information systems processing.

· Prior Findings
This risk factor also considers the significance and date of prior audit findings (e.g., the OA, the GAO, the Treasury Inspector General (IG), etc.) related to IRS processes.  This analysis will be limited to the prior three fiscal years.  Findings from internal task groups or studies, employee concerns and suggestions, results from local internal audits, etc., should also be considered.

Past findings that have a major tax administration impact and recommendations that have not been implemented or have been partially implemented would be rated as extreme or high risk.  Past findings that have some tax administration impact and recommendations that have not been implemented or have been partially implemented would be rated as medium risk.  Past findings that have little tax administration impact, past recommendations that have been implemented, or if there have been no prior findings, would be rated as low or no risk.



· Last Audit Coverage
The length of time since the audit has been performed in this area (includes audits performed by the OA, the GAO and the Treasury IG, etc.) should be considered.  If no audit reports were issued within the last five fiscal years, then this would be rated as extreme or high risk.  If no audit reports were issued within the last three to four fiscal years, this would be considered medium risk.  Audit reports issued within the last two fiscal years would make this a low or no risk factor.

Financial/Regulatory – This factor includes privacy, security, the Federal Information Security Management Act, disclosure, the Government Performance and Results Act, and the Federal Financial Management Improvement Act.  It will have a weight of 1.4.

Taxpayer Impact – This factor includes taxpayer burden, customer service, customer satisfaction, taxpayer entitlements, taxpayer relations, and taxpayer rights.  It will have a weight of 1.4.  

Size of the Program – This factor includes the budget and revenue impacted.  It will have a weight of 1.4.  The factor considers the measurement most applicable to the particular area being assessed.  For instance, this factor could include the number of returns processed, customer service contacts, cases worked, taxpayers or returns affected, and/or the amount of staffing allocated and dollars spent on the program. 

If the program size is large, is a significant part of IRS operations, or affects a significant part of IRS operations, then this factor would be considered extreme or high risk.  The risk factor would be a medium risk if the program size is medium and affects a significant part of IRS operations or the program size is large but does not affect a significant part of IRS operations.  The risk factor would be low or no risk if the program size is medium or small with little or no major effect on IRS operations.

Strategy and Planning – This risk factor considers Strategic Plans, Annual Plans, goals, and performance measures.  It will have a weight of 1.0.

[bookmark: ResultsMacroRiskAssess]50.4.5   Results of Macro Risk Assessment.  The results of the macro risk assessments are used to identify:

· Broad Major Management Challenge areas that will form the basis for future audit work.

· Priorities for conducting audits within each Major Management Challenge area.

· Other high-risk audit work that will support our responsibilities to identify waste, fraud, and abuse and/or evaluate internal control systems.  

[bookmark: IdentifyingEmphasisAreas]50.4.6   Identifying and Developing Audit Major Management Challenge Areas.  Major Management Challenge areas are developed in line with the IRS’s strategic objectives and built around defined outcome measures that strike a balance between revenue, costs, protection of resources, and taxpayer burden, rights, and privacy.  The macro risk assessment process for each AIGA is designed to identify the broad challenge areas that will be included in each year’s Annual Audit Plan.  A Director may be assigned to assist the AIGA in developing challenge area activities.

Some challenge areas may contain a broad focus of audit work that needs to be addressed in a multi-year approach.  Other challenge areas are more time sensitive and will be completed in a fiscal year or shorter period.

The AIGA will continually monitor the challenge areas and make changes to program priorities when necessary based on changing conditions.

[bookmark: PriortizingEmphasisAreas]50.4.7   Identifying and Prioritizing Audits within Major Management Challenge Areas.  The results of the macro risk assessment process will be used to identify specific audits and prioritize audit coverage within individual Major Management Challenge areas.  The Director will document the selected audits and the priorities. 

[bookmark: IdentifyingOtherDiscretionaryWork]50.4.8   Identifying Other High Risk Work.   In addition to Major Management Challenge areas, the macro risk assessment will identify work to be performed to support our responsibilities to identify waste, fraud, and abuse and/or evaluate internal control systems.  These reviews may or may not be identified in the published Annual Audit Plan.  At the minimum, these projects will be tracked internally in the OA if not identified in the published Annual Audit Plan.

[bookmark: DeliveringAuditWork]50.5   Delivering Audit Work.
The Directors are responsible for delivering the audit work identified in the Annual Audit Plan.  The Director will:

· Coordinate with other offices conducting audits in the assigned area.

· Ensure recommendations are discussed with executive management throughout the audit.

Audit plans and subsequent addenda to audit plans will be forwarded to the AIGAs after approval by the Director.  Addenda amending the audit plan will be forwarded to the appropriate AIGA before major objectives are dropped or significantly modified because these decisions may affect an overall strategy area.  

The Director is responsible for keeping abreast of audit progress, periodic visitations, regular communications, and concurrence in changes to objectives or scope in approved audit plans.   

For assigned Major Management Challenge areas, the Director will normally hold a “frontloading” meeting with the AIGA, all OA support offices, and IRS management to discuss the emphasis area and individual audit objectives.  This meeting will:

· Ensure everyone understands what we are trying to achieve.

· Provide our first opportunity to discuss potential outcomes.  

[bookmark: AuditLeads]50.6   Audit Justifications.
Audit Justifications will be used in identifying or scoping potential audits.  Audit Justifications must be prepared for all audits, including those that could be added to the Annual Audit Plan if additional resources were made available.  See Exhibit (300)-50.1 for the Audit Justification format.  The Exhibit also includes an example of a completed Audit Justification.  The Audit Justification template can be found in the Templates sections of Microsoft Office Word on the Audit Forms tab and TeamMate.

Audit Justifications also contain areas of concern that either currently exist or could occur.  The areas identified may affect the efficiency of processes, resources, systems, products, or outcomes.  Leads may come from a number of sources including:

· The macro risk assessment process.

· Ongoing audit work, including auditors’ observations while conducting audits.

· Management requests or referrals.

· Integrity reviews.

Audit Justifications prepared by the auditing offices should be routed through the Director to the appropriate AIGA.  When an office submits a new Audit Justification for consideration, the office should provide as much information as possible without investing additional resources.  The AIGAs will be in the best position to judge whether the Audit Justification warrants further development. 

Business units will provide all approved Audit Justifications to OMP to be maintained in a centralized file.

[bookmark: Communications]50.7   Communications.
All national and local levels of management share a joint responsibility in effectively communicating to their staffs emerging issues that the IRS and TIGTA should be or currently are addressing. 
[bookmark: ExhibitAuditableAreas][bookmark: ExhibitEmphasisAreaDoc][bookmark: EchibitAuditLeadDoc]
Exhibit (300)-50.1
Audit Justification

Fiscal Year 20xx
Audit Justification
	Management Challenge
	[Enter the title of one (or more) of the FY 20xx major management challenge areas]

	IRS Functional Area
	[Enter IRS functional area]

	Title
	

	Audit Objective
	

	Justification/ Reason for Initiation
AND 
Impact on Tax Administration
	

	Source
	[e.g., Mandatory, Risk Assessment, Stakeholder Request (add which stakeholder), etc.  You can indicate more than one source, if applicable.]

	Carryover
	[Yes or No – Will the audit still be in process at the end of FY 20xx (final report has not been issued as of September 30, 20xx)? If this is a carryover, please indicate the current audit number.]

	Ranking Score
	

	Emphasis Area
	[Yes or No – Add the title of the applicable emphasis area]

	Follow-up Audit?
	[Yes or No – Indicate Yes if the audit will plan to follow up on prior recommendations, even if that is only one of the objectives for the audit and the audit title does not contain “Follow Up.”]

	Outcome Measures
	


Note:  This information should be provided in one page.

	Director
	

	Start Quarter
	

	Report Quarter
	

	Staff Days Total
	

	Staff Days – FY 20xx
	



Exhibit (300)-50.1
Audit Justification (continued)
Fiscal Year 20xx 
Audit Justification

	


Management Challenge
	Tax Compliance Initiatives

	IRS Functional Area
	Exempt Organizations

	Title
	Follow-up Review of Section 527 Political Organizations

	Audit Objective
	Determine the effectiveness of the Tax Exempt and Government Entities Division’s efforts to ensure Section 527 political organizations publicly disclose their activities timely and completely.

	Justification/ Reason for Initiation
AND
Impact on Tax Administration
	Section 527 political organizations are organized and operated primarily to accept contributions and make expenditures to influence the selection, nomination, election, or appointment of any individual to Federal, State, or local public office.  With certain exceptions, Internal Revenue Code Section 527 requires political organizations that desire to be tax exempt to notify the Internal Revenue Service that it is to be treated as a Section 527 political organization and disclose their contributions and expenditures to the Internal Revenue Service.  As of July 2008, contributions to and expenditures by Section 527 political organizations for the 2008 campaign cycle total approximately $245 million and $211 million, respectively.
Our prior audit work showed that the website used by the Internal Revenue Service to disclose information concerning Section 527 organizations did not always provide accurate or complete search results, potentially limiting the public’s ability to gain an understanding of a political organization’s financial information or track the flow of funds related to legislative issues and political campaigns.  In addition, Section 527 organizations did not always timely and completely comply in filing their applicable public disclosure reports.  We determined that Section 527 organizations may have owed $17 million in additional tax and penalties because they received contributions before notifying the Internal Revenue Service of their status or filed inaccurate/incomplete reports of contributions and expenditures.

	Source
	Fiscal Year 20xx Risk Assessment

	Carryover
	No

	Ranking Score
	87

	Emphasis Area
	No

	Follow-up Audit?
	No

	Outcome Measures
	Increased Revenue/Revenue Protection


	Director
	[Name]

	Start Quarter
	[1st Quarter FY 20xx]

	Report Quarter
	[4th Quarter FY 20xx]

	Staff Days Total
	325

	Staff Days – FY 20xx
	325
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