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CHAPTER 300 – AUDITING

[bookmark: StrategicPlanningProcess](300)-50	Strategic Planning Process

[bookmark: Overview]50.1   Overview. 
The primary purpose of the Office of Audit’s (OA) strategic planning process is to systematically establish audit priorities, identify, and select audits consistent with those priorities and to allocate the staff resources necessary to conduct the selected audits.  The success of the audit planning process enables the Treasury Inspector General for Tax Administration (TIGTA) to provide the Secretary of the Treasury, Internal Revenue Service (IRS) executives, and other interested stakeholders with independent, useful, timely, and relevant information to significantly improve the effectiveness, efficiency, and integrity of tax administration.

Planning can be addressed at both macro and micro levels.  Macro planning is executed through the strategic planning process and is designed to identify and prioritize workload for the organization by applying risk factors to key auditable areas.  Micro planning is tied to planning an individual audit and includes all efforts employed to prepare auditors for conducting quality fieldwork.  This section concentrates on the OA’s macro planning process.  A guide to assist in macro-level planning is provided each year in the DIGA memorandum regarding planning guidance.

This section provides examples of how the strategic planning process may be conducted.  The Assistant Inspectors General for Audit (AIGA) are responsible for designing a strategic planning process for their respective program areas.

[bookmark: StrategicPlanningResponsibilities]50.2   Strategic Planning Responsibilities. 
Responsibility for the success of the strategic planning process rests at all levels within the OA organization.  All levels of management are responsible for communicating the Major Management Challenge areas to the organization and to the appropriate IRS executive.  

The Deputy Inspector General for Audit (DIGA) oversees the OA planning process, approves the Annual Plan, and coordinates any necessary coverage that crosses program lines.  

Each AIGA oversees the strategic planning process for his or her program area.  The AIGAs and their staff formulate the audit program by identifying Major Management Challenge areas and individual audits in critical tax administration areas as well as work related to identifying waste, fraud, and abuse and evaluating internal control systems.  
Also during fiscal year audit planning, the OA and Inspections and Evaluations (I&E) staffs will meet before finalizing their respective annual plans to discuss potential duplication, need for coordination, and any gaps that need coverage either by the OA or the I&E.  In addition, the I&E Director and the OA Directors may meet at any time to coordinate on individual projects and share knowledge and perspective about their respective reviews.

[bookmark: DeterminingAuditCoverage]50.3   Determining Audit Coverage. 

[bookmark: AnnualAuditPlan]50.3.1   Annual Audit Plan.  The Annual Audit Plan describes the OA audit responsibilities, audit focus, and audit direction for the fiscal year.  The information provided includes the areas to be audited and the related audit objectives.  The Annual Audit Plan begins with independent risk assessments.  Under the leadership of the AIGAs, each business unit will develop a program of suggested audits for the business unit.  Suggestions will be shared with the other AIGAs.  This process is designed to prioritize areas based on the greatest risks to the IRS.   

The annual allocation of staff resources is a significant decision in the audit planning process.  It reflects the priority of our planned audit strategies and establishes the overall direction of our audit effort with respect to the IRS’s major functions and program areas.  The OA will catalog its data and resource needs for the suggested audits identified by the business units.  Each business unit completes a spreadsheet to identify the various data and/or resources needed to complete specific audits.  The purpose of identifying the data and/or resource needs is to ensure that the Data Extracts group has sufficient resources available to access IRS data and files needed by auditors to carry out audit objectives.    

Audits included in the annual audit plan are designed to achieve the following outcomes: 

· Increased Revenue/Revenue Protection.

· Cost Savings (Questioned Costs/Recommendations That Funds Be Put to Better Use).

· Taxpayer Rights and Entitlements.

· Reduction of Burden on Taxpayers.

· Taxpayer Privacy and Security.

· Protection of Resources.

· Inefficient Use of Resources.

· Reliability of Information.

Each AIGA develops audit justifications based upon the risk assessment process and staff days available.    

The Office of Management and Policy (OMP) uses the audit justifications provided by the AIGAs to develop the OA Annual Audit Plan.

[bookmark: UniverseAuditAreas]50.3.2   Universe of Potentially Auditable Areas.  Each AIGA and his or her staff will identify the core processes that pertain to his or her program area. 

Audit coverage priority is determined for each AIGA’s program by assessing the risks associated with the potential audit universe that apply to that program.  Consideration is given to:
 
· High-risk and critical areas, such as programs involving large dollar amounts.

· Relative importance of auditable areas to the accomplishment of IRS goals and initiatives.

· Statutory and regulatory requirements.

· Specific requests for audit coverage.  

· Adequacy of internal control systems, as determined by management reviews and assessments.

· New or changed conditions and sensitivity of organizations, programs, activities, and functions.

· Timeliness, reliability, and scope of reviews performed by external oversight functions, such as the Government Accountability Office (GAO).

· Prior audit experience with IRS functions.

[bookmark: RequestsforAuditCoverage]50.3.3   Requests for Audit Coverage.  Audits may be requested at any time by the Department of the Treasury, the Congress or the IRS Commissioner.  All requests will be received by the Inspector General and forwarded to the DIGA for evaluation.  The DIGA will assign to the appropriate AIGA, who will initially evaluate all requests to determine whether: 

· The reason and purpose are clear.

· The issue or concern is already being addressed in another review. 

· An audit is the best approach or whether a more limited inquiry may satisfy the request. 

In most instances, requests from the Congress, the Department of the Treasury, or the IRS Commissioner will take precedence over planned or on-going high-risk reviews.  Therefore, after the AIGA’s initial evaluation of these requests, they will be assigned to the appropriate Directorates for review.  

[bookmark: AcknowledingRequests]50.3.4   Acknowledging Requests for Audit Coverage.  The DIGA will prepare memoranda for the Inspector General’s signature acknowledging the requests for audit coverage and indicate which offices have received the assignments.  

Based on the assignments, the assigned Directors may schedule meetings with the appropriate IRS personnel to discuss the requests and/or planned audit approaches.  The meetings should be arranged through the Director, Office of Enterprise Audit Management.  

A decision may be made to defer or decline a request for audit coverage.  If this occurs, the acknowledgement will explain why a review will not be performed at this time.  Any audit request that is deferred or declined may be reconsidered as part of the annual audit planning process. 

[bookmark: MacroRiskAssessment]50.4   Macro Risk Assessment Process. 
A risk assessment is a systematic process for assessing and integrating professional judgments about probable conditions or events that may warrant audit coverage.  Macro risk assessments are executed through the strategic planning process. This process is designed to identify and prioritize workload for the organization by applying risk factors to key auditable areas. 

Inherent risks are that the IRS is not: 

· Protecting taxpayer rights.

· Ensuring taxpayer privacy.

· Reducing taxpayer burden.

Each AIGA and his or her staff will use a macro risk assessment process to identify the broad audit emphasis areas and other high-risk audit work including the identification of waste, fraud, and abuse and internal control systems.  Each AIGA will begin the risk assessment process by identifying those core processes that apply to his or her program. 

[bookmark: KeyFactorsRiskAssessment]50.4.1   Key Factors to Be Considered in a Macro Risk Assessment.  Risk factors are the criteria used to identify the relative significance of, and likelihood that, conditions or events may occur that could adversely affect the organization.  The following factors will be used to evaluate the risks associated with the relevant auditable areas:

· Stakeholders’ concerns.

· Size of the program.

· Program Changes.

· Taxpayer Impact. 

· Professional judgement.

[bookmark: WeighingRiskFactors]50.4.2   Weighing Risk Factors.  The AIGAs will use their judgment to weigh the relative significance of the risk factors.  For each auditable area, a determination of the level of risk (high, medium or low) will be documented.  

Risk assessments will ultimately lead to suggested audits.  For each suggested audit, inspection or evaluation, business units should identify potential outcome measures based on the anticipated audit or evaluation approach.  

[bookmark: DocumentingResearch]50.4.3   Documenting Research and/or Analysis.  The AIGAs will establish and maintain files for each auditable area.  These files will contain the source and documented results of research efforts around the key risk factors.  

[bookmark: RiskFactors]50.4.4   Factors to Consider When Weighing Risks.  

Stakeholders’ Concerns – This factor includes internal and external stakeholders: the IRS, the Congress, the Department of the Treasury, and the GAO.  

IRS stakeholders can be defined as any individual, group, or government agency that has concerns or is affected by the way the IRS does business.  Identifying the concerns of IRS stakeholders, both external and internal, is probably one of the most critical steps in the risk assessment process. 

Major external stakeholders include the Congress, the Department of the Treasury, the GAO, and various tax practitioner groups.  In addition, the IRS interacts with various Government agencies that provide information vital to the IRS’s mission.  These may include, for example, the Social Security Administration, the Department of Justice, and the Office of Management and Budget.  

Depending on the issue, various taxpayer groups are also affected by the way the IRS enforces or interprets specific tax laws.  These groups may include, for example, self-employed taxpayers, small business taxpayers, and exempt organizations.

Major internal stakeholders include IRS executives, managers, and employees.  

Information on stakeholders’ concerns will be obtained from a variety of sources including, but not limited to, the following:  

· Communications with Internal Revenue Service Executives – On an annual basis, the DIGA will communicate in writing to IRS Executives soliciting their concerns and suggestions for audit coverage as well as any program or organization changes within their area.  Also, periodic meetings are held with various IRS executives and top-level IRS officials to identify particular areas of concern or Major Management Challenge areas for the upcoming fiscal year.  

· Minutes of Key Meetings – The IRS holds periodic meetings with various advisory and liaison groups (e.g., IRS Advisory Council, National Association of Tax Practitioners, etc.) to provide information, as well as address any concerns or problems they may be encountering.  In addition, the IRS executives hold high-level meetings to discuss strategic objectives or areas of emphasis and concern (e.g., Senior Council for Management Controls, Investment Review Board, etc.).  

· Internet Sources - Valuable information relating to internal and external stakeholders can be obtained from the Internet.  This information includes summaries of congressional hearings, IRS testimonies, results from customer service surveys and focus groups, etc.  In addition, various organizations associated with tax processing have Internet addresses (e.g., American Institute of Certified Public Accountants, National Association of Enrolled Agents) that may provide information on specific taxpayers’ concerns and/or problems.  

A high profile issue or program that has received recent publicity or IRS management’s attention, or an issue or program that management has expressed concerns about or specifically asked for audit coverage of, would be rated high risk.  An issue or program that IRS management or other stakeholders have not expressed concerns about but that could cause adverse publicity if not managed properly would be rated medium risk.  An issue or program that IRS management or other stakeholders have not expressed concerns about and there is little risk of adverse publicity if not managed properly would be rated low risk.


Program Changes - This factor includes new programs, tax law changes, organizational changes, reengineering efforts, information technology and modernization.  

· New Programs and Tax Law Changes
The impact of new programs, modified programs, and tax law changes on IRS functions and other stakeholders should be considered, along with the amount of changes and work involved in implementing the new or modified programs or tax laws, as well as the impact of not implementing the change effectively.  

This factor would be rated as high risk if new programs or enhancements to major programs, numerous tax law changes, or tax law changes affect major programs or processing functions or where the impact of not effectively implementing the new program or tax law changes is great and other stakeholders are significantly (detrimentally) affected.  New programs or enhancements to medium size programs and tax law changes that affect programs or processing functions, or where the impact of not effectively implementing the change is small and other stakeholders are mildly (but not detrimentally) affected would be rated as medium risk.  New programs, or minor or no enhancements to programs and few or no tax law changes where the changes do not significantly affect other stakeholders, would be rated as low risk.

· Organizational Changes
This risk factor would include a change in organizational structure or a reduction in resources.  For instance, this may include the establishment of a new function, the transfer of program responsibility from one function to another, or merging of two functional areas.

Major reorganizations, consolidations, or reductions that significantly affect IRS operations are rated as high risk.  Medium size reorganizations, consolidations, or reductions that mildly affect IRS operations would be rated as medium risk.  Insignificant or no changes to organizations or programs that will not have a measurable effect on IRS operations would be rated as low risk.

Size of the Program – This factor includes the budget and revenue impacted.  The factor considers the measurement most applicable to the particular area being assessed.  For instance, this factor could include the number of returns processed, customer service contacts, cases worked, taxpayers or returns affected, and/or the amount of staffing allocated and dollars spent on the program. 

If the program size is large, is a significant part of IRS operations, or affects a significant part of IRS operations, then this factor would be considered high risk.  The risk factor would be a medium risk if the program size is medium and affects a significant part of IRS operations or the program size is large but does not affect a significant part of IRS operations.  The risk factor would be low or no risk if the program size is medium or small with little or no major effect on IRS operations.

[bookmark: Fraud]Taxpayer Impact – This factor includes taxpayer burden, customer service, customer satisfaction, taxpayer entitlements, taxpayer relations, and taxpayer rights.  

Professional Judgement – This factor includes the overall auditor judgement based on his/her experience and knowledge of the auditable area.  This would include an assessment of prior audit findings, last audit coverage, etc. 
[bookmark: ResultsMacroRiskAssess]
[bookmark: IdentifyingEmphasisAreas]50.4.6   Identifying and Developing Audit Major Management Challenge Areas.  Major Management Challenge areas are developed in line with the IRS’s strategic objectives and built around defined outcome measures that strike a balance between revenue, costs, protection of resources, and taxpayer burden, rights, and privacy.  The macro risk assessment process for each AIGA is designed to identify the broad challenge areas that will be included in each year’s Annual Audit Plan.  A Director may be assigned to assist the AIGA in developing challenge area activities.

Some challenge areas may contain a broad focus of audit work that needs to be addressed in a multi-year approach.  Other challenge areas are more time sensitive and will be completed in a fiscal year or shorter period.

The AIGA will continually monitor the challenge areas and make changes to program priorities when necessary based on changing conditions.

[bookmark: PriortizingEmphasisAreas]50.4.7   Identifying and Prioritizing Audits within Major Management Challenge Areas.  The results of the macro risk assessment process will be used to identify specific audits and prioritize audit coverage within individual Major Management Challenge areas.  The Director will document the selected audits and the priorities. 

[bookmark: IdentifyingOtherDiscretionaryWork]50.4.8   Identifying Other High Risk Work.   In addition to Major Management Challenge areas, the macro risk assessment will identify work to be performed to support our responsibilities to identify waste, fraud, and abuse and/or evaluate internal control systems.  These reviews may or may not be identified in the published Annual Audit Plan.  At the minimum, these projects will be tracked internally in the OA if not identified in the published Annual Audit Plan.

[bookmark: DeliveringAuditWork]50.5   Delivering Audit Work.
The Directors are responsible for delivering the audit work identified in the Annual Audit Plan.  The Director will:

· Coordinate with other offices conducting audits in the assigned area.

· Ensure recommendations are discussed with executive management throughout the audit.

Audit plans and subsequent addenda to audit plans will be forwarded to the AIGAs after approval by the Director.  Addenda amending the audit plan will be forwarded to the appropriate AIGA before major objectives are dropped or significantly modified because these decisions may affect an overall strategy area.  

The Director is responsible for keeping abreast of audit progress, periodic visitations, regular communications, and concurrence in changes to objectives or scope in approved audit plans.   

[bookmark: AuditLeads]50.6   Audit Justifications.
Audit Justifications will be used in identifying or scoping potential audits.  Audit Justifications must be prepared for all audits, including those that could be added to the Annual Audit Plan if additional resources were made available.  The audit justification template is included in the DIGA memorandum that is issued each year regarding planning guidance.  The Audit Justification template can be found in the Templates sections of Microsoft Office Word.

Audit Justifications also contain areas of concern that either currently exist or could occur.  The areas identified may affect the efficiency of processes, resources, systems, products, or outcomes.  Leads may come from a number of sources including:

· The macro risk assessment process.

· Ongoing audit work, including auditors’ observations while conducting audits.

· Management requests or referrals.

· Integrity reviews.

Audit Justifications prepared by the auditing offices should be routed through the Director to the appropriate AIGA.  When an office submits a new Audit Justification for consideration, the office should provide as much information as possible without investing additional resources.  The AIGAs will be in the best position to judge whether the Audit Justification warrants further development. 

Business units will provide all approved Audit Justifications to OMP to be maintained in a centralized file.

[bookmark: _GoBack][bookmark: Communications]50.7   Communications.
[bookmark: ExhibitAuditableAreas][bookmark: ExhibitEmphasisAreaDoc][bookmark: EchibitAuditLeadDoc]All national and local levels of management share a joint responsibility in effectively communicating to their staffs emerging issues that the IRS and TIGTA should be or currently are addressing. 
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