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CHAPTER 400 – INVESTIGATIONS

[bookmark: Responsibilities](400)-20	Responsibilities and Conduct

[bookmark: OverView]20.1   Overview.  
All Office of Investigations (OI) employees must adhere to specific standards and policies in conducting their official duties.  OI special agents (SAs) must possess and maintain the highest standards of conduct and ethics.  SAs must also acquire and maintain certain knowledge, skills and abilities to carry out their investigative duties effectively.  
  
This section contains information concerning the following:

· Employee Responsibility
· Investigative Responsibilities of Special Agents
· Standards for Ethical Conduct and Behavior
· Standards for Treasury Law Enforcement Officers
· Racial Profiling and Other Bias-Based Law Enforcement Actions
· Reporting TIGTA Employee Misconduct
· Lautenberg Amendment
· Requirement to Possess and Maintain Valid Driver’s License
· Peace Officer Status and Scope of Employment
· Social Media

20.1.1   Acronyms Table.  

[bookmark: RespOfEachTigtaEmployee][bookmark: EmployeeResponsibility][bookmark: _GoBack]20.2   Employee Responsibility.   
Each OI employee is responsible for:

· Following the policies and procedures set forth in the TIGTA Operations Manual;  
· Seeking guidance from management when confronted with unusual circumstances or questions about OI policy and procedure; and, 
· Contacting the Operations Division with questions concerning OI policies and procedures contained in Chapter 400 if management cannot resolve a question, or if an emergency or a time sensitive/critical situation exists.  

[bookmark: CertificationReviewTIGTAOIHandbook]20.2.1   Certification of Review of Chapter 400.   Each employee must review and certify each fiscal year that he/she is familiar with the contents of Chapter 400.  This certification will be provided to the employee’s first-line supervisor.  See Exhibit(400)-20.1.  Each supervisor will ensure that the certifications are updated by October 31st of each year and will maintain these certifications in the employee’s Employee Drop File for four years.  
[bookmark: InvestigativeResponsibilitiesofSAs]20.3   Investigative Responsibilities of Special Agents.  
As a general rule, SAs are prohibited from taking any investigative steps unless a case or complaint has been initiated, numbered and assigned or otherwise approved by a supervisor.  There are exceptions to this rule, including case development and authorized criminal intelligence-gathering activities that are approved by a supervisor. 

The Council of the Inspectors General on Integrity and Efficiency (CIGIE) has published "Quality Standards for Investigations (QSI)" which provides a framework for conducting high-quality investigations for Offices of Inspector General (OIGs) affiliated with CIGIE.    SAs shall be familiar with the CIGIE QSI, the principles of which are incorporated into the OI Operations Manual.

[bookmark: StandardsForEthicalConductBehavior]20.4   Standards for Ethical Conduct and Behavior.  
Supervisors are to assure that employees are provided with the below listed information.  Each employee is responsible for reading and understanding these documents:

· Standards of Ethical Conduct for Employees of the Executive Branch, U.S. Office of Government Ethics Standards, 5 C.F.R. Part 2635; Supplemental Standards of Ethical Conduct for Employees of the Department of the Treasury, 5 C.F.R. Part 3101; 
· Department of the Treasury Employee Rules of Conduct, 31 C.F.R. Subtitle A Part 0; and 
· Office of Personnel Management Employee Responsibilities and Conduct, 5 C.F.R. Part 735. 

Employees must observe and comply with all applicable standards of conduct established by appropriate authority.

[bookmark: StandardsForTreasuryLEOs]20.5   Standards for Treasury Law Enforcement Officers.  
Treasury law enforcement officers (LEOs) must adhere to additional Treasury policies including:

· Policy on Off-Duty Conduct, Bias-Motivated Conduct, and Membership or Participation in Hate Groups by Law Enforcement Personnel;
· Giglio Policy; and
· Alcohol and Drug Policy.

[bookmark: OffDutyMisconduct][bookmark: OLE_LINK1][bookmark: OLE_LINK2]20.5.1   Treasury Policy on LEO Off-Duty Conduct.   On May 2, 1997, the Treasury Department issued a document titled "Policy on Off-Duty Conduct, Bias-Motivated Conduct, and Membership or Participation in Hate Groups by Law Enforcement Personnel" as part of the implementation process of the “Good O' Boys Roundup” Policy Review.  TIGTA has adopted the Treasury Policy, which includes:

· Off-Duty Conduct In General – Treasury LEOs may be disciplined for violations of the rules governing employee conduct whether the violation occurs on or off duty, when violation of the rules adversely affects the efficiency of the Treasury Department, 31 C.F.R. Section 0.213.  Treasury LEOs will not engage, on or off duty, in criminal, infamous, dishonest, or notoriously disgraceful conduct, or any other conduct prejudicial to the Government. 
· Bias-Motivated Conduct – Treasury LEOs shall not use or engage in, on or off duty, abusive, derisive, profane, or demeaning statements, conduct, or gestures evidencing hatred or invidious prejudice to or about another person or group on account of race, color, religion, national origin, sex, sexual orientation, age, or disability.  See 31 C.F.R. Section 0.214. 
· Membership or Participation in Hate Groups – Treasury LEOs who knowingly become or remain a member of or participate in a hate group or otherwise knowingly associate with the hate-motivated activities of others, proceed at the risk that their membership, participation, or association could reasonably be taken as tacit approval of the prejudice-related aspects of those groups or activities and could subject the officer to disciplinary investigation and possible disciplinary action.  As used here, "hate group" or "hate-motivated activities" is defined as an organization, association, event, or activity, the sole or a primary purpose of which is to advocate or promote hate, violence, or invidious prejudice against individuals or groups on account of race, color, religion, national origin, sex, sexual orientation, age, or disability.

[bookmark: GiglioPolicy]20.5.2   Giglio Policy.   The Department of Treasury has adopted DOJ’s Giglio policy regarding the disclosure of potential impeachment information.  OI employees who are potential witnesses in a Federal criminal case must inform the appropriate Department of Justice (DOJ) officials of any potential impeachment information as early as possible and prior to providing a sworn statement or testimony in any Federal criminal proceeding.  Each potential witness should have a candid conversation with the Federal prosecutor regarding any on-duty or off-duty potential impeachment information including information that may be known to the public.  See Chapter 700, Section 90.8. 

[bookmark: AlcoholDrugPolicy]20.5.3   Alcohol and Drug Policy.   The Treasury Rules of Conduct prohibit the sale, use or possession of controlled substances and intoxicants by employees while on Departmental property, while on duty, or in a manner that adversely affects their work performance.  See 31 C.F.R. § 0.204.  

SAs may not use, or otherwise consume, any substance that may impair their ability to safely carry a firearm, operate a motor vehicle, or otherwise perform their law enforcement duties, at any time during their duty day, including law enforcement availability hours.  See Section 180 for alcohol consumption related to undercover operations.  

SAs temporarily assigned to duty that does not require them to have access to a firearm or to a Government-owned vehicle (GOV) are held to the same standard as non-law enforcement employees, as described in the Treasury Rules of Conduct, 31 C.F.R. § 0.204, which prohibits employees from using, or consuming, substances or intoxicants in any manner which may adversely affect their work performance.
See Section 110 and Section 130 of this chapter for further instructions concerning prohibitions on the use of substances and intoxicants while operating a GOV or using a firearm.  See exceptions for SAs working in an undercover capacity outlined in Section 180 of this chapter.

[bookmark: RacialProfilingProhibited]20.6   Racial Profiling and Other Biased-Based Law Enforcement Actions.
[bookmark: Title31MoneyandFinaceTreasury]SAs are prohibited from making decisions and/or taking law enforcement actions solely on the basis of race, color, national origin, ethnicity, gender, religion, sexual orientation, age, gender identity or disability.  See 31 C.F.R. § 0.214.

[bookmark: UseRaceEthnicityinLEActions]20.6.1   Use of Race, Ethnicity, Gender, National Origin, Religion, Sexual Orientation, or 
Gender Identity in Law Enforcement Actions.   In December 2014, DOJ updated its Guidance for Federal Law Enforcement Agencies Regarding the Use of Race, Ethnicity, Gender, National Origin, Religion, Sexual Orientation, or Gender Identity.   SAs are prohibited from invidious profiling and reliance upon generalized stereotypes based on a listed characteristic. Consistent with this guidance, agents should be guided by the following standards, in combination, when using race, ethnicity, gender, national origin, religion, sexual orientation, or gender identity in law enforcement or intelligence activities:

· In making routine or spontaneous law enforcement decisions, such as ordinary traffic stops, Federal law enforcement officers may not use race, ethnicity, gender, national origin, religion, sexual orientation, or gender identity to any degree, except that officers may rely on the listed characteristics in a specific suspect description.  This prohibition applies even where the use of a listed characteristic might otherwise be lawful.

· In conducting all activities other than routine or spontaneous law enforcement activities identified in the preceding bullet, which includes national security, homeland security and intelligence activities, Federal law enforcement officers may consider race, ethnicity, gender, national origin, religion, sexual orientation, or gender identity only to the extent that there is trustworthy information, relevant to the locality or time frame, that links persons possessing a particular listed characteristic to an identified criminal incident, scheme, or organization, a threat to national or homeland security, a violation of Federal immigration law, or an authorized intelligence activity.  In order to rely on a listed characteristic, including targeting communities possessing a listed characteristic, law enforcement officers must also reasonably believe that the law enforcement, security, or intelligence activity to be undertaken is merited under the totality of the circumstances, such as any temporal exigency and the nature of any potential harm to be averted.  This standard applies even where the use of a listed characteristic might otherwise be lawful.  Additionally, law enforcement officers may use a listed characteristic in connection with source recruitment, where such characteristic bears on the potential source’s placement and access to information relevant to an identified criminal incident, scheme, or organization, a threat to national or homeland security, a violation of Federal immigration law, or an authorized intelligence activity.
These standards outlined above apply equally to state and local law enforcement officer participating in Federal law enforcement task forces and at all times, including when Federal LEOs are operating in partnership with non-Federal law enforcement agencies.  Federal LEOs are responsible for communicating these requirements, when applicable.  

20.6.2   Use of Color,  Age or Disability in Law Enforcement Actions.   The DOJ standards set forth in 20.6.1 of this section should also guide SAs in the use of color, age or disability as a basis for law enforcement actions and decision making.

[bookmark: ProceduresforReportingTIGTAEmployeeMisco]20.7   Reporting TIGTA Employee Misconduct.
The requirement to report misconduct to an appropriate authority is contained in the Department of the Treasury Employee Rules of Conduct, 31 C.F.R. Subtitle A Part 0.  Any complaint, allegation, or information concerning misconduct by a TIGTA employee should be reported as explained in Chapter 200, Section 60 of the TIGTA Operations Manual. 

20.7.1   Requirement to Report Arrests.   If an SA is arrested, the SA will report the arrest to his or her immediate supervisor as soon as possible.  The notification can be made verbally or in writing, and should include the following:

· Date of the arrest;
· The specific offense for which the arrest was made; and 
· The name and address of the law enforcement agency making the arrest.  

If available, a copy of the arrest report will be provided to the immediate supervisor by the employee.  

The immediate supervisor will ensure that the information is promptly reported to the Internal Affairs Division for review.  The immediate supervisor will also notify his/her Special Agent in Charge (SAC)/Director), who will notify the respective Deputy Assistant Inspector General for Investigations.

[bookmark: LautenbergAmendmentPolicy]20.8   Lautenberg Amendment.   
The Lautenberg Amendment, codified as 18 U.S.C. § 922(g)(9), prohibits anyone convicted of a misdemeanor crime of domestic violence from possessing firearms or ammunition, even in the line of duty.  SAs who have been convicted of such a crime must notify their supervisor immediately.  Refer all questions regarding the application of the Lautenberg Amendment to TIGTA Counsel for a determination.

20.9 [bookmark: AgentDriversLicense]Requirement to Possess and Maintain Valid Driver’s License.
Because SAs may be required to drive a motor vehicle to perform law enforcement duties, each SA shall possess and maintain a valid driver's license from where the SA is domiciled in the United States or Puerto Rico.  The immediate supervisor will ensure that each SA possesses and maintains a valid driver’s license by reviewing each SA’s driver’s license at their mid-year and final performance appraisal reviews and will take corrective action against any SA who is not in compliance with the requirement.  

See Section 110 of this chapter for information on driver’s license certification requirements when operating a GOV.

[bookmark: PeaceOfficeStatusandScope]20.10   Peace Officer Status and Scope of Employment.   
The Omnibus Consolidated and Emergency Supplemental Appropriations Act of 1999, P.L. 105-277, Div. A, Sec. 101(h), Title VI, Sec 627, provides that a Federal law enforcement officer (LEO) shall be construed to be acting within the scope of his or her employment if the LEO takes reasonable action, including the use of force, to:

· Protect an individual in the presence of the officer from a crime of violence;
· Provide immediate assistance to an individual who has suffered or who is threatened with bodily harm; or
· Prevent the escape of any individual who the officer reasonably believes to have committed in the presence of the officer a crime of violence.

Some States provide peace officer status to specific Federal officers, such as Federal Bureau of Investigation (FBI) or Drug Enforcement Administration (DEA) agents, but do not give this status to all Federal LEOs.  Research of State statutes revealed that the number of States that did not afford peace officer status to Federal LEOs far exceeded the number of States that extended peace officer status.   

Unless covered by P.L. 105-277 or other applicable Federal law, actions taken solely under the authority of State law are beyond the authority of a Federal LEO’s scope of employment.

In non-Federal crime situations, an SA’s authority is that of a private citizen and the rules of “citizen arrest” apply.   

20.10.1   Law As It Applies to OI Special Agents.   An SA who acts as a peace officer under State law is not protected by the Federal Tort Claims Act and may be personally liable for negligent acts. 

While a State may confer peace officer authority upon Federal LEOs, the State cannot broaden the jurisdictional limits of OI SAs established by Congress.  A State may not impose a duty upon OI SAs to enforce its State criminal laws.  

20.10.2   Lawful Conduct – Peace Officer.   The standards for determining whether certain conduct is lawful or unlawful are different for a peace officer and a private citizen.

A peace officer may make an arrest under different circumstances than those under which a private person may act.  Generally, a peace officer may use greater force in effecting an arrest than a private citizen may use.  Peace officers may be exempted from specific subsections of the State statute that make it unlawful to possess or carry certain weapons.

20.10.3   Liability When Acting as a Peace Officer.   Unless an action is covered by P.L. 105-277  or other applicable Federal law:

· OI SAs may be held individually liable for damages absent State legislation or judicial decision affording indemnification under State law to peace officers. 
· The U.S. Government may not be held liable for such actions nor may the Federal government indemnify Federal LEOs for damages assessed against them.  TIGTA does not have the authority to pay any adverse judgment rendered against an employee acting outside the scope of his or her employment.
· A SA would not have the benefit of the qualified immunity afforded Federal employees acting within the scope of their employment and may not have the benefit of the defense of qualified immunity if their actions became the subject of litigation under 42 U.S.C. § 1983.
· Benefits may not be paid under the Federal Employees Compensation Act (FECA) to OI SAs who were injured as a result of actions taken in the capacity of peace officers.   
· The Department of Labor has discretion as to who will be eligible for benefits under the FECA.

[bookmark: SocialMedia]20.11   Social Media.   
Social media is a term used to describe Internet or cellular phone-based applications and tools to share information among people.  Social media includes networking websites, such as Facebook and Twitter, as well as bookmarking sites like Digg or Reddit. 

20.11.1   Official Public Representation.   Only official TIGTA spokespersons may speak on behalf TIGTA.  Do not attempt to serve as a spokesperson through social media channels if you are not an official spokesperson.  See Chapter 200, Section 90.

Do not use your TIGTA job title, official e-mail address or name of the IRS building where you work in your online interactions as it may give the false impression that you are speaking on behalf of the TIGTA or IRS.  Public disclosure of your job title or employer—and its association with the IRS—may place you at a greater risk for Internet and other security threats.  

SAs are prohibited from using official U.S. Treasury, IRS, or TIGTA logos/emblems on their social media channels.  SAs are prohibited from posting photographs of themselves where they can be identified as a TIGTA special agent, e.g., wearing clothing that identifies them as a TIGTA special agent. 

20.11.2   Official Business.   Do not answer questions, or make statements about, or on behalf of TIGTA on a social network without explicit authorization.  Social media channels are not the place to conduct confidential, official business with co-workers, subjects or stakeholders.  The sharing of any official information via social media channels that could comprise the security of any law enforcement operation, TIGTA investigation or audit, or work facility is prohibited.  

Do not post classified information, sensitive law enforcement information, or any other information if disclosure of that information would violate Internal Revenue Code Section 6103 or the Privacy Act. 

20.11.3   Personal Use of Social Media.   Do not openly associate yourself with TIGTA and do not promote your professional responsibilities in your profile(s) or posting(s) on social media websites.  Do not provide details regarding your work colleagues, official position, duties, or training.  Do not use your personal accounts to access social media sites for official business.  See Section 180.5.3.

Ensure all your posts and interactions are consistent with the public trust associated with your position and conform to existing standards outlined in Plain Talk About Ethics and Conduct and Standards of Ethical Conduct for Employees of the Executive Branch booklets. 
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