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CHAPTER 400 – INVESTIGATIONS

[bookmark: AssaultThreatInv](400)-260     Assault/Threat/Interference Investigations and Armed Escorts 

[bookmark: Overview]260.1   Overview.
The Office of Investigations (OI) investigates allegations of assaults, threats, or forcible interference against Internal Revenue Service (IRS) employees or contractors performing their official duties or activities otherwise intended to obstruct or impede tax administration.  OI also provides physical security that includes providing armed escorts for IRS employees.  This section contains the following information: 

· Authority
· Jurisdiction
· Applicable Federal Statutes
· Conducting an Assault/Threat/Interference Investigation
· Psychological Support Services
· Report of Investigation
· Referral for Prosecution
· PDT Program
· CAU Program 
· Contact with a PDT or CAU
· Threat Assessments
· IRS Protection
· Armed Escorts 
· Employee Pseudonyms
· Workplace Violence
· Employee Suicide Threats
· Employee Terminations and Other Adverse Actions

260.1.1   Acronyms Table. 

[bookmark: Authority]260.2   Authority.   
OI’s authority to investigate threats, assaults, and related matters and to conduct armed escorts is derived from the Inspector General (IG) Act of 1978 and the Inspector General Reform Act of 2008 and is further described in Treasury Order 115-01.  All reports of assaults, threats, or forcible interference against IRS employees performing their official duties must be provided to OI.

[bookmark: Jurisdiction]260.3   Jurisdiction.   
Activities of groups, individuals, and individuals belonging to groups that advocate disruption of the Federal tax administration process and/or violence against IRS employees attempting to carry out their duties may come under the jurisdiction of multiple agencies, including:  
· OI, because of OI’s authority to investigate assaults or threats against IRS and contract employees and activities that are otherwise intended to impede tax administration; or
· IRS-Criminal Investigation (CI), because of willful failure to comply with the tax statutes.

For example, a threat, assault, or forcible interference could take place during a 	seizure of property by the IRS.  IRS-CI has jurisdiction over forcible rescues of seized property in violation of Title 26, United States Code (U.S.C.) § 7212(b), but OI has concurrent jurisdiction over assaults and threats that occur in connection with forcible rescues.  A determination of investigative interest will be made on a case-by-case basis in instances of overlapping jurisdiction.

See the Memorandum of Understanding Between IRS-CI and TIGTA-OI regarding investigative jurisdiction.

The Federal Bureau of Investigation (FBI) has concurrent jurisdiction over violence or threats of violence, including violations of the following:

· 18 U.S.C. § 241, 18 U.S.C. § 245, 18 U.S.C. § 1114, and 18 U.S.C. § 2383;
· The Civil Rights Act of 1968;
· Other related statutes; and
· Chapter 113B of Title 18, Terrorism.  See also PDD-39, U.S. Policy on Counterterrorism.

[bookmark: PrimaryStatutes]260.4   Applicable Federal Statutes.
An assault, threat, or forcible interference against an IRS employee can be a violation of various Federal statutes but the most commonly used are:

· 26 U.S.C. § 7212(a), Corrupt or forcible interference; and
· 18 U.S.C. § 111, Assaulting, resisting, or impeding certain officers or employees.

Under 26 U.S.C. § 7212(a) and 18 U.S.C. § 111, if an IRS employee is threatened or assaulted based on the performance of their official duties, it is immaterial whether the act occurred during or after the employee’s official duty hours.

260.4.1   26 U.S.C. § 7212(a).   Unlike 18 U.S.C. § 111, 26 U.S.C. § 7212(a), Corrupt or forcible interference, includes threats of future harm and explicitly includes threats of bodily harm to any family member of an IRS employee.  However, 26 U.S.C. § 7212(a) requires either the employee was acting in an official capacity under Title 26, or there was a connection to the due administration of the Internal Revenue laws.  Additionally, as a result of U.S. Supreme Court decision, Marinello v. U.S., 584 U.S. (2018), the Court held that in order for a conviction under § 7212(a), the following two standards must be met:  		(1) there is a “nexus” between the defendant’s conduct and a particular administrative proceeding, e.g., investigation, audit, or other targeted administrative action, which requires a relationship in time, causation, or logic with the administrative proceeding; and (2) the defendant was aware of a pending tax-related proceeding, or that such a proceeding was reasonably foreseeable. 

[bookmark: _GoBack]Further, “due administration” of the tax code refers to discrete, targeted administrative acts and does not cover every violation that interferes with routine administrative procedures, such as processing tax returns, receiving tax payments, or issuing tax refunds.  Rather, the clause addresses specific interference with targeted governmental tax-related proceedings, e.g., a particular investigation or audit.  Additionally, a subject knowing that the IRS will review his or her tax return every year does not transform every violation of the Tax Code into an obstruction charge.  A subject must know that the proceeding is at least in the near or foreseeable future, not just that the IRS may become aware of an unlawful scheme eventually.

Interference investigations involving violations of the “omnibus clause” of 26 U.S.C. 7212(a), such as non-forcible interference, must be referred to the Department of Justice Tax Division (DOJ Tax).  See Section 350 for violations requiring referral to DOJ Tax.  

260.4.2   18 U.S.C. § 111.   Under 18 U.S.C. § 111, Assaulting, resisting, or impeding certain officers or employees, it must be established that assaults or threats of immediate harm were perpetrated while the IRS employee was engaged in the performance of official duties or on an account of official duties.  Knowledge of the official capacity of the person assaulted is not necessarily required.  For example, if an employee is threatened or assaulted while on official duty by an individual having no connection with any IRS activity, it would still constitute a violation under 
18 U.S.C. § 111.

Violations of 18 U.S.C. § 111 must involve a threat of immediate harm.  Threats of future force or harm alone are insufficient.  The statute provides for an enhanced penalty of imprisonment for up to 20 years if a deadly or dangerous weapon is used or bodily injury is inflicted.  

[bookmark: AdditionalStatutes]260.4.3   Additional Statutes.   Additional Title 18 statutes to consider include:

· Section 372, Conspiracy to impede or injure officer;
· Section 875, Interstate communications; 
· Section 1114, Protection of officers and employees of the United States (covers murder and attempted murder);
· Section 1501, Assault on process server;
· Section 1503, Influencing or injuring officer, juror, or witness generally (includes influencing, obstructing, or impeding the due administration of justice);   
· Section 1505, Obstruction of proceedings before departments, agencies, and committees (includes the obstruction of investigations into tax returns);
· Section 1510, Obstruction of criminal investigations (includes acts of obstruction that are based on a reasonable belief a potential witness would pass information to investigators); and
· Section 2231, Assault or resistance in searches and seizures. 

Title 18 U.S.C. §§ 1501 and 2231 concern assaults upon, resistance to, and interference with persons serving or executing legal process, or making searches and seizures.

[bookmark: ConductingAssaultThreatInterInvest][bookmark: NonEmployeeInvs][bookmark: AssaultInvProcedures]260.5   Conducting an Assault/Threat/Interference Investigation. 
Upon receiving a report of an assault, threat, or forcible interference against IRS employees in the performance of their duties, initiate an investigation in the Criminal Results Management System (CRIMES) using the appropriate violation code.  Consider the following: 

· Interview the assaulted or threatened employee as soon as possible after the incident is reported to OI;
· Advise IRS personnel not to contact the subject until OI’s investigation is completed;
· Interview witnesses as soon as possible;
· Obtain a complete criminal history of the subject;
· Research CRIMES for any prior investigations on the subject;
· If conducting a tax administration investigation under Title 26, research IRS records (e.g., Integrated Data Retrieval System (IDRS), CI records, etc.) for information on the subject;
· As warranted, attempt to secure a Form FOH-6, Authorization for Disclosure of Information, from the subject and request psychological support services from Federal Occupational Health (FOH).  See Section 260.6; and
· Summarize in TIGTA Form OI 2028-M, Memorandum of Interview or Activity, any relevant information obtained from the medical/psychiatric files.

If the violation involves a physical assault or a threat of force or violence, obtain a prosecutive opinion from the U.S. Attorney’s Office (USAO) and proceed with the investigation as directed by the USAO.  See Section 350 of this Chapter for violations requiring referral to DOJ Tax.   

At the conclusion of the investigation:

· Inform the assaulted or threatened employee of the final results of the investigation as permitted by the Privacy Act and 26 U.S.C. § 6103;
· Complete TIGTA Form OI 8273, Assault, Threat, Threat Assessment & Harassment Incident Report, and include it as the first exhibit in the Report of Investigation (ROI); 
· Refer the ROI to the IRS Office of Employee Protection (OEP) for a Potentially Dangerous Taxpayer (PDT) or Caution Upon Contact (CAU) determination; and
· Refer the investigation for prosecution as appropriate.  See Section 260.7.

If the USAO declines prosecution, discuss the option of referring the matter for State or local prosecutive consideration.

· If a non-Title 26 investigation is conducted, discuss the case in general terms, absent identifiers or specific information about the case, with the State or local prosecuting authority to determine prosecutive parameters, without identifying the subject or specific facts of the case.  See Chapter 700, Section 70.5.

[bookmark: PsychologicalSupportServices]260.6   Psychological Support Services.  
Psychological support services are provided to OI by an FOH mental health professional.  If the Special Agent (SA) believes that the subject of the assault/threat/interference investigation has a mental health condition, the SA may consult with the mental health professional to evaluate the subject’s mental health and/or behavior.  The purpose of this consultation is to assist the SA in articulating whether or not the subject may pose a danger to him/herself or others, or is capable of planning or carrying out an attack against the IRS or TIGTA personnel or assets.  Not all assault/threat/interference investigations will warrant psychological support services.  A mental health consultation should be requested when indicators of a possible mental health condition are present. 
Before contacting the mental health professional, the SA should ask the subject:

· If he/she has a mental health condition;
· If he/she is currently being treated for a mental health condition or has been treated for a mental health condition in the past; and
· If he/she is on any medication.

The SA should attempt to obtain the subject’s mental health/medical records by consent from the subject when practicable.  Complete Form FOH-6 and obtain the subject’s signature on the form.  In some cases, mental health/medical records may be obtained by Inspector General subpoena or grand jury subpoena.  FOH assistance will be based upon a review of medical records and other relevant material obtained by OI.  

260.6.1   Requesting Psychological Support Services.   Request mental health consultations through the Criminal Intelligence and Counterterrorism Division (CICD).  CICD will coordinate the request with an FOH mental health professional.  
The request should be made in writing (e.g., e-mail) by the SA through his/her Assistant Special Agent in Charge (ASAC) to the CICD Assistant Director (AD)/ASAC.  Include in the subject line of the e-mail, “Psychological Support Services Request,” and provide the case number and case name in the subject line.  For example, Psychological Support Services Request: 55-XXXX-XXXX-I Doe, John.  
The written request should:

· Describe the allegation/investigation;
· Summarize the subject’s mental health/medical history;
· Provide a justification for the mental health consultation request (i.e., why do you need the subject’s mental health/medical records?); and  
· Indicate the urgency of the request (i.e., how soon do you need the consultation completed?)  

CICD will notify the mental health professional that a request for services has been made and will provide him/her with the requesting SA’s contact information.  The mental health professional will contact the SA upon receipt of the request.  The mental health professional will review the mental health/medical records of the subject and provide the SA with a mental health assessment of the subject. 
Notify CICD via e-mail when the mental health consultation is completed. 
260.6.2   Storing Mental Health/Medical Records.   Maintain all mental health/medical records in a Restricted Folder.  The folder should be marked “medical confidential.” 
[bookmark: ReportofInvestigation]260.7   Report of Investigation.
Prepare ROIs in accordance with Section 250.7 of this chapter.  The report must include:

· TIGTA Form OI 8273 as the first exhibit; and
· TIGTA Form OI 2028-M documenting the subject interview, if conducted.

Refer the investigation to the IRS as appropriate.  See Section 250.12.

Note:  Information from TECS or other criminal history information databases (e.g., National Crime Information Center [NCIC]) must be verified through the originating agency.  Information that has not been verified with the source cannot be included in the ROI or disseminated outside of TIGTA.  See Section 150.4.3.  

260.7.1   Referral for PDT/CAU Determination.   When an investigation is initiated on a named subject using violation code 155 (5 Year Update) in CRIMES, IRS-OEP is notified automatically by means of an electronic interface between CRIMES and the PDT database.  IRS-OEP then takes preliminary steps to designate the subject as a pending PDT, if appropriate.  The interface with IRS-OEP does not apply to violation codes 151-Armed Escort and 161-Workplace Violence.

When the investigation is completed, the Special Agent in Charge (SAC)/Director or his/her delegate will refer the ROI to IRS-OEP for a final PDT/CAU determination.  See Section 250.12 of this chapter for referring an assault or threat investigation to the IRS.

Note:  If the investigation has been accepted for prosecution, discuss with the ASAC/AD whether the referral to IRS-OEP should be delayed pending the outcome of any legal action so that IRS-OEP can be provided with the complete results of all investigative and prosecutorial activities for its consideration.

The referral and determination are required even in those instances where the subject is already designated as a PDT/CAU.

[bookmark: ReferralforProsecution]260.8   Referral for Prosecution.
Refer assault/threat/interference investigations for prosecution.

260.8.1   Referral to the United States Attorney’s Office.   Refer criminal violations to the USAO as described in Section 250.14 of this chapter.  If the USAO declines prosecution, discuss the option of referring the matter to State or local authorities for prosecutive consideration.

[bookmark: ReferralforStateProsecution]260.8.2   Referral for State/Local Prosecution.   If there is State or local prosecutive interest, refer the ROI through the Office of Chief Counsel to the relevant State or local court prosecuting authority.  Follow the referral procedures set forth in Chapter 700,  Section 70.5.  

For investigations involving violations of Title 26, the entire investigation is the return information of the subject of the investigation and is protected in its entirety from disclosure by I.R.C. § 6103.  The SA must obtain consent from the subject of the investigation before having any discussions, including discussions in general terms, absent identifiers or specific information about the case, with the State/local prosecutor regarding the investigation and/or referring the investigation to the State/local prosecutor.  See Chapter 700, Section 70.5.

260.8.3   Arrests in Assault/Threat/Interference Investigations.   Whenever possible, contact the USAO or an appropriate person at DOJ before making an arrest.  In exigent circumstances, a felony arrest in an assault, threat, or forcible interference investigation may be made without a warrant and without conferring with the USAO or official of the DOJ.  See Section 140. 

A misdemeanor arrest in an assault, threat, or forcible interference investigation may not be made without the issuance of an arrest 	warrant, unless the misdemeanor occurs in the arresting SA’s presence.

SAs are not authorized to execute State/local arrest warrants on investigations referred to and accepted by State or local prosecutors.

Coordinate with the TIGTA Public Affairs Liaison and the USAO or other responsible DOJ officials to assure appropriate publicity of the arrest.

[bookmark: PDTProgram]260.9   PDT Program. 
The IRS established the PDT program in 1984 to improve the IRS's ability to identify taxpayers who present a potential danger to employees attempting to do their jobs.  The IRS-OEP administers the program.  See Internal Revenue Manual (IRM) 25.4.1 for information on the PDT program.

260.9.1   OI PDT Responsibilities.   OI is responsible for the following:

· Conducting investigations of alleged assaults, threats, interference, or potential threats against IRS and contract employees; and
· Referring ROIs relating to alleged assaults, threats, interference, or potential threats to the IRS-OEP for a PDT determination.

260.9.2   IRS-OEP PDT Responsibilities.   IRS-OEP is responsible for the overall operation, management, and oversight of the PDT program.  These responsibilities include the following:

· Making PDT determinations in conjunction with appropriate IRS management officials;
· Inputting PDT designations into the IRS Master File;
· Removing PDT designations from the IRS Master File;
· Maintaining a computerized file of background information on each PDT; and
· Reevaluating the status of PDTs every five years.

[bookmark: PDTCriteria]260.9.3   PDT Criteria.   A PDT designation must be based on verifiable evidence or information that is relevant to tax administration.  Taxpayers must be identified by Social Security Number (SSN) and/or Employer Identification Number (EIN).  Association with a PDT or membership in a group whose members advocate violent protest against the tax system does not by itself necessarily fulfill the criteria for designation as a PDT.



The IRS Commissioner and Chief Counsel approved the following criteria for determining PDT status:

· Individuals who, within the past 10 years, have physically assaulted an IRS employee, a former employee, a contractor, or an immediate family member of an IRS employee, a former IRS employee or a IRS contractor;
· Individuals who, within the past 10 years, have intimidated or threatened an IRS employee, a former employee, a contractor, or an immediate family member of an IRS employee, a former employee, or a contractor through specific threats of bodily harm, a show of weapons, the use of animals, or through specific threatening behavior (e.g., stalking);;
· Individuals who, within the past 10 years, have advocated violence against IRS employees where advocating such violence could reasonable be understood to threaten the safety of IRS employees and/or impede the performance of IRS duties;
· Individuals who, within the past 10 years, have been members of, or affiliated with groups that advocate violence against IRS employees, where advocating such violence could reasonably be understood to threaten the safety of IRS employees or impede the performance of IRS duties; 
· Individuals who, within the past 10 years, have committed the acts set forth in any of the preceding criteria, but whose acts have been directed against employees or contractors of other governmental agencies; or
· Individuals who are not classified as PDTs through application of the above criteria, but whose acts within the past 10 years have demonstrated a propensity for violence.  

260.9.4   PDT Designation When No Overt Threat/Assault.   An employee who obtains information that does not involve an overt threat or assault but indicates that a group or individual may pose a threat to IRS employees' safety should report this information through IRS management to OI.  OI may also identify such groups or individuals through its own investigative initiatives.

For IRS-OEP to make a valid PDT determination on individuals in these situations, there must be documentation of the specific activities of the group or individual indicating a propensity towards violence that leads to the conclusion that individual members of the group pose a threat to the safety of IRS employees.  

If a general characterization of a taxpayer such as “known to be violent” is used in the ROI, the statement must be based on specific overt actions by the subject or on statements given by witnesses.  Document in the ROI any such overt act or statement.  If the names of members of a violence prone group are reported, list the basis for knowledge of membership.  See Section 410 of this Chapter.  See Section 260.12.1 regarding the inclusion of sensitive information (i.e., classified or not approved for dissemination by originating agency). 
RRA 98 prohibits the IRS from designating taxpayers as “illegal tax protesters” or any similar designation; therefore, such terminology should not be used.  

260.9.5   Suicide Threats.   A PDT determination may be justified if the suicide threat states or implies harm to an IRS or contract employee or the IRS or contract employee’s immediate family.  

[bookmark: IRSRecordsDisplay]260.9.6   IRS Records Displaying PDT Indicator.   IRS employees are alerted that a taxpayer has been designated as potentially dangerous by symbol “*PDT*” being prominently displayed on the taxpayer’s IDRS account and all documents originating from IDRS.

When the PDT indicator is input into IDRS, the indicator posts to the Master File.  The indicator remains on IDRS as long as the PDT indicator is present on the Master File.

See 260.11 and 260.14 of this section for additional information on personal contacts with PDTs and armed escort requests.

260.9.7   Five Year PDT Updates.   Five years after a PDT designation has been made, OI conducts a follow-up assessment of the taxpayer so a new determination can be made.  Five-year updates are processed as follows:  

· OEP provides a list of PDTs to CICD;
· CICD compiles the basic identifying information, initiates an intake in CRIMES, and transfers the complaint to the appropriate field division;
· Field divisions initiate an investigation using violation code 155-5 Year Update, and, at a minimum, conduct the following investigative steps:
· Conduct criminal history research;
· Verify and obtain any additional information related to criminal history research; and
· If appropriate, request an Intelligence Analyst Report (IAR).

The ROI should be referred to OEP before the PDT expiration date.

The ROI does not need to include TIGTA Form OI 8273, a subject interview, or prosecutive opinion from the USAO or State/local prosecutor’s office.

[bookmark: CAU][bookmark: CAUIndicator]260.10   CAU Program.
The CAU program was established after the passing of the IRS Restructuring and Reform Act of 1998 (RRA 98) to capture those taxpayers whose behavior did not meet PDT criteria, but who still required a more cautious approach by IRS employees.  The program captures those taxpayers who have threatened to commit suicide or threatened to file frivolous liens or lawsuits against IRS employees.  See IRM 25.4.2 for information on the CAU program.

260.10.1   OI CAU Responsibilities.   OI is responsible for the following:

· Conducting investigations of alleged assaults, threats, or interference against IRS and contract employees and suicide threats, as warranted; and 
· Referring ROIs relating to alleged assaults, threats, interference, and suicide threats to IRS-OEP for a CAU determination.  

260.10.2   IRS-OEP CAU Responsibilities.   IRS-OEP is responsible for the overall operation, management, and oversight of the CAU program.  These responsibilities include the following:
· Making CAU determinations in conjunction with appropriate IRS management officials;
· Inputting CAU designations **** *** *** ****** ****; 
· Removing CAU designations from the *** ****** ****;
· Maintaining a ************ **** ** ********** *********** ** **** ***; and
· Reevaluating the status of CAUs every five years.

[bookmark: CAUCriteria]260.10.3   CAU Criteria.   The designation of a CAU must be based on reliable evidence or information.  There must also be a nexus to tax administration.  Taxpayers must be identified by SSN and/or EIN.  Taxpayers who have been identified as PDTs cannot also be designated on IDRS/Master File as a CAU, as the PDT designation takes precedence over the CAU designation.

IRS Chief Counsel has determined that a suicide threat is not, in itself, sufficient justification for IRS-OEP to designate an individual as a PDT.  However, it may be sufficient justification for IRS-OEP to designate an individual as a CAU. 

The following criteria have been established for determining CAU status:

· Specific information has been developed to suggest a subject’s actions could pose a threat to the IRS or IRS employees, but the information is restricted and cannot be released and included into the ROI because it is either classified for national security reasons or the originating agency has restricted its dissemination.  See Section 260.12.1; 
· Individuals who, within the past 10 years, have threatened physical harm that is less severe or immediate than necessary to satisfy PDT criteria;
· Individuals who, within the past 10 years, have threatened suicide; or
· Individuals who, within the past 10 years, have filed or threatened to file a frivolous lien or a frivolous criminal or civil action against an IRS employee, a former IRS employee, a IRS contractor, or an immediate family member of an IRS employee, a former IRS employee, or a IRS contractor.

260.10.4   IRS Records Displaying CAU Indicator.   IRS employees are alerted that a taxpayer should be treated with caution upon contact by the letters “CAU” being prominently displayed on the records and databases listed in Section 260.9.6.

[bookmark: InqByPDTorCAU]260.11   Contact with a PDT or CAU.   
If a taxpayer makes an inquiry about his/her PDT or CAU status, do not confirm or deny that the taxpayer is a PDT or CAU.  Refer the taxpayer's request to the local IRS Disclosure office.

260.11.1   Office Visit by a PDT.   If an IRS employee learns a PDT will visit an IRS office, or if the PDT is in the IRS office, the employee’s manager may contact the nearest TIGTA office to request an armed escort.  The assigned SA, the IRS manager, and the IRS employee will evaluate the situation and determine the following:

· Should the office interview be held?
· Who will attend the interview, if held?
· Will the SA be present at the interview, be on stand-by during the
        interview, or meet with the taxpayer at the office prior to the interview?
· Will the SA introduce him/herself to the taxpayer and advise the taxpayer
        that he/she is there for the safety of the IRS employee?
· Will the SA ask the taxpayer if he/she is armed and any other safety-related
        questions?

If TIGTA cannot provide the armed escort, coordinate the armed escort with the nearest IRS-CI office.

[bookmark: ThreatAssessments][bookmark: GroupsAdvocateDisruption]260.12   Threat Assessments. 
Both IRS-CI and OI maintain a liaison with the FBI concerning the activities of groups that advocate the disruption of the Federal tax administration process and/or violence against IRS employees.  OI has a headquarters liaison with FBI headquarters to ensure coordination between the FBI and OI.  This liaison ensures the following:

· A coordinated effort exists between IRS-CI and OI, limiting each agency to matters within its respective jurisdiction;
· Duplication of investigative effort is eliminated; and 
· Both parties facilitate the timely exchange of information authorized for release.

OI and IRS-CI are authorized to solicit and receive information concerning groups or individuals involved in efforts to disrupt Federal tax administration, or situations involving potential assaults or threats against IRS or contract employees.  Information on other matters relating to these groups should be referred to the FBI.

When OI receives names of potentially dangerous taxpayers from another source, OI will conduct an investigation to independently verify that the taxpayers will likely meet the PDT/CAU criteria before forwarding an ROI to IRS-OEP for a PDT/CAU determination.  

[bookmark: RestrictInfo]260.12.1   ********* ****** ******** ******** **********.  **** ********* ********* ** ******** **** ****** *** *********** ****** ********** ** ********** *** *** * ****** ** *** *** ** *** *********; *** *** *********** ****** ** ****** ********* ******* *** ********** *** **** ********** *** ******* ******** ******* ** *** *********** ******* *** ********** *** ************, *** ******** ********* ****** ** ********** ** *** *** ******** ********: “	**** ************* *** ******** ********** ********* **** ******** **** *** ******’* ******* ***** **** * ****** ** *** *** ** *** *********.  *** ******* ****** ** ********** **** *******.  ******** *********** ** *** ******** ** *** ****** ******* ** ** ****** ********* *** ******** ******** ******* ** *** *********** ****** *** ********** *** *************.” 

******** ** **** *** ***** ********* ***** ** **** ******* **** ********** ***/** ********* *********** ** ******** **** ** *** ******* ********* ** **** ******* ******’* ******* **********, ********* ************* ******** ******* ** ** ***** ********** **** ***** *** *** *********** ****** *** ********* ********** *** ******* ************ ** ** ********* ** ******* *** ******** ** *** ***********.  **** ***** ********** *****, *** ** ***** **** ** ******* ** ***** *** ********** ******* *** ********** ****** ** ****** *** ******* ********** ** ***** ********** ** ** * ****** ****** *** *** ** *** *********. 

*** ** **** ********* *** ****** ** *** ********* ** * ***** **** ** ****-*, ********* ** ******** ** ********, ** ********* *** *********: 

· ***** *** ********** *** *******;
· **** ** *** ********; ***
· *** *********** ******** *** ******* ** * ****** ** *** ** *** *********, *** *** ************ ****** *** ********* *** ************* *******. 

*** ***** **** ** ****-* **** ** ******** ** ** ******* ****** *** ***.  *** **********.**.*.*, ********* *** *********** ** ***** **** **** ***** ************ *** *******.  ********** *** ***** ***** ********* ****** ** ********** ** * ***** **** ** ****-* *** ** *** *************** ***** ***/** **** ** * ************** ********* ******; **** ****** ** ********* ********* *** ********** **********.       

****: *** ***** ********* **** *** ***** ** ******* ****** ******* **** ** ***** ** ****** ******* ** ***** ****** **** *** ********* *** *** ********** *** ****.  *** *********** ********* ** ********* *********, **** ** *********** **** ********* *** ********* ****** ** ********* ***, ******** ********, * ***** **** ** ****-* ***** ** ******** ** ******** *** ********* *** ********** *********** ** ** ******* ** *** ***, ** **********. 

[bookmark: notification]260.12.1.1  CICD Notification.   ASACs will notify CICD by e-mail (*TIGTA Inv CICD Criminal Intelligence) of all cases where the potential threat involving Restricted Information statement will be used.  Notification should be made as soon as the information is received indicating an individual is a potential threat toward the IRS or IRS employees, but the originating agency has restricted further dissemination of the information.  Upon notification, CICD will contact the assigned SA to provide assistance and will coordinate with the Federal agency holding the information and OEP, as appropriate.

See Chapter 700, Chief Counsel, Section 50 of the TIGTA Operations Manual concerning questions related to disclosure issues.

[bookmark: GroupsOfInterestToTIGTAOI]260.12.2   Groups of Interest.   See Section 410.5.2 for information concerning investigations into the activities of anti-tax or anti-government groups or individuals who promote violence against the IRS and its employees.  

[bookmark: BombThreat][bookmark: OtherThreats]260.12.3   Other Threats.   All threats to IRS-occupied buildings involving the use of explosives, incendiary, chemical, or biological devices should be documented and reviewed and, if appropriate, investigated.  These threats may have significant potential for harming or intimidating IRS employees and property, as well as interrupting the effective administration and enforcement of tax laws.

[bookmark: IRSProtection][bookmark: IRSCIJurisdiction][bookmark: IRSPhysicalSecurity]260.13   IRS Protection. 
IRS-CI is responsible for providing protection to the IRS Commissioner.

OI will:
· Respond to emergencies involving the physical safety of IRS employees, contractors, and facilities and will take action consistent with the agency’s jurisdiction, but will not provide routine security services, such as screening persons accessing IRS facilities.  IRS-CI or local law enforcement, as appropriate, will respond to emergencies if no TIGTA personnel are on-site.
· Provide armed escorts for IRS employees, informants, and witnesses, and other eligible persons, as warranted.  Armed escorts will be provided at OI’s discretion on a case-by-case basis.  OI has the sole authority and responsibility for providing armed escorts.  See Section 260.14 for additional information regarding armed escort requests.  
· Investigate assaults and threats per Sections 260.5 and 260.13.2, including those that occur during a forcible rescue of IRS property.   

260.13.1   Additional Protection.   Situations may arise when it is necessary to provide additional protection to an IRS or contract employee and his/her immediate family.  When an IRS or contract employee receives information alleging a threat or possible danger to a past or present IRS or contract employee, confidential source, witness, or the family or close associate of the IRS or contract employee, the appropriate Assistant (AIGI) or Deputy AIGI will determine if providing protection during regular and off-duty hours is necessary and appropriate.  

See Sections 230.9 and 230.10 of this chapter for information on protection of victims and witnesses.

[bookmark: ForcibleRescueInvestigations]260.13.2   Forcible Rescue Investigations.   Assaults and threats to IRS employees during forcible rescues are within TIGTA’s jurisdiction and are addressed in Section 260.2.  However, IRS-CI has the investigative responsibility for forcible rescues of property from the IRS in violation of 26 U.S.C. § 7212(b).  If an assault or threat occurs in the course of a matter pending before IRS-CI (e.g., search warrant, arrest), IRS-CI may take appropriate enforcement action to ensure the safety of those involved.  IRS-CI will promptly notify OI and provide documentation concerning the incident and action taken.

For additional information regarding investigative jurisdiction, see the Memorandum of Understanding Between IRS-CI and OI.

[bookmark: ArmedEscort]260.14   Armed Escorts.
On October 14, 2008, the President signed Public Law 110-409, Inspector General Reform Act of 2008, which lifted the statutory prohibition against TIGTA providing physical security to protect the IRS against external attempts to threaten IRS employees.  This statutory revision allows TIGTA to conduct armed escorts to protect IRS employees.  On May 2, 2011, in accordance with an agreement between OI and the IRS, OI assumed the responsibilities related to all armed escorts.  OI may provide armed escorts to IRS personnel, IRS contractors, informants, witnesses, and other eligible persons when warranted.  

260.14.1   Armed Escort Requests.   The request for an armed escort will be made via memorandum from the IRS employee’s supervisor to the SAC of the division where the escort is needed.  To ensure the safety of all personnel involved, requests should be submitted at least one week prior to the scheduled activity.  If a request is submitted less than one week from the scheduled activity, postponement of the activity may be necessary.  

Upon receipt of a request for an armed escort, initiate an intake in CRIMES using the violation code 151-Armed Escort unless OI already has an open investigation on the subject (e.g., an ongoing threat investigation).  Once the ASAC/SAC has approved the armed escort, initiate an investigation. 

When there are multiple requests for an armed escort, initiate a new armed escort intake/investigation whenever a new operational plan is prepared.

If OI provides an armed escort on an open investigation with another violation code, ensure CRIMES violation code 151-Armed Escort is added to the violation profile and the circumstances are documented in the “Results of Investigation” section of the investigation screen.   

260.14.2   Armed Escort Approvals.   All armed escort requests will be reviewed by the respective SAC and will be approved on a case-by-case basis.  The SAC can delegate this authority to the responsible ASAC as appropriate.  If the approving authority determines that an armed escort is not warranted, IRS management may seek a reconsideration of the denied request by contacting the respective SAC.  If the SAC denies the request and the IRS management official still believes an armed escort is warranted, the IRS management official can request a final reconsideration from the appropriate AIGI or Deputy Assistant Inspector General for Investigations-Field Operations. 

In accordance with an agreement between OI and the IRS, IRS management may not request and/or alternately seek assistance from IRS-CI if their request for an armed escort has been denied by TIGTA.  If IRS-CI receives a request for an armed escort from an employee/management official, IRS-CI will refer the employee/management official to the nearest OI office. 

260.14.3   Planning the Armed Escort.   The objective of an armed escort is to ensure the physical safety of all involved.  Proper planning of the operation will reduce the possibility of injury to any individual.  	

When planning an armed escort:

· Review the armed escort request from the IRS employee/supervisor. 
· Interview the IRS employee and his/her supervisor regarding the taxpayer, planned date, time, and location of the armed escort.  
· Consider the following issues:
· During any previous contact did the taxpayer verbally or through body language pose a threat?
· What prior audit or collection action was taken against the taxpayer?
· Does the IRS employee know of any weapons that the taxpayer might have at the contact location?
· Obtain the physical description of the taxpayer from the IRS employee.
· Obtain a description of the contact location.  If the planned contact is in an IRS office, survey it for potential weapons such as scissors, letter openers, staplers, etc.
· If contact is at the taxpayer’s business, ascertain the type of business and its normal operating hours.  Are employees, family, and/or customers likely to be present at the location?
· Time of contact - The IRS employee will usually want to contact the taxpayer at a time when maximum assets are available.  If this creates a safety problem, the SA should point this out to the IRS employee and suggest he/she contact the taxpayer at a time more conducive to safety.
· What are the minimum IRS tasks the employee must conduct in order to carry out his/her responsibilities? 
· Advise the IRS employee and his/her supervisor of the role of TIGTA SAs and discuss the expected role of the IRS employee.

260.14.3.1   TIGTA vs. IRS Responsibilities During Armed Escort.  OI’s primary responsibility during an armed escort is to protect IRS employees and other individuals present to effectuate the IRS activity.  Any other law enforcement activity, such as arresting the taxpayer and/or seizing evidence, is secondary to OI’s responsibility to provide physical security for the IRS employee. 

The IRS employee is responsible for all IRS business-related details.  

260.14.3.2   ************ *******. *** ** ****** ******* ***** ** ***** *** ******** ********** ****** ** ** ***** ******.  ** ********* ******* ******/********* ******** *** ********:    

· ****;
· *****;
· ************ ********** ********** ******; 
· ********** ** ***** ******* *****;
· ***** ****** ******* ****** ***** ********; ***
· **** ***.

********* ******** *** ************:

· ***** ****** ******** (** *** ****** ** *** ** ****** **** ***** *** **********, ** **/*** “*****” ** ****?);  
· ***** *** ****** ** ******* ** ********** ******** ** ********** *** ******** (*.*., ***’* ******** ************ ********* ******);
· ****** ** *******, *******, ******** *** **********;
· ******* ***** ******* ** ********** (*.*., ********* ** ******* ********, ***.);
· ********* ******* (*.*., **********, *****, **********); ***
· ***** *** ***** ****** ******** *** ***** ******* (********’* ****** ******* *** ******** *********, ** **********).

260.14.3.3   Protective Vests.   The SA should contact the National Firearms, Agent Safety, and Tactics (FAST) Coordinator to request protective vests for the escorted employees, as warranted.

260.14.3.4   Assistant United States Attorney Contact.   The SA should discuss arrest authority and parameters with an Assistant United States Attorney (AUSA) regarding actions in the event the taxpayer physically assaults or threatens IRS/TIGTA personnel, offers passive resistance during the operation, is armed, or has access to a weapon.  See Section 140.4.2 regarding arrests.

260.14.3.5   Operational Plan.   The SA must complete TIGTA Form OI 7504, Operational Plan for Armed Escort, Surveillance, Undercover, and Arrest.  

Consider the following:

· Local police notification or assistance, if appropriate;
· If OI requires the assistance of IRS-CI for the armed escort, the OI SAC will forward a request in writing to the appropriate IRS-CI Director Field Operations (DFO) for concurrence.  Upon approval from the DFO, OI will coordinate with their local IRS-CI office.  OI will be responsible for the risk assessment and all administrative requirements associated with the IRS armed escort program;
· Protective vests (SAs must make body armor available to IRS employee(s) if requested);
· Shotgun/AR-15 (See Section 130.8.3.2 for deployment criteria);
· Location of the IRS employee; 
· Number of expected IRS employees/agents/taxpayers;
· Observation/surveillance of location, if applicable;
· Communications equipment;
· Location of appropriate U.S. Magistrate and jail facilities; 
· Transporting prisoner in the event of an arrest;
· Writ of Entry limitations (what areas of the property are included/excluded?);
· Identity of known associates and family members (are they threats, are they likely to be present?); and
· Identify any groups/organizations to which the taxpayer belongs that advocate violence towards Government employees.

Ensure TIGTA Form OI 6501, Chronological Case Worksheet is documented to reflect pre and post-operational briefings, in addition to all operational activities.  See Section 250.4.3.

The ASAC must review and approve TIGTA Form OI 7504.  

260.14.3.6   Pre-Operational Activity.   When possible, conduct a pre-briefing with all TIGTA/IRS personnel involved in the armed escort prior to the armed escort.  The briefing should include information about the following: 

· Subject taxpayer;
· Planned IRS activity; 
· Possible weapons owned by the taxpayer; 
· Any security concerns; and 
· Each person’s roles and responsibilities.    

The SA should advise the IRS employee that TIGTA SAs will make the initial contact with the taxpayer and control the situation before the employee is introduced.  Safety is OI’s primary concern. 

The SA should ensure that the responsible IRS employee has the necessary paperwork and sufficient personnel to accomplish seizing, inventorying, loading, and moving the assets.  This will help ensure the operation’s completion without unnecessary delay and with minimum risk.  

The SA may abort the operation if circumstances cause him/her to determine that continuing the operation will pose a danger to TIGTA or IRS personnel.

If possible, the SA should conduct an advance surveillance of the location just before the armed escort operation begins to observe and report changes from the pre-operational surveillance and other factors that the SAs have no influence/control over.  The SA should consider having another SA on static surveillance of the location, if possible, to report information to the team at the staging area. 

260.14.4   Conducting the Armed Escort.   Upon arrival at the armed escort location, SAs will secure and control the situation before the IRS employee and taxpayer meet.  Allow the employee to approach the taxpayer only if it is safe.  As warranted, before allowing the IRS employee to contact the taxpayer, SAs should:

· Approach the taxpayer and identify themselves.
· Confirm the identity of the taxpayer.
· State the purpose of the SAs’ presence. 
· Ask the taxpayer if he/she is armed.  
· Visually survey the area for weapons or any items that could be used as weapons.  
· Secure any weapons as appropriate with the taxpayer’s consent, or consider moving to another area if weapons are available.    
· Introduce the IRS employee when appropriate.

The SA cannot require the taxpayer to leave the location or remain in one specified area during the armed escort unless a crime is/has been committed and an arrest is warranted.  If the taxpayer is not cooperative, the SA should articulate his/her responsibility to balance the aspects of officer safety, IRS employee safety, and the taxpayer’s freedom of movement.  Remain vigilant and maintain visual surveillance of the taxpayer as much as possible. 

If illegal items or contraband are observed in plain view, take appropriate steps to notify appropriate law enforcement agencies, as warranted.  Once the IRS employee has conducted the 	necessary IRS activity, leave the location 	immediately.  Do not stay on-site to discuss the armed escort operation.  Prior to leaving the armed escort location, ensure all IRS/TIGTA personnel and equipment are accounted for.   

260.14.4.1   Use of Force.   Only use force that is reasonable and necessary to protect the employee in the performance of his/her duties.  An IRS employee is not authorized to use force in the seizure of property.  An IRS employee must also have either written consent from the rightful owner or a Writ of Entry (court order) to enter the private areas of personal or business premises of a taxpayer.  A Writ of Entry authorizes the IRS employee to enter the premises and seize property to satisfy a tax liability; it is not a search warrant.  See IRM 5.10.2.16.3 and 5.10.3 for IRS policy and procedures on consent and Writ of Entry.   

If a taxpayer uses passive resistance in an attempt to impede the IRS activity, advise the taxpayer of a possible violation of Federal statute [e.g., 26 U.S.C. § 7212(a)].  If the taxpayer continues passive resistance and an on the spot arrest is not justified, withdraw from the situation and report the details of the incident to the AUSA, ASAC, and IRS employee’s manager, if applicable.

· Examples of passive resistance:
· The taxpayer blocks or holds onto the doorway preventing entry;
· The taxpayer physically holds onto assets preventing the seizure;
· The taxpayer locks him/herself inside the asset, preventing the seizure.
· If third parties attempt to intervene, advise them that they are violating Federal law 26 U.S.C. § 7212(a) by interfering; or
· If sufficient personnel are not available to control the situation, withdraw from the site.  TIGTA’s purpose for being there is to protect the employee. 

Exceptions to withdrawing from the situation include the following:

· If the taxpayer physically assaults an IRS employee or anyone acting as an agent (e.g., tow truck operator, locksmith, local police, etc.), the taxpayer should be arrested for a violation of 18 U.S.C. § 111.  However, the arrest is secondary to the IRS employee/contractor’s safety.  See Section 140.4 of this Chapter for more information on arrests;
· The taxpayer makes a verbal threat and the AUSA has previously authorized an arrest; or
· Other situations previously authorized by the AUSA. 

260.14.5   Post-Operation Procedures.   Conduct a post-operation briefing regarding the armed 	escort with the IRS employee and his/her 	supervisor.  Conduct a separate post-operation briefing with TIGTA 	personnel.  

Update CRIMES to reflect the appropriate armed escort information.

[bookmark: EmployeePseudonyms]260.15   Employee Pseudonyms. 
When an IRS employee who uses a registered pseudonym is the subject of a TIGTA investigation or complaint, or provides information to TIGTA in any capacity, document the employee’s true identity in CRIMES and throughout investigative reports.  The purpose of a pseudonym is to provide a layer of protection for the employee from taxpayers that may pose a threat to employee’s personal safety.  To maintain the integrity of the employee’s pseudonym, the pseudonym should be used and referenced when speaking with the subject(s) and witnesses during an investigation. 

See the IRS’s Internal Revenue Manual, Section 10.5.7.1 for information concerning the use of pseudonyms by IRS employees.

[bookmark: PositionWorkplaceViolence][bookmark: WorkPlaceViolence]260.16   Workplace Violence. 
OI has primary jurisdiction for investigating the misconduct aspects of workplace violence or threats of workplace violence.  If a personal dispute between employees results in 	potential danger to other employees in the workplace, OI may intervene for employee safety.

OI investigates employees who harass, intimidate, threaten, and/or assault their fellow employees.  After assessing such misconduct, OI may:

· Initiate an employee investigation;
· Report the situation to State or local law enforcement authorities; or
· Refer the matter back to management for administrative action.


Workplace violence issues can generally be categorized as follows:

· Imminent danger or physical assault;
· Verbal threats of bodily harm reported, but no ongoing activity; and
· Inappropriate statements/behavior.

The first two categories require OI involvement at some level, or other law enforcement involvement if the situation so dictates.  The third category should initially be addressed by management (i.e., TIGTA management if a TIGTA employee is involved or IRS management if an IRS employee is involved) when there are no threats of bodily harm. 
 
260.16.1   Response to Workplace Violence and Threatening Situations.   An immediate law enforcement response is necessary in the following workplace violence situations:

· A physical assault causing harm or serious bodily injury; or
· A credible threat of imminent harm or serious bodily injury. 

IRS/TIGTA should promptly notify OI of these situations; however, the following should be considered for incidents requiring an immediate law enforcement response:
				
	If... 
	Then...

	OI  is on-site
	Contact OI.

	No OI on-site, but 
IRS-CI is on-site
	Contact IRS-CI for immediate response, then follow-up contact with OI. 

	Neither OI or 
IRS-CI  are on-site
	Contact the local police department or FPS, as appropriate, for immediate response, then follow-up contact with OI.



Any victim, witness, or manager involved in a physical assault in the workplace should be advised of the following:

· Contact the most readily available law enforcement authority as directed above to ensure no further violence occurs;
· Ensure the assaulted employee receives immediate medical attention; and
· Notify OI of the incident.

260.16.2   Employee Right to File Complaint.   Employees have the right to file a complaint with local police if they are threatened or assaulted in the workplace.  Before filing, they may wish to discuss this option with their manager and/or OI.

Note:  Formal referrals of TIGTA investigative products to State/local authorities or prosecutors should be made in accordance with the TIGTA Counsel guidelines in Section 70.5.2.

260.16.3   Response to Other Situations.   IRS management is responsible for conducting any necessary inquiries and determining the appropriate action in the following situations:

· A verbal statement or gesture that does not include specific threats of harm or serious bodily injury is made to an employee;
· Inappropriate, but not threatening, statements and behavior are exhibited in the workplace; or
· Reports of harassment or intimidation by a fellow employee that does not involve sexual harassment allegations of quid pro quo or unwanted physical contact of a sexual nature.  

Treasury Equal Employment Opportunity officials and IRS managers are required to report sexual harassment allegations to TIGTA.  See Section 280.12.

IRS management is encouraged to contact OI for an assessment of the matter.  After consultation, OI may take any of the following actions:

· Initiate an employee investigation; 
· Refer the incident to local law enforcement authorities; or
· Refer the allegation back to IRS management for administrative action.

[bookmark: EmployeeSuicideThreats]260.17   Employee Suicide Threats.   
Suicide threats by employees could present a potential workplace violence situation.  If OI receives a report of an employee suicide threat in the workplace, the following should be evaluated for safety considerations pertaining to the subject employee and other employees in the work area.  

· Consider whether the employee has the means available to immediately cause harm (e.g., weapons or items that could be used as weapons);  
· Ascertain whether medical attention is needed;  
· When possible, attempt to interview the employee pertaining to his/her intention to cause harm to him/herself and/or others;
· When possible, attempt to interview witnesses regarding the suicide threat;  
· Consider contacting the local police department for transportation to a medical facility if the subject is combative/poses a danger to self or others;  
· Consider use of on-site resources where available (e.g., Health Unit, Employee Assistance Program).

The ASAC will evaluate the statements/actions of the employee and other pertinent circumstances and initiate an employee investigation when warranted.  If an investigation is not warranted, the complaint should be referred to the IRS’s Employee Conduct and Compliance Office for action.

Employee suicide threats should be documented in the CRIMES intake screen using violation code 161-Workplace Violence (IRS Employee Subject).

[bookmark: IRSETerminations]260.18   Employee Terminations or Other Adverse Actions.
Management may request OI’s presence during employee terminations or other adverse actions.  
Management should submit a request, via e-mail or telephone, to the responsible ASAC.  Advise management of OI’s role to ensure the safety of the manager and employee.  OI may seek assistance from IRS-CI, on-site security, or other law enforcement personnel if additional support is needed.  If a volatile contact has already commenced, or a delay in the termination may affect operations or safety, the SA receiving the request may provide immediate assistance but should notify the ASAC forthwith following the event.
TIGTA Form OI 7504 is not required.
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