Chapter 32
Special Inquiry Investigations                                         page 32-1 
	page 32-32
	Special Inquiry Investigations 



TREASURY INSPECTOR GENERAL
FOR TAX ADMINISTRATION

DATE:   July 1, 2019

CHAPTER 400 – INVESTIGATIONS

[bookmark: ProactiveInvestigativeInitiatives](400)-320     Proactive Investigative Initiatives

[bookmark: Overview]320.1   Overview. 
This section contains information regarding the use and development of proactive investigative initiatives for the Office of Investigations (OI), and includes the following: 

· Purpose
· Office of Investigations Initiatives Board
· Local Investigative Initiatives
· National Investigative Initiatives
· Investigative Initiative Procedures

320.1.1   Acronyms Table. 

[bookmark: Purpose]320.2   Purpose.
Proactive investigative initiatives are developed to identify potential criminal or administrative violations, which generate investigations that may result in referrals to the Internal Revenue Service (IRS), U.S. Attorney’s Office, TIGTA’s Office of Audit (OA), or TIGTA’s Office of Inspections and Evaluations and in some instances, State and local authorities.  

Proactive investigative initiatives include both local investigative initiatives (LIIs) and national investigative initiatives (NIIs).  Proactive investigative initiatives are the result of research and investigative intelligence that indicates an operation or procedure is vulnerable to fraud or abuse.  A spin-off investigation must be initiated when evidence developed during an LII or NII indicates a potential criminal and/or administrative violation by a named individual.  

Special agents are encouraged to seek ways to generate proactive investigations and may find that past successful initiatives offer helpful guidance.  Proactive investigative initiatives should not be initiated on individuals who are alleged by a third party to have committed some type of misconduct that would come under the jurisdiction of OI.  An investigation should be initiated whenever a named individual has been identified from the initiative.

[bookmark: OIInitiativesBoard]320.3   Office of Investigations Initiatives Board.
The OI Initiatives Board serves as the approving official for LII initiations for all OI divisions, excluding recurring LIIs and NIIs, which may be approved by the Special Agent in Charge (SAC) of the requesting division.  The OI Initiatives Board is comprised of the following members as designated by the Deputy Inspector General for Investigations:


· Deputy Assistant Inspector General for Investigations-Field Operations;
· SAC-Field Division;
· Director, Strategic Data Services (SDS); and
· Assistant Special Agent in Charge-Investigative Support Group, SDS.

The OI Initiatives Board is responsible for identifying and sharing trends with other divisions involved in similar investigative activities and initiatives.  The board may also suggest the use of various resources (e.g., SDS Division, Cybercrimes Investigations Division, Criminal Intelligence & Counterterrorism Division, Forensic and Digital Science Laboratory, and OA) to enhance a proposed LII or NII. 
[bookmark: ComputerMatchingActAgreement]
[bookmark: LocalInvInitiatives][bookmark: LocalInvInitiativeSIISIIP]320.4   Local Investigative Initiatives.
LIIs may be initiated by any division to probe for potential systemic weaknesses, fraud, abuse, or tax administration vulnerabilities within IRS operations.  The objective of an LII is to identify individuals exploiting IRS programs or processes.  

[bookmark: NationalInvestigativeInitiatives][bookmark: NationalInvestigativeInitiativesSINIP]320.5   National Investigative Initiatives. 
NIIs are initiated when TIGTA has identified a systemic weakness and/or fraud in an LII that has significant national implications to justify expansion to the national level.  However, there may be instances in which there is enough indication of a potential systemic weakness to support the initiation of an NII prior to an LII.   

[bookmark: InvestigativeInitiativeProcedures320_6]320.6   Investigative Initiative Procedures.
LIIs and NIIs are requested and approved through the Criminal Results Management System (CRIMES).

320.6.1   Requesting Approval to Initiate a LII or NII.   Both LII and NII proposals are processed and routed to the OI Initiatives Board in CRIMES via an initiative request/task, following the procedures outlined in the CRIMES User Guide.

[bookmark: _GoBack]320.6.2   Initiation of a LII or NII.   LIIs and NIIs must be initiated within 10 days of receiving approval by either the OI Initiatives Board or the approving SAC.  The date the OI Initiatives Board approves the CRIMES initiative request/task shall serve as the “Allegation Received Date” for the purposes of entering the investigation into CRIMES.  For recurring LIIs and NIIs, the SAC approval date will serve as the “Allegation Received Date.”       

320.6.3   Processing Leads Associated with LIIs and NIIs.   Leads generated from LIIs and/or NIIs shall be processed by the receiving division within 60 days.  When an investigation is initiated from a lead, the “Allegation Received Date” in CRIMES is the date that sufficient information was obtained to warrant initiating the investigation. 

Conduct computer matches for NIIs and LIIs in compliance with the Computer Matching and Privacy Protection Act of 1988 (Computer Matching Act).  See Chapter 700, Section 70.8. 

320.6.4   Closing LIIs and NIIs.   LIIs and NIIs may be closed 180 days after the last spin-off investigation has been referred and all leads are closed.  Recurring LIIs and NIIs will be closed at the end of each Fiscal Year.  
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