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CHAPTER 400 - INVESTIGATIONS

(400)-80     Criminal Results Management System (CRIMES)

[bookmark: Overview]80.1   Overview.   
The Treasury Inspector General for Tax Administration’s (TIGTA)-Office of Investigations (OI) CRIMES enhances the efficiency of OI’s workflow, provides new statistical and analytical tools, allows for better case management for OI staff, as well as enables more effective tracking and reporting on OI’s vital statistics.  On November 1, 2016, CRIMES replaced OI’s former Performance and Results Information System (PARIS) which was in place since April 2001. CRIMES provides TIGTA-OI the ability to manage and account for complaints received, including congressional inquiries, investigations initiated, and leads developed from Local Investigative Initiatives (LII) and National Investigative Initiatives (NII).  It consists of a main navigation bar with eight work areas.  The primary work areas are:  workplace, activities, time management, RAFS and Help.

This section of the TIGTA Operations Manual provides for general instruction on the data to be captured in CRIMES.  It is not meant to address other substantive policy issues that are more appropriately addressed elsewhere in the TIGTA Operations Manual.  Additional resources relating to CRIMES may be obtained by visiting the CRIMES Help Guide Library.  This section includes the following information related to CRIMES: 

· CRIMES Terminology
· Responsibilities
· Intake/Case Numbering and Information Retrieval System
· Workplace Area
· Activities
· Time Management
· Request Assistance Forms (RAFS)
· Help

[bookmark: _GoBack]80.1.1   Acronyms Table.

[bookmark: Terminology]80.2   CRIMES Terminology.
Helpful CRIMES terminology is outlined below:

· Forms – when the +New button is selected in any work area it will open a new form that will display required input data for a single record (intake, case, initiative, time summary, etc.).
· Navigation Bar – blue area at the top of the screen which provides the path taken to the screen the user is currently on and allows selection of the desired work areas.
· Command Bar – is an area at the top of every form which provides users different actions that can be taken on the form (save, save and close, e-mail a link, etc.).
· Refresh – is used to reload the CRIMES views or forms selection after changes have been made and will allow the user to see the new information. 
· Dashboard – the main area where users see role-based inventory and task snapshot. 
· Views – in each work area, users can change the displayed data by selecting a different view.  Using the view selector, users can select views that will display dynamic data for numerous records (complaints lapse days, administrative cases referred in current FY, etc.).
· Pin – is a tool that allows users to default to a specific view.
· Filter – is a tool on a view that allows users to select certain records.
· Sub-grid – are separate areas on a view that give related information of the view.
· Charts – each view can be displayed as a chart, which gives a graphical representation of selected data fields (by division, group or agent, etc.).
· Tiles/Work area – are specific work areas that give users access to other specific areas.  For example, the workplace tile, will give users access to other work areas, like dashboards, contacts, intakes, etc.

[bookmark: Responsibilities]80.3   Responsibilities.   
The accuracy of information entered into CRIMES is critical to OI’s mission.  The following are several purposes for which this information is used by OI: 

· Managing of case inventory;
· Formulating and justifying OI’s annual budget request;
· Determining resource needs for the various OI components;
· Providing statistical data used in Semiannual Reports to the Congress, trend analysis, and testimony given by the Inspector General (IG); and
· Responding to requests for information from entities such as the Secretary of the Treasury, the Commissioner of Internal Revenue, the Government Accountability Office (GAO), the Office of Management and Budget (OMB), and Congress.

In order to ensure that information contained in CRIMES is valid, it is imperative that all data is entered into CRIMES in an accurate, complete and timely manner.

The special agent (SA) is responsible for entering all relevant data into CRIMES in an accurate, complete and timely manner.  

The Assistant Special Agent in Charge (ASAC)/Assistant Director (AD) is responsible for reviewing CRIMES and validating the completeness and accuracy of data entered into CRIMES.  The ASAC/AD is responsible for intake and ensuring case records are properly processed in CRIMES.

The Special Agent in Charge (SAC)/Director will establish procedures whereby they can periodically monitor data entered into CRIMES by personnel in their respective Division to ensure the accuracy of the data.  The SAC/Director is responsible for approving all records closed to file and all cases in CRIMES.  The SAC/Director is accountable for the accuracy, completeness, and timeliness of all data entered into CRIMES by the staff in their respective Division. 

[bookmark: IntakeCaseNumbering]80.4   Intake/Case Numbering and Information Retrieval Systems.  
The numbering system in CRIMES is a uniform method of identifying, controlling, and accounting for intake (complaint, congressional complaint, or lead) and investigation records nationwide.  The record number is a series of 10 digits and an alpha definer arranged as follows:

	00
	0000
	0000
	XX

	Division
	Year/Month
	Sequence
	Alpha Definer



The first 2 digits indicate the Division initiating the record (complaint, congressional complaint, lead, or case).

The 3rd and 4th digits of the series indicate the calendar year and the 5th and 6th digits indicate the month of the record initiation.

The 7th through 10th digits indicate the sequence number of the record, in the order of initiation during the particular month and year.

The 11th digit is either a “C” for complaint, “I” for investigation, or “L” for lead.  When congressional complaints are received, the 11th and 12th digits will be “CG” to identify all congressional inquiries.

As an example, the number 55-1701‑9999-I indicates:

· Investigation opened by the Operations (OPS) Division in January 2017; and the
· Investigation was the 9,999th investigation initiated by OPS that month.

80.4.1   TIGTA Reference Number (TRN).   When a complaint is input into CRIMES, a TRN is automatically generated, which is a system generated number, TRN-XXXX-XXXX and follows a similar numbering system as the complaint.  

The first 2 digits indicate the calendar year and the next 2 digits indicate the month.

The last 4 digits indicate the sequential number auto generated by the system during the particular year and month.

Note:  When an e-mail address is part of the original complainant contact card at the time of the complaint intake, the TRN is automatically e-mailed to the original complainant.  If there is no e-mail on the contact at the time of the complaint intake, the user is responsible for contacting the complainant and providing them the TRN.

[bookmark: WorkplaceArea]80.5   Workplace Area.   
Workplace is accessed from the navigation bar and provides users with a centralized area to manage inventory, conduct research, create new records, and track performance on work products.  Workplace is divided into the following sub-areas:

· Dashboards;
· Contacts;
· Intake;
· Initiative Requests;
· Cases;
· IMIS;
· Case Plans;
· Case Plan Activities; and
· Reports.

80.5.1   Dashboards.   Dashboards provide a role based snapshot of the user’s inventory, time and tasks.  Sub-grids within the dashboard provide hyperlinks to other parts of CRIMES so that inventory and tasks can be managed in a timely fashion. 

80.5.2   Contacts.   Contacts provides a centralized index of any person or entity that is the complainant, source or subject of an intake or investigation.  Contact records have tabbed information categories that store basic identifiable information; an indices tab that provides hyperlinks to other intake and investigations related to the contact; and a Treasury Integrated Management Information System (TIMIS) tab that allows users to see all historical employment information on Internal Revenue Service (IRS) employees.

Users must conduct an indices search of contacts for a known complainant, source or subject.  Users will create a new contact if their indices search of existing contacts does not yield a match.  To create a new contact, users are required to input a first name, last name, and an employment status.

Upon review of or input of the contact, users are required to “follow” the contact before making a new intake directly from the contact.  This process automatically attaches the details of the contact card onto the new intake allowing easy review of the related records and historical contact information.  If the system detects there is an open record in CRIMES involving the subject or complainant, a banner will flag the intake, alerting the user to review the other open inventory record(s).

If the complainant, source or subject are unknown, users should search and follow the unknown employee or non-employee contact.  If the subject is unknown, the user will be required to title the intake.  See Section 240.  If the subject is a corporate entity, enter the name of the company.  

“Confidential Informant/Sources” are contacts stored in CRIMES and maintained by the National Undercover Program Manager.  When the original complainant is a formally numbered TIGTA Confidential Source (CS), the user should use the appropriate CS Contact.  A system generated reminder will populate in the basis reminding the user to refer to the complainant as CS.  Refer to Section 150.3 for additional information related to CS requirements.

80.5.2.1   Contacts Command Bar.   The contacts command bar will give users the option to conduct an advanced indices search.  By selecting this search option, a report will open that will allow the user to search CRIMES using specific criteria.

80.5.3   Intake.   An intake is any complaint, lead or congressional inquiry.  Information developed from internal initiatives, integrity projects, or spin-off cases will be documented as leads from the CRIMES case screen.  Complaints received from Congress (committee/member) can only be input by the Operations Division, Policy Team.

The owner/recipient of the intake is responsible for entering and updating CRIMES data in an accurate, complete and timely manner.  System views allow each user to easily track the timeliness and status of intakes, so inventory can be properly managed. 

Upon adding a new intake, CRIMES will automatically create a SharePoint (SP) folder.  A hyperlink to the folder will be embedded on the Intake record where the following documents and work products are to be stored:

· Memorandum of Interview or Activity (Form OI 2028-M); 
· Complaint Referral Memoranda (Forms OI 2070 and 2070-A);
· The written complaint; and  
· Any documentation provided in support of the Complaint, to include the scanned document(s).  

80.5.3.1   Intake Record Retention.  The CRIMES SP folder is the only location where official electronic intake records are to be maintained.  Division SP folders should not be used to store or maintain intake records. 

Mandatory fields are marked with a red asterisk.  Other fields may be required during processing which should generate a system error message indicating what additional information is needed to proceed.

80.5.3.2   Intake Command Bar.  The intake command bar provides users access to the following features:

· Clone – allows users an easy way to create complaints that are received from a single complainant but involve more than one subject.  After creating the initial complaint, the user will select clone from the intake command bar, which will open a new complaint form which populates all the initial complaint details, but leaves the subject blank.  The user adds the additional subject information, updates the basis, then saves the record, which creates a new, and separate complaint and SP folder in CRIMES.

· Ghost – allows users to request sensitive intake records be hidden from any users not in the user’s direct chain of command. 

· Form OI 6501 – the Form OI 6501, Chronological Case Worksheet feature allows users to create a system generated Form OI 6501 to track intake processing activities.  The system stores the Form OI 6501 and provides the user a snapshot of all associated intake activities.  When adding intake activities to the Form OI 6501, users will have the option to have a system generated Form OI 2028-M, from CRIMES which will then be automatically stored in the intake SP folder.

If the complaint is bridged to a case, the Form OI 6501 created on the intake and all the documented activities will migrate with the case.  See Section 250.

Note:  Users assisting the SA, through a RAF for example, will also be granted permissions to document the Form OI 6501 related to the support provided and be able to create associated memoranda.

· Extension Request – when users are assigned a congressional, a response date will appear on the intake and case, if created.  If users are not able to complete the congressional in the prescribed period of time, they will request an extension from the intake command bar.  This request will route to the user’s chain of command, then route to the Operations Division for review.  See Section 240.

· Charge time – the charge time feature allows users a way to quickly document the hours spent processing an intake.  By selecting this feature from the command bar, a new time entry form populates with the intake number, and defaults with the date and the complaint processing activity code.  The user will be required to add the hours and a description if applicable.  When the time entry is saved and closed it is automatically associated to the correct pay period and time summary.  If the intake is still open, the approved hours will show on the “Hrs Worked In Open” area on the intake form.

· Run Report – users will use this command to create the following system generated documents and are required to store these documents in the CRIMES SP folder associated to the intake:

· Form OI 2028-M; 
· Forms OI 2070 and 2070-A; and
· Complaint Tracking Card.

80.5.3.3   CRIMES Intake Form.  On the intake form users will see these various tabs:

· Intake Details/Subject & Complainant Info;
· Cross Index/Aliases & RAFS/Spec Techs;
· Narrative; and
· Input by.

The title and status tab contains the title of the intake and the current status.  When this tab is expanded it displays the subject, complainant and source contact, basic and detailed information about the complaint including the violation code, allegation received date, if the complainant has been interviewed and the basis narrative and owner information.

The basis must start with the date the allegation was received, who made the complaint (original complainant), the named subject of the complaint and the nature of the allegations.  If the complainant did not waive confidentiality or is a CS, CRIMES will flag the intake and provide a reminder in the basis that the complainant should be identified as “T-1” or “CS,” as appropriate.

When the user is finished processing the Intake, they will navigate to the intake basics tab to make a referral recommendation and to select which office should receive the referral.  See Section 240.  The referral recommendations are as follows:

· Transfer;
· Refer for action;
· Refer for info;
· Closed associated with existing case;
· Closed associated with existing intake;
· Initiate investigation; or
· Close to file.

Transfer – used to move an Intake to another group within area of responsibility, or outside area of responsibility.  

Refer for Action – this referral is sent to the appropriate IRS or TIGTA. adjudicating office and requires a response indicating the administrative action taken.  Only complaints identifying named employees should be sent for action.

Refer for Info – this referral is sent to the appropriate IRS or TIGTA adjudicating office and does not require a response from that office.

Closed Associated with Existing Case – used to close a current complaint that involves similar allegations to an existing case.

Closed Associated with Existing Intake – used to close a current complaint that involves similar allegations to an existing intake. 

Initiate Investigation – used to close the intake and bridge into an investigation.

Close to file – used when no referral or action can be taken. 

Users must be consistent when making the referral recommendation and assure they are preparing the correct referral memorandum.  For example, if the user selects refer for information only, a Form OI 2070-A should be completed.  Once a referral recommendation is selected, a new option will appear in the command bar as “refer to manager,” which will then create an approval task for the ASAC/AD. 

To ensure the accuracy of the intake, the manager will review the referral documents and confirm the recommendation is accurate; and review the data in the intake tab and work areas to ensure the completeness and accuracy of the entries before approving the task.  

If the manager approves the task, but later determines the information is inaccurate, or it is decided by the SAC/Director that adjustments are required, the ASAC/AD or SAC/Director will follow the user guide on how to reactivate and update the Intake record.

The “Intake Details/Subject & Complainant Info” tab is also where the intake status and dates are shown and the personally identifiable details for the subject and complainant. Updates to personally identifiable information involving the subject or complainant should be made from this section which will update the contact card. 

Confidentiality ONLY applies to an IRS, TIGTA, or Treasury employee, as such the field for confidentiality waived will only appear if the complainant is an IRS, TIGTA or Treasury employee.

The “Cross Index/Aliases & RAFS/Spec Techs” tab is where users add cross indexes, aliases; where users make system generated requests to specialized support divisions and track specialized techniques used when processing the complaint.  

The “Narrative tab” is where users will view and edit the basis, results and remarks.  Results and remarks are not mandatory fields for intakes.  Users will add miscellaneous and discretionary information relating to the intake in the remarks narrative section.  If the complaint is bridged to an investigation, the narrative fields, including the remarks will migrate to the investigations remarks section.  Therefore, a review of the remarks should be made to insure all information is germane to the investigation.

The “Input By” tab shows who created the intake record.

80.5.3.4   Other Intake Work areas.  From the navigation bar, the intake record has other related work areas where other information is stored separately including the following:

· Activities; 
· Violations; 
· Referrals; 
· Connections; 
· Time Entries; 
· Manual Share; and 
· Audit History.

Activities – allows users to see where related tasks are in the workflow process.  Users should review this area when they want to know who has an open task or when a task was processed.  

Violations – allows users to input additional violation codes. The primary violation code should be set from the main intake screen.  Prior to referring an intake, the violations should be reviewed to ensure duplicates are not listed.	

Referrals – is used to track and store the administrative referrals and actions.  All administrative results should be entered in an accurate, complete and timely fashion.  

Connections – displays other intake records created during the clone process.   

Time Entries – displays the time entries for a specific intake.

Manual Share – allows users to allow read and write access for the intake, SP folder, or both to their trainers and others assisting in processing the intake.

Audit History – provides details about when and whom made changes to the intake record.

Intake Views – users will navigate to the intake work area and change the view to see system views or personally created views that will assist in managing their inventory. Two of these views which can assist in ensuring timeliness are: 

· Complaints Lapse Days; and
· Complaints Open.

Note:  Information developed from internal initiatives, such as the Strategic Data Services (SDS) unauthorized access (UNAX) detection efforts, Office of Audit (OA) referrals, integrity projects, or leads on additional subjects should only be created from the master case using the “Create a Lead” option on the command bar.

80.5.4   Initiative Requests.   Users will navigate to initiative requests to make a request for approval regarding a LII or NII.  

The requestor will complete a new initiative request form, indicating the title describing the initiative, a violation and statute, a brief basis, the investigative steps and the goals of the initiative.  If seeking approval for an initiative that does not require approval from the Integrity Board, such as remittance testing, the requestor should select “Reoccurring LII or NII,” which will route approvals through their chain-of-command.  Once the initiative is approved, a case can be initiated by selecting initiate case on the command bar.

80.5.5   Cases.  The Cases area stores all investigation records.  

80.5.5.1   Cases Command Bar.  The Case Command Bar gives users access to the following features:

· Ghost; 
· Create lead;
· Form OI 6501 (“6501”);
· Extension request (if CG)
· Charge time; and 
· Run report.

Ghost – allows users to request sensitive case records be hidden from any users not in the user’s direct chain-of-command.

Form OI 6501 – the Form OI 6501 feature allows users to create a system generated Form OI 6501 to track intake processing activities.  The system stores the Form OI 6501 and provides the user a snapshot of all associated intake activities.  When adding intake activities, users will have the option to have a system generated Form OI 2028-M, from CRIMES which will then be automatically stored in the intake SP folder.

Note:  If the Form OI 6501 was created on an intake that is bridged to a case, it will migrate to the case.

Users assisting the SA, through a RAF for example, will be granted permissions to document the Form OI 6501 with the support provided; and create and save associated memoranda in the SP folder.

Extension Request – when users are assigned a congressional, a response date will appear on the case.  If users are not able to complete the congressional in the prescribed period of time, they will request an extension from the case command bar.  This request will route to the user’s chain of command, then route to Operations Division for review and to the appropriate DAIGI for approval.  See Section 240. 

Charge Time – the Charge time feature allows users a way to quickly document the hours spent processing a case.  By selecting this feature, a new time entry form populates with the case number, and defaults with the date and the investigation processing activity code.  The user will be required to add the hours and a description, if applicable.  When the time entry is saved and closed it is automatically associated to the correct time summary.  If the case is still open, the approved hours will show on the “Hrs Worked in Open” field on the Case form.

Run Report – users will use this command to create the following system generated documents and are required to store these documents in the CRIMES SP folder associated to the case:

· Referral Forms OI 2028R, 2076, 2076PDT, 2076PDTU;
· Form OI 2028-M
· Form OI 8273, Assault, Threat, Threat Assessment, and Harassment Incident Report; and
· Investigation Card.


80.5.5.2   Case Form.  The Case form offers the user various tabs, including:  

· Details/Subject and Complainant Info;
· Case Dates;
· Rights, Representation & RAFS;
· Cross Index, Aliases & Evidence;
· Related Cases and Intake;
· Narrative; and
· Records Control and Disposal.

The title and status tab contains the title of the case and the status.  When expanded, it will provide the subject, complainant and source contact, basic and detailed information about the case including the primary violation code, allegation received date, if the complainant has been interviewed, the basis narrative and owner information.  

SAs will navigate to this section when they are finished processing the complaint to add a referral recommendation.  In doing so, a new command option will appear that will allow them to refer to their manager which will then create an approval task which is e-mailed to their ASAC/AD.

To make a strictly administrative referral the user will select “Refer for Information” or “Refer for Action.” 

To add a criminal referral, users will select “Make a Criminal Referral” and document whether the referral is pending, accepted or declined.  The system will require there be a named subject and at least one initiation statute input for the case.  It will also require users to add where (e.g., Assistant United States Attorney, Department of Justice-Tax Division) the criminal referral is being made, the referral date and the judicial district.

In order to document a referral to a State/Local prosecutor in CRIMES, a referral to a Federal prosecutor and subsequent declination must be documented first.  See Section 70.5, for additional information on prosecutive referrals. 

If adding a referral that was declined for prosecution the user will be required to document the reason.  If the reason for the declination is a Blanket Declination Agreement (BDA), the current BDA covering the referred violation should be uploaded to the case SP folder. 

If the referral has been accepted for prosecution, users will be required to add the date accepted and the first legal action.  This will also be when the user will identify whether the subject is a fugitive.  By selecting “Yes,” the system will require the date National Criminal Information Center (NCIC) was verified and the NCIC number.  There will also be a banner on the case and the subject’s contact card.

Details/Subject and Complainant Info – this tab is where the case dates are shown and the personally identifiable details for the subject and complainant. Updates to personally identifiable details involving the subject or complainant should be made from this section which will update the contact card.

Case Dates – shows a quick way to look at important case dates, such as when the allegation was received, which is the date the allegation was received by TIGTA or the sentencing date, as examples.

Rights, Representation & RAFS – this tab provides a sub-grid where users are required to document what administrative or criminal warnings were administered during the subject interview and who accompanied the subject at the time they were interviewed.  

There is a separate sub-grid where users will make RAF requests for assistance from:

· Operations Division/IG Subpoena;
· Collateral requests from other Divisions;
· SDS;
· Technical and Firearms Support Division (TFSD);
· Criminal Intelligence & Counterterrorism Division (CICD); and/or
· Forensic & Digital Science Laboratory (FDSL).

Users will also add specialized techniques executed under the authority of OI or specialized equipment and techniques in this section such as surveillance, shotgun, and search warrant.

Note:  If working a joint investigation with another Federal agency and the other Federal agency applies for and obtains a search warrant, CRIMES would be documented as Code 30 – Other Agency Specialized Technique, not Code 10 – Search Warrant, as it was not obtained or executed under the authority of OI.  

To document an “IRS Examination Referral” users should select this specialized technique and ensure the Exam Referral Form 8109 EMP or 8109NE has been prepared and uploaded to the CRIMES investigation SP folder.  Use of this specialized technique requires that one of the case violation codes be Violation Code 718 – Willfully Understates Federal Tax Liability.  After saving and closing this specialized technique form, an approval will be required by the manager.  Once approved, the IRS exam referral date will appear in the case details tab.  Upon the return of the exam results, the user should navigate to this tab and enter the date returned by the IRS.
 
Cross Index, Aliases & Evidence – this tab provides sub-grids where users add individuals and entities that are substantively involved in the investigation.  Persons merely providing records, such as a records clerk at a police department, or individuals forwarding or facilitating the flow of information to TIGTA, such as an employee of the IRS Employee Conduct and Compliance Office, should not be cross-indexed to the investigation.   

The alias sub-grid should be used to document other names that may be used, or have been used by the subject or complainant, including a business or other types of entities that are closely associated.  

Evidence obtained for a case must be documented in the case evidence sub-grid in CRIMES.  See Section 190. 

Related Cases and Intake – provides sub-grids that show if the case is a master or spin off and which intake it was associated to.  Leads and other spin off cases will also be shown here.  

This is also where users will find the joint investigations sub grid.  If a case is being worked jointly with another agency the agent is required to identify the agency and the agency’s case number. 

Narrative – is where users will view and edit the basis, results and remarks sections.  The basis must match verbatim the first paragraph of the investigative synopsis section of Form OI 2028R.  The results are a brief synopsis of what is documented in the remaining paragraphs from the investigative synopsis section of Form OI 2028R.  Remarks are not a mandatory field.  Users will add miscellaneous and discretionary information relating to the case in the remarks narrative section.  The narrative should be a synopsis and not a duplicate of the initiating Form OI 2028-M, Memorandum of Interview or Activity.

Records Control and Disposal – is where support staff document that the hardcopy investigative file has been forwarded from the divisional field office to the Operations Division’s Records Management Section (RMS).  Upon receipt of the file, RMS will add the date received to the case record tab.  Other RMS dates and record retention information is also stored here. 

80.5.5.3   Other Case Information.  Like intake, other relevant case information is stored separately on related case entities, which are accessible from the case navigation bar.  Those areas unique to a case are as follows:

· Activities;
· Referrals;
· Inv Violations;
· Inv Statutes;
· Inv Financial Info;
· Inv Sensitivity;
· Time Entries;
· Manual Share; and
· Audit History.

Activities – allows users to see where related tasks are in the workflow process.  Users should review this area when they want to know who has an open task or when a task was processed.  

Referrals – is where users will add updates to administrative or criminal referrals.  Adding information to a criminal referral will lead to updating associated statutes, financial recoveries and sentencing information. 

Note:  Financial recovery information should not be counted more than once in CRIMES.  For example, if three individuals conspired to defraud the government of $10,000, then the $10,000 theft, or attempted theft would not be documented under each of the three investigations, as this would add up to $30,000.  Instead, the $10,000 would be documented within only one of the investigations, or allocated evenly between the three related investigations.  If necessary, additional remarks may be made in the remarks section to further explain the division of financial recoveries between the related cases.

Inv Violations – this is where additional violation codes will be added.  The primary violation is updated from the case form, not in this this area.  If duplicates are listed in this area, they must be removed prior to referring the case for adjudication or an alert notice will not be sent to the IRS.

Inv Statutes – is where additional initiation statutes are added ONLY; the legal action and conviction statutes will be added during other parts of the referral process.

Inv Financial Info – is where non-legal action financial codes are added.

Inv Sensitivity – is used to document the sensitivity codes, particularly when there is:

· Source of, or interest by, high-level Government entities;
· Sensitivity of the particular type of violation; or
· Investigations being worked jointly with other agencies.

Time Entries – shows the time entries on a specific case.

Manual Share – allows users to grant read and write access for the case, SP folder, or both to their trainers and others assisting in processing the case.

Audit History – provides details about when and whom made changes to the case.
	
80.5.6   Investigations Management Information System (IMIS).   Users will search this area to gather basic information from the legacy IMIS which was the management information system used by IRS Inspection/TIGTA. 

80.5.7   Case Plans and Case Plan Activities.   Case Plans is a central work area that allows all users a quick way to access their case plans and review activities.

80.5.8   Reports.   Reports provides users a way to help manage the agency performance goals.   

[bookmark: Activities]80.6   Activities.   
Activities is another primary work area in CRIMES which includes the following categories:

· Outreach – is used to track post-of-duty visitations and awareness presentations; 
· Acting & assignments – is where acting privileges are created and where intake and case records can be reactivated and deactivated; and
· Records Management – provides records retention information; used primarily by support staff and the RMS.

[bookmark: TimeManagement]80.7   Time Management. 
The time management work area is accessed from the navigation bar, and is divided into two categories:

· Time summary – stores all users time summaries; and
· Time entries – stores every time entry.

Time summary is where users should navigate to create or edit time for a particular pay period.

[bookmark: RAFS][bookmark: RequestAssistanceForms]80.8   Request Assistance Forms (RAFS).   
RAFS are system generated requests for specialized support.  This area allows users to view all open, requested and inactive RAFS.  

[bookmark: Help]80.9   Help.  
The CRIMES help area can be accessed from the navigation bar, and is divided into the following categories:

· CRMS Help; and
· Guide/FAQs.

80.9.1   CRMS Help.   The purpose of the CRMS Help area is to provide a built in mechanism for users to request assistance with CRIMES functionality and to suggest modifications in future deployments of the system. 

80.9.2   Help Guide/FAQs.   The purpose of the Help Guide/FAQs function is to link users to the SP site for CRIMES where the entire user guide is stored, searchable and downloadable.
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