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CHAPTER 500 – INFORMATION TECHNOLOGY

[bookmark: natpurp600_10](500)-10     Introduction

This chapter provides an overview of the Office of Information Technology (OIT) to the Treasury Inspector General for Tax Administration (TIGTA).  Its purpose is to explain the  background, requirements, responsibilities and organizational structure of the function.  

[bookmark: natpurp600_10_1]10.1   Abbreviations and Acronyms.

	Acronyms
	Meaning

	A&C
	Applications & Collaboration Services

	AO
	Authorizing Official 

	ATSC
	Atlanta Service Center 

	CA
	Classification Authority 

	CCB
	Change Control Board

	CIO
	Chief Information Officer

	CISO
	[bookmark: _GoBack]Chief Information Security Officer 

	COR
	Contracting Officer Representative 

	COTS
	Commercial Off-The-Shelf

	CPE
	Continuing Professional Education 

	CPIC
	Capital Planning and Investment Control 

	CUI
	Controlled Unclassified Information 

	DLP
	Data Leak Prevention 

	EA
	Enterprise Architecture

	EA&C
	Enterprise Architecture & Cybersecurity 

	FIPS
	Federal Information Processing Standard

	FISMA
	Federal Information Security Management Act 

	FITARA
	Federal Information Technology Acquisition Reform Act 

	FMFIA
	Federal Managers Financial Integrity Act of 1982

	GPRA
	Government Performance and Results Act of 1993

	HTML
	Hypertext Markup Language

	IDP
	Individual Development Plan 

	IG
	Inspector General

	IM
	Instant Messaging 

	IMDS
	Internal Management Document System 

	IO
	[bookmark: SC_140_1_4_4]Information Owner 

	IRB
	Investment Review Board

	IRS
	Internal Revenue Service 

	ISSO
	[bookmark: SC_140_1_4_7]Information System Security Officer 

	IT
	Information Technology

	ITCS
	IT Customer Services 

	ITMRA
	Information Technology Management Reform Act of 1996 (Clinger-Cohen Act)

	MCC
	Martinsburg Computing Center 

	MP
	Media Protection 

	NARA
	National Archives and Records Administration 

	NIST
	National Institute of Standards and Technology 

	OGE
	Office of Government Ethics 

	OIT
	Office of Information Technology

	OMB
	Office of Management and Budget

	OMS
	Office of Mission Support 

	PARIS
	Performance And Results Information System

	PII
	Personally Identifiable Information 

	PIP
	Performance Improvement Plan 

	POA&Ms
	Plans of Action and Milestones 

	SBU
	Sensitive But Unclassified 

	SNN
	Social Security Number 

	SOP
	Standard Operating Procedure

	SQL
	Structured Query Language

	Sys Ops
	Systems Operations 

	TCSIRC
	Treasury Computer Security Incident Response Center 

	TIGTA
	Treasury Inspector General For Tax Administration

	TIN
	TIGTA Information Network 

	TLMS
	Treasury Learning Management System 

	TNet
	Treasury Network System

	TO
	Treasury Order 

	TRB
	Technical Review Board

	VPN
	Virtual Private Network



10.2   Background.  
[bookmark: SafeguardingtheIRS]The OIT is a function within TIGTA that provides cost-effective, timely IT products and services that permit successful completion of TIGTA’s strategic goals while meeting legislative mandates.  OIT has responsibility for data and system administration of the network, technology standards, security assurances, telecommunication deployment, and integrated application development.  In support of TIGTA's mission, OIT ensures that data needed to conduct audits, integrity projects, investigations, and administrative support activities efficiently and effectively is available to employees TIGTA-wide. 

[bookmark: natpurp600_10_4]10.3   Legislative Authority and Responsibility Relating to OIT.
Statutory authorities that relate to OIT include:

· Clinger Cohen Act of 1996.  The Act requires affected Federal agencies to designate a CIO and to put in place systems for effectively applying performance and results-based management principles to the development, acquisition and maintenance of information technology systems.  
· Federal Information Technology Acquisition Reform Act (FITARA). This Act requires the heads departmental offices  to ensure that their respective CIOs have a significant role in IT decisions, including annual and multi-year planning, programming, budgeting, execution, reporting, management, governance, and oversight functions. FITARA augments the Clinger-Cohen Act of 1996 to address concerns about waste and ineffectiveness in federal IT investments. 
· Federal Managers’ Financial Integrity Act of 1982 (FMFIA). The FMFIA amends the Accounting and Auditing Act of 1950 and requires each executive Federal agency to establish and maintain internal accounting and administrative controls in accordance with standards prescribed by the Comptroller General of the United States. 
· Government Performance and Results Act of 1993 (GPRA).  The GPRA or Results Act requires affected Federal agencies to improve Federal program effectiveness and public accountability by promoting a new focus on results, service quality and customer satisfaction.  It requires that agencies develop and implement plans for identifying program objectives and measuring program results.  
· Treasury Order 115-01. This TO establishes that the TIGTA shall exercise all duties and responsibilities of an IG with respect to the Department of the Treasury and the Secretary of the Treasury on all matters relating to the IRS. 
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