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[bookmark: Passport70_39]70.39     Passport Policy

[bookmark: Passport70_39_1]70.39.1   Abbreviations and Acronyms. 

TIGTA – Treasury Inspector General for Tax Administration
 
SIA – Special Issuance Agency 

WHTI – Western Hemisphere Travel Initiative
 
IBA – Individually Billed Account 

[bookmark: Passport70_39_2]70.39.2   Introduction. 
This section regarding Government issued passports provides policies and procedures for Treasury Inspector General for Tax Administration (TIGTA) employees who perform official travel in the interest of the Federal Government and require no-fee official Federal Government passports.  It is also for managerial and administrative personnel who authorize, direct, and review travel arrangements that require an official no-fee passport issued by the United States State Department, Special Issuance Agency (SIA) Office. 

[bookmark: Passport70_39_3]70.39.3  Authorities.
· Code of Federal Regulations, Title 22, Chapter 1

[bookmark: Passport70_39_4]70.39.4   Foreign Travel and Official Passports.
Employees traveling on official Government business to any foreign country, including Canada or Mexico, require an official Government passport.  Official passports are issued by the U.S. State Department/SIA.  All official passports remain the property of the U.S. State Department and are to be used for official Government business only. 

The SIA office of the U.S. State Department issues passports to citizens traveling abroad for the U.S. Government.  The type of passport that is issued (diplomatic, official, or regular no-fee) depends on the purpose of the travel.  The SIA will determine which type of passport is to be issued based on the travel purpose provided by the traveler. 

An official Government passport may only be used when traveling to a foreign country for the purpose of official Government business and will only be issued to a traveler who has a specific official Government trip pending, except when official travel is related to an ongoing investigation whereby providing the scheduled travel date requirement may be exempt.  The U.S. State Department will only issue one official passport to a Federal employee.  

The process to request and receive an official passport requires the coordination of several agencies.  Travelers should submit the request for an official passport as soon as they have confirmed their official travel purpose.  TIGTA’s Passport Coordinator requires 30 days to complete necessary paperwork for submission to SIA for an official passport request.  It is the business practice of the SIA to complete passports request within 60 business days. 

[bookmark: Passport70_39_5]70.39.5   Intelligence Reform and Terrorism Prevention Act of 2004 and the Western Hemisphere Travel Initiative (WHTI).  
WHTI (WHTI link) requires all citizens of the United States, Canada, Mexico, and Bermuda to have a passport or other accepted documents that establish the bearer’s identity and nationality to enter or depart the United States from within the Western Hemisphere.   

[bookmark: Passport70_39_6]70.39.6   Request for a New Official Government Passport.  
Travelers must prepare and send a memorandum through the Director of Leadership and Human Capital with the following information: 

· Date passport is needed; 
· Name of traveler; 
· Title; 
· Grade; 
· Birth Date; 
· Dates of planned departure and return; 
· Destination; 
· Purpose of travel; 
· Traveler’s Social Security Number; and 
· Type of Passport. 

Based on the memorandum, the TIGTA Passport Coordinator will prepare an Authorization Letter for the Director, Leadership and Human Capital or Authorized Passport Official for the TIGTA.  The Authorization Letter is the official request to the State Department for an official Government passport. 

[bookmark: Passport70_39_7]70.39.7   Supporting Documentation. 
If employees have not previously had an official Government passport, they must complete an application, Form DS-11 which is available online, (State Department website) and provide the following original documents:  

· Proof of U.S. Citizenship (e.g., birth certificate or any documentary evidence shortly after birth but generally not more than five years after birth)
· Proof of identity, plus one copy of proof of identity on an 8 x 11 size white paper.  
· The copy must include the front and back of the document; and 
· Two recent identical standard passport photos (2 x 2 color portrait), and the requirements are:

· Taken in the last six (6) months; 
· Appropriate attire without hat or headgear that obscures the hairline (unless worn for religious reasons);
· Uniforms must NOT be worn (military or military-like attire unacceptable);
· Glasses, hearing device, wigs, facial jewelry, etc., can be worn in the photo if they are consistently worn; and 
· Dark glasses or nonprescription tinted lenses can be worn only for medical reasons and should be supported by a medical certificate.

Note:  A valid or expired U.S. State Department passport (diplomatic, official or tourist) that is not damaged will meet both citizenship and identity requirements.  The State Department will return original documents to applicant. 

[bookmark: Passport70_39_8]70.39.8   2-D Barcode for Online Passport Application.  
A fillable Form DS-11 (located on State Department website) application for U.S. Passport or Registration, may be completed online prior to printing.  The application contains a 2D barcode.  Once the applicant completes form DS-11, a barcode will appear on the left side of the first page of the passport application.  The barcode is encrypted with the information contained in the application.  The 2-D barcode application will reduce the occurrence of incomplete applications and mistakes made during the processing of the form.  The barcode application also shortens the processing period. 

In order to complete the 2-D barcode application, applicants must go the State Department website.  The data entered in the online form will be verified.  If there are errors, applicants will be prompted to make corrections.  If there are no errors, the Form DS-11 will be generated in a PDF format and returned as a downloaded file.  Applicants may save the file.  The online form must be printed single-sided.  The State Department will not accept double-sided forms.  All data fields and the barcode must be complete and clear.  Applications with any distortions, fading, and smudges may be rejected.  Do not sign the form until it is witnessed by a designated passport acceptance clerk or agent, who must administer the oath.  For TIGTA employees located in Headquarters you may contact TIGTA’s Passport Coordinator to witness your signature.  For TIGTA empolyees that are not located in Headquarters you will need to go to your local passport office to have your form witnessed by a passport acceptace clerk or agent.

[bookmark: Passport70_39_9]70.39.9   Electronic Passports.   
On December 30, 2005, the State Department began phasing-in the issuance of the new electronic passport (e-passport) to better facilitate international travel for U.S. citizens and enhance border security.  The electronic format for official passports is currently being issued.  Current passports will remain valid until the expiration date.  Renewed passports will be upgraded with the e-passport technology. 

The new passport combines face recognition and contactless chip technology.  The chip is embedded in the cover of the passport and holds the same information that is printed in the passport:  name, date of birth, gender, birthplace, passport issuance date and expiration date, passport number, and the photo image of the bearer.  Previously issued passports without electronic chips will remain valid until they expire. 

To address Privacy concerns, the State Department has incorporated an anti-skimming device in the e-passport’s front cover.  The e-passports will also include Basic Access Control (BAC) technology to prevent skimming and eavesdropping.  The combination of the anti-skimming device and the BAC technology is intended to mitigate unauthorized reading of e-passports. 

[bookmark: Passport70_39_10]70.39.10   Employees Located in Headquarters.  
Employees applying for an official Government passport who are physically located in Washington, DC commuting area may submit their application Form DS-11 and supporting documentation directly to the TIGTA Passport Coordinator.  The TIGTA Passport Coordinator has been authorized by the State Department as an Acceptance Passport Agent.  The Acceptance Passport Agent can certify the Supporting Documentation, witness the employee’s signature, and submit the application form and photos along with the agency’s Authorization Letter directly to SIA in Washington, DC. 

[bookmark: Passport70_39_11]70.39.11   Employees Located outside of Headquarters.  
Employees applying for an official Government passport who are physically located outside of the Washington, DC commuting area must find a local U.S. passport servicing office near them to accept and process the passport request.  This passport servicing office is usually located inside a United States Post Office.  Employees must contact the TIGTA Passport Coordinator located within the Office of Mission Support/Persosnnel Security Office and get the original Authorization Letter.  The Authorization Letter is signed by the Office of Mission Support passport approving official.  The Authorization Letter will allow the local passport acceptance clerk or agent to accept and process the Official Government passport request from TIGTA. 

Employees must present the agency’s original Authorization Letter (plus one copy of the letter for the local passport clerk or agent); the completed application Form DS-11; and the supporting documentation to their local United States Passport Office or passport servicing office.  At that location, the authorized passport acceptance clerk or agent will certify the supporting documentation and sign the application.  The employee will submit the application, two standard passports photos, along with the agency’s Authorization Letter (plus one copy), and proof of citizenship or identity directly to the SIA in Washington, DC. 

Employees should request that the local passport acceptance clerk or agent mail the package using a traceable confirmation method via overnight express delivery.  The local passport acceptance clerk or agent may charge the employee an execution fee.  If so, the employee may use their Government issued travel charge card for this one-time fee, including applicable postage fees,or the employee may file a local travel voucher for reimbursement and submit when appropriate (see IMDS Section 40.5.35.1)  

[bookmark: Passport70_39_12]70.39.12   Authorize Pick Up.  
When the SIA has prepared the official Government passport, they will notify the TIGTA Passport Coordinator that the passport is ready to be picked up.  Only authorized individuals (such as the TIGTA Passport Coordinator or Passport Acceptance Agents) may pick up official Government passports. Once TIGTA authorized personnel has picked up the passport from SIA, the TIGTA Passport Coordinator will express-mail (outside headquarters) or hand-carry (at the TIGTA National Office only) the passport to the employee.  Employees must sign their passport before using it. 

[bookmark: Passport70_39_13]70.39.13   Visa Requirement.  
Some countries require the traveler to obtain a visa in addition to having a passport.  Employees must determine the need for a visa for an impending trip prior to applying for an official passport, and prior to traveling in the future with a valid official passport.  The need for a visa must be noted in their memorandum to the Director of Leadership and Human Capital.  Employees can determine the need for a visa from the State Department website and by consulting their contact(s) in the country they plan to visit.  It is the responsibility of the Trip Coordinator (usually at Treasury’s Office of Technical Assistance (OTA)) to obtain the visa.  The Trip Coordinator will need the signed official passport to obtain a visa.  Employees should plan on five workdays to obtain a visa.  The TIGTA Passport Coordinator is only involved in the process of obtaining a visa when the trip is sponsored by TIGTA; in other cases, employees should work directly with the Trip Coordinator. 

[bookmark: Passport70_39_14]70.39.14  Additional Visa Pages.  
Travelers are responsible for ensuring sufficient visa pages are available in their Government passports before their trip.  Travelers should complete and forward Form DS-4085 (available on the State Department website) along with their official Government passport (if not already in the possession of the TIGTA Passport Coordinator) for processing to SIA.  Travelers should allow at least one week for the State Department to complete processing. 

[bookmark: Passport70_39_15]70.39.15   Country Clearance.   
While this is not an official Government passport requirement, employees should be aware that traveling to a foreign country with an official Government passport may require a country clearance.  This is an electronic confirmation by State Department that the employee can travel to that country for official Government business.  It is the responsibility of the agency sponsoring the trip to arrange for country clearance when needed.  Employees must provide their travel itinerary (flight/hotels), personal/business contact information, and country contact information. 

[bookmark: Passport70_39_16]70.39.16   Renewal of Official Government Passports.  
Employees should be aware of when their official Government passport will expire.  Employees who have an official Government passport that will soon expire must timely request a new official passport.  Official government passports are issued with a five year expiration date.  For additional information, you may refer to the State Department website. 

Employees who have an official Government passport that will expire (but is still valid) before completing future planned foreign travel arrangements, should complete Form DS-82, available on the State Department website.  The completed DS-82, along with their current official Government passport and two new passport photos should be forwarded to the TIGTA Passport Coordinator at least 30 days prior to the expiration date of the current official Government passport.  These documents should be attached to the required memorandum, through the Director of Leadership and Human Capital, to the Personnel Security Officer.  The TIGTA Passport Coordinator will prepare the Authorization Letter and forward the package to the SIA. 

[bookmark: Passport70_39_17]70.39.17   Official Government Passports Obtained through Other Agencies.
Employees who already have an official Government passport obtained from another Federal agency should send the passport along with a memo explaining they are separating from the agency to SIA.  To retrieve the passport for official travel business with the new Federal agency, the employee can submit Form DS-4085 along with a memorandum requesting to release the passport from SIA to TIGTA’s Passport Coordinator.  TIGTA’s Passport Coordinator will prepare and provide an Authorization Letter to SIA.  The re-issued official Government passport will be released back to the TIGTA Passport Coordinator who will return it to the employee.  Employees do not need specific planned foreign trips in order to have their official Government passport re-issued through TIGTA. 

[bookmark: Passport70_39_18]70.39.18   Immunization Requirements.  
An "International Certificate of Vaccination" is required for United States residents visiting foreign countries.  Canada and a few other countries do not require this certificate.  Travelers may get the certificate form and information about specific immunization requirements with the passport application at the nearest Office of the United States Public Health Service.  Immunization expenses for the purpose of official business may be charged to the cardholder’s individually-billed account (IBA).  However, pre-approval to incur immunization charges on the IBA must be obtained from the Director of Support Services in order to temporarily unblock medical merchant codes on the cardholder’s IBA.

Travelers should use U.S. Government facilities, including the United States Public Health Service, for required immunizations when available and practical.  Travelers using the services of a private physician may claim reimbursement on their travel voucher.  Employees located in Washington, DC, may use the State Department’s facilities once they have received their travel authorization.

[bookmark: Passport70_39_19]70.39.19   Official Government Passport Custody and Location.  
The U.S. official Government passport remains the property of the Federal Government.  Agencies must maintain control over and the use of both official and diplomatic passports.  When the passport is not in use, the official passport will be secured and remain in the possession of TIGTA’s Passport Program Coordinator.  The U.S. official Government passport will be secured at all times.  A lost or stolen official passport should be reported to the TIGTA Personnel Security Officer so that it can be cancelled by the U.S. State Department.
 
[bookmark: Passport70_39_20]70.39.20   Security Clearance.  
Travel to foreign areas may require a security clearance if official duties are being performed at an Embassy or Consulate.  The valid levels of security clearances are Confidential, Secret, or Top Secret.  Questions may be directed to the TIGTA Passport Coordinator who will coordinate the needed actions, including any necessary coordination with TIGTA’s Personnel Security Officer.  For related questions regarding your security clearance you may e-mail *TIGTAPersonnelSecurityOffice@tigta.treas.gov.
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