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(700)-50     I.R.C. § 6103
50.1   Overview.

“Returns and return information shall be confidential, and except as authorized by this title-(1) no officer or employee of the United States, . . . shall disclose any return or return information obtained by him in any manner in connection with his service as such an officer or an employee or otherwise under the provisions of this section. . . “  I.R.C. § 6103(a).

Internal Revenue Code (I.R.C. or Code) § 6103(a) mandates that returns and return information shall remain confidential unless disclosure is authorized by one of the Code’s exceptions to confidentiality.  The applicability of these exceptions under I.R.C. § 6103 is factually dependent.  If a Treasury Inspector General for Tax Administration (TIGTA) employee is unsure whether a specific factual situation satisfies one of the exceptions under I.R.C. § 6103 to the general rule of confidentiality, the employee should seek assistance from the Office of Chief Counsel.
In enacting the Internal Revenue Service Restructuring and Reform Act of 1998 (RRA 98), Congress conferred upon TIGTA all the investigatory duties and responsibilities of the Office of the Chief Inspector.  Pursuant to I.R.C. § 6103(h)(1), TIGTA employees whose official tax administration duties require access to returns and return information may access that information.  In those situations, the Internal Revenue Service (IRS) does not require from TIGTA a written notice of intent to access in order for TIGTA to obtain the tax return information. 

50.2   Definitions.

“The term ''return'' means any tax or information return, declaration of estimated tax, or claim for refund required by, or provided for or permitted under, the provisions of this title which is filed with the Secretary by, on behalf of, or with respect to any person, and any amendment or supplement thereto, including supporting schedules, attachments, or lists which are supplemental to, or part of, the return so filed.”  I.R.C. § 6103(b)(1).

· “Returns” under the definition are only those returns filed with the Secretary of the Treasury (or the Secretary’s delegate, e.g., the Commissioner of Internal Revenue).  These include, for example, income, estate, and information returns.  Copies of returns retained by the taxpayer are not returns protected under I.R.C. § 6103. 

“The term ''return information'' means - (A) a taxpayer's identity, the nature, source, or amount of his income, payments, receipts, deductions, exemptions, credits, assets, liabilities, net worth, tax liability, tax withheld, deficiencies, overassessments, or tax payments, whether the taxpayer's return was, is being, or will be examined or subject to other investigation or processing, or any other data, received by, recorded by, prepared by, furnished to, or collected by the Secretary with respect to a return or with respect to the determination of the existence, or possible existence, of liability (or the amount thereof) of any person under this title for any tax, penalty, interest, fine, forfeiture, or other imposition, or offense, and (B) any part of any written determination or any background file document relating to such written determination (as such terms are defined in section 6110(b)) which is not open to public inspection under section 6110, but such term does not include data in a form which cannot be associated with, or otherwise identify, directly or indirectly, a particular taxpayer. Nothing in the preceding sentence, or in any other provision of law, shall be construed to require the disclosure of standards used or to be used for the selection of returns for examination, or data used or to be used for determining such standards, if the Secretary determines that such disclosure will seriously impair assessment, collection, or enforcement under the internal revenue laws.” I.R.C. § 6103(b)(2).

· Return information includes all information gathered by or on behalf of the Secretary of the Treasury (e.g., by IRS or TIGTA) with respect to determining possible liability under Title 26.  Thus, information TIGTA gathers pursuant to a Title 26 investigation constitutes the return information of the investigation’s subject.

· The Supreme Court has held that return information retains its protected character under I.R.C. § 6103 even when identifiers are (direct, such as name, Social Security Number (SSN), address; indirect such as Chief Executive Officer (CEO), Governor, State) removed.  Thus, protected information cannot be released merely because all identifiers have been stripped out; there must be an exception under I.R.C. § 6103 authorizing its disclosure.

“The term ''taxpayer return information'' means return information as defined in paragraph (2) which is filed with, or furnished to, the Secretary by or on behalf of the taxpayer to whom such return information relates.”  I.R.C. § 6103(b)(3).

· The distinction between “return information” and “taxpayer return information” is significant only in the application of I.R.C. § 6103(i) which provides for disclosures in federal non tax criminal matters.
“The term ''tax administration'' - (A) means - (i) the administration, management, conduct, direction, and supervision of the execution and application of the internal revenue laws or related statutes (or equivalent laws and statutes of a State) and tax conventions to which the United States is a party, and (ii) the development and formulation of federal tax policy relating to existing or proposed internal revenue laws, related statutes, and tax conventions, and (B) includes assessment, collection, enforcement, litigation, publication, and statistical gathering functions under such laws, statutes, or conventions.” I.R.C. § 6103(b)(4).

· Under I.R.C. § 6103(h)(1), TIGTA employees, as Treasury employees, are entitled to access or obtain returns and return information as long as the information is being sought in the performance of official tax administration duties.  For example, during an audit of IRS examination productivity, TIGTA auditors can obtain and review tax returns and return information pursuant to their tax administration duties.

“The term ''disclosure'' means the making known to any person in any manner whatever a return or return information.”  I.R.C. § 6103(b)(8).

· There can be no “disclosure” of return information under I.R.C. § 6103 if the recipient already knows the information.

· The fact of IRS or TIGTA interest (if TIGTA is conducting a title 26 investigation, for example) is an added piece of return information.  So, even if a witness knows of the alleged wrongdoing he/she may not know of TIGTA’s investigation of the wrongdoing.  Therefore, if the Special Agent reveals that the alleged wrongdoing was being investigated, it would result in the disclosure of the subject’s return information.

50.3   Civil Remedies.

I.R.C. § 7431(a) permits a taxpayer to bring a civil action for damages against the United States if an officer or employee of the United States knowingly or negligently discloses the taxpayer’s return or return information in violation of I.R.C. § 6103. See section 100.3, Unauthorized Disclosure lawsuits.  

50.4   Criminal Penalties.

50.4.1   Unauthorized Accesses (UNAX) – I.R.C. § 7213A.

In addition to the civil liability discussed in Section 50.3 of this Chapter, I.R.C. § 7213A imposes misdemeanor criminal penalties for the willful unauthorized inspection of returns or return information by a Federal Government employee (a.k.a., “browsing” or “UNAX”).  To prove willfulness, the United States must show that the employee knowingly inspected the return or return information in violation of I.R.C. § 6103.

The penalties for an unauthorized access are a fine of up to $1,000, or up to one year imprisonment, and the costs of prosecution.  A federal employee, upon conviction must also be dismissed from employment.  The statute of limitations is three years from the date of the disclosure. I.R.C. § 6531.  NOTE:  This differs from the statute of limitations under I.R.C. § 7431 for civil liability for unauthorized disclosures which runs two years from the date of the taxpayer’s discovery of the disclosure.  I.R.C. § 7431(d).

50.4.2   Unauthorized Disclosures – I.R.C. § 7213.

I.R.C. § 7213(a) makes it a felony for any current or former federal officer or employee willfully to disclose returns or return information to third parties in violation of I.R.C. § 6103.  

The penalties for willful violation of the confidentiality laws upon conviction are imprisonment of up to five years, a fine not exceeding $5,000, and the costs of prosecution.  A federal employee, upon conviction must also be dismissed from employment.  The statute of limitations is three years from the date of the disclosure.  I.R.C. § 6531.

50.5   Authorized Disclosures.

50.5.1   General.

As discussed in sections 50.1 and 50.2, I.R.C § 6103 generally mandates the confidentiality of returns and return information and prohibits their disclosure.  There are, however, certain exceptions under I.R.C. § 6103 authorizing the disclosure of returns and return information.  The determination as to whether the information can be disclosed is fact specific.  If there is any question about whether disclosure of returns and return information is authorized in a specific instance, the Office of Chief Counsel should be consulted before the disclosure is made to assist the function in making the determination.   
50.5.2   Exceptions.

The exceptions upon which TIGTA employees most often rely in conducting official duties are:

50.5.2.1   Disclosure pursuant to taxpayer consent - § 6103(c).

· Consents must be in writing, must contain taxpayer identity information (name, address, and taxpayer identification number), must specifically designate to whom information is to be disclosed, and the type of return or return information to be disclosed (including specific tax periods covered).  The consent must be signed and dated and received by TIGTA within 60 days of execution.  For a sample consent, see Exhibit (400)-70.1.  Please note, that even a consensual disclosure of returns or return information will not be made if the disclosure would seriously impair tax administration.  See (700)-50.6, below.  

50.5.2.2   Disclosure to persons with a material interest – 6103(e).

· Persons with a material interest may obtain access to returns and return information.  “Material Interest” usually means some kind of financial interest.  This provision describes who may access individual returns, joint returns, partnership returns, corporation and subsidiary returns, estate and decedent returns, trust returns, returns of incompetent taxpayers, and returns of a debtor in bankruptcy.  Although a written request is required to access returns under this provision, a written request is not required to access return information. 

50.5.2.3   Tax information available in the public record.

· There is no express statutory exception authorizing the disclosure of returns or return information that has become a part of the public record in a judicial or administrative tax administration proceeding.  Some, but not all, courts have recognized a public record exception to I.R.C. § 6103.  The judicially created public record exception authorizes the disclosure of returns and return information when that information has become part of the public record pursuant to a tax administration proceeding.   For example, information contained in a Notice of Federal Tax Lien and also in a taxpayer’s bankruptcy petition was no longer confidential and disclosure did not violate I.R.C. § 6103.

· When relying on the public record exception, the most prudent course in making a disclosure is to disclose only copies of records actually filed with or issued by a court in a tax administration proceeding (not to disclose copies of those records maintained in agency files even if the agency’s copies are identical to the copies filed with the court).  

50.5.2.4   Disclosures for Tax Administration Purposes – I.R.C. § 6103(h).

· I.R.C. § 6103(h)(1) permits the disclosure of returns and return information to employees of the Department of the Treasury, including TIGTA employees, whose official duties require the disclosure in connection with their official tax administration duties.  This section authorizes access to tax information when a Treasury employee has a “need to know” to perform a tax administration function.  (E.g., TIGTA ‘s investigation of Title 26 offenses would be an instance where I.R.C. § 6103(h)(1) would authorize a disclosure.) 

· I.R.C. § 6103(h)(2) authorizes the disclosure of returns and return information to the Department of Justice in certain matters involving tax administration.  (See I.R.C. § 6103(h)(2)(A), (B), and (C)) for use in proceedings before a federal grand jury or before a federal or state court in a matter involving tax administration.)

· I.R.C. § 6103(h)(4) authorizes the disclosure of returns and return information in certain judicial and administrative tax proceedings.  (See I.R.C. § 6103(h)(4)(A), (B), (C)).

50.5.2.5   Investigative disclosures– I.R.C. § 6103(k)(6).

· TIGTA employees are authorized under I.R.C. § 6103(k)(6) to make disclosures of return information to the extent necessary to obtain information not otherwise reasonably available with respect to investigation and  enforcement of Internal Revenue Code provisions.  I.R.C. § 6103(k)(6) authorizes disclosure of return information, but does not authorize disclosure of returns.  Although the return itself cannot be disclosed, information can be taken from the return (e.g., number of dependents, SSN’s, etc.), and disclosed.  Both the statute and courts interpreting the provision require the disclosures to be necessary to obtain information; disclosures for the recipient’s benefit are not authorized under this provision.

50.5.2.6   Disclosures in non-tax criminal investigations – I.R.C. § 6103(i).

· Under I.R.C. § 6103(i)(1), the Department of Justice may obtain access to tax information for use in a non tax criminal investigation pursuant to an ex parte order of a federal court or magistrate.

· Under I.R.C. § 6103(i)(3)(B), tax return information may be disclosed to the extent necessary to notify appropriate federal and state law enforcement agencies of circumstances involving imminent danger of death or physical injury to an individual.  NOTE:  Currently, this provision does not authorize disclosures to local law enforcement agencies.  

· Accounting requirements are described in subsection 50.7. 

50.5.2.7   Terrorism-Related Disclosures – I.R.C. § 6103(i)(3)(C) and § 6103 (i)(7).
The term “domestic terrorism” is defined in 18 U.S.C. § 2331(5) as activities occurring primarily within the United States that “involve acts dangerous to human life that are a violation of the criminal laws of the United States” which appear to be intended:  (1) to intimidate or coerce a civilian population; (2) to influence the policy of a government by intimidation or coercion; or (3) to affect the conduct of a government by mass destruction, assassination, or kidnapping.  

· 6103(i)(3)(C)(i):  TIGTA may disclose in writing return information (but not returns or taxpayer return information) related to terrorism to the extent necessary to apprise the head of a federal law enforcement agency responsible for investigating or responding to a terrorist incident, threat, or activity.  A “taxpayer’s identity” does not constitute “taxpayer return information” under this section.  (Note: “taxpayer return information” is information received from the taxpayer or on the taxpayer’s behalf.)

· 6103(i)(3)(C)(ii):  TIGTA may disclose in writing to the Attorney General returns and taxpayer return information to the extent necessary and solely for use in applying for an ex parte order.

· “Taxpayer identity” means the name of the person with respect to whom a return is filed, the person’s mailing address, taxpayer identifying number, or a combination of those items.  I.R.C. § 6103(b)(6).  “The term ‘person’ shall be construed to mean and include an individual, a trust, estate, partnership, association, company, or corporation.”  I.R.C. § 7701(a)(1).

· 6103(i)(7)(A)(i):  TIGTA may disclose return information (but not returns or taxpayer return information) upon receipt of a written request from the head of any federal law enforcement agency (or the agency head’s delegate) involved in the response to or investigation of any terrorist incident, threat, or activity.  TIGTA may disclose the material to employees of any federal law enforcement agency who are personally or directly engaged in the response to or investigation of any terrorist incident, threat, or activity.  They, in turn, may only use the return information for the terrorist response or investigation.

· 6103(i)(7)(A)(ii):  The head of the federal law enforcement agency receiving the disclosure may, in turn, disclose that material to employees of any state or local law enforcement agency if that agency is part of a team with the federal law enforcement agency in responding to or investigating a terrorist incident, threat, or activity.  The return information may only be disclosed to state or local law enforcement agency employees who are personally and directly engaged in that response or investigation.

· 6103(i)(7)(B):  TIGTA may disclose return information (but not returns or taxpayer return information) upon receipt of a written request from:  (a) an employee of either the Justice Department or the Treasury Department who was appointed by the President with the advice or consent of the Senate, or from the Director of the U.S. Secret Service; (b) who is responsible for the collection and analysis of intelligence and counterintelligence information concerning any terrorist incident, threat, or activity.  The written request must set forth the specific reason(s) why the disclosure may be relevant to the terrorist incident, threat, or activity.  A taxpayer’s identity is not taxpayer return information for purposes of this subsection.
· 6103(i)(7)(C):  Under this section, the circumstances in which an ex parte order may be granted are expanded to instances in which there is reasonable cause to believe, based on information believed to be reliable, that the return or return information may be relevant to a matter relating to a terrorist incident, threat, or activity.  The ex parte order may provide that those returns or return information be open to inspection by, or disclosure to, any federal law enforcement or intelligence agency employees who are personally and directly engaged in any investigation, response to, or analysis of, intelligence and counter intelligence concerning any terrorist incident, threat or activity.

50.6   Impairment.

Even if a disclosure of return information is authorized pursuant to a taxpayer consent or to a person having a material interest, access to the return information sought may be denied if disclosure of the information would seriously impair federal tax administration.  For example, Mr. Smith submits a written request seeking access to his 1999 investigative file.  One of the documents contained in the file is a witness statement submitted by Mr. Brown concerning Mr. Smith’s dealings with XYZ Corporation.  The investigation is still ongoing and a release of this statement would divulge information that would allow Mr. Smith to impair the scope and direction of the investigation.  Since an impairment determination has been made, Mr. Smith may not have access to his file.
50.7   Accounting for Disclosures.

50.7.1   I.R.C. § 6103(p)(3) requires that TIGTA maintain an accounting of certain disclosures of tax returns and return information.  With several exceptions, when an oral or written disclosure is made of tax returns or return information, a record of the disclosure must be created and must be available for examination by the Joint Committee on Taxation or the Chief of Staff of such joint committee.   

50.7.2   An accounting is not required for disclosures under the authority of the following sections:

· I.R.C. § 6103(c) - disclosures with the consent of the taxpayer;

· I.R.C. § 6103(e)  - disclosure to persons with material interest;

· I.R.C. § 6103(h)(1), (3)(A) and (4) - disclosures to the Department of Treasury,  Justice, or federal or state judicial or administrative proceedings for tax administration purposes;

· I.R.C. § 6103(i)(4) - disclosures in judicial or administrative proceedings of return or return information obtained via an ex parte order;

· I.R.C. § 6103(i)(7)(A)(ii) - disclosures to the General Accounting Office;

· I.R.C. § 6103(k)(1), (2), (6) and (8) - investigative disclosures;

· I.R.C. § 6103(l)(1), (4)(B), (5), (7), (8), (9), (10), (11), (12), (13), (14),

(15), and (16) - this includes disclosures in administrative personnel matters;

· I.R.C. § 6103(m) - this section includes disclosure of taxpayer identity information to notify persons entitled to tax refunds or to collect/compromise a federal claim; and,

· I.R.C. § 6103(n) - disclosures to any persons providing services for tax administration purposes e.g., contractors, experts, etc.

50.7. 3   Examples of instances when an accounting must be maintained include disclosures of return information in circumstances involving an imminent danger of death or physical injury or disclosures to the Department of Justice in response to an ex parte order.

50.7.4   If an accounting of a disclosure is necessary the following information must be maintained by TIGTA:

· The date of disclosure;

· The information disclosed;

· The nature and purpose of each disclosure; and,

· The name and address of the recipient of the information disclosed.

50.7.5  This accounting of disclosure should be forwarded to the Office of Chief Counsel's Disclosure Section who is responsible for maintaining the accounting of disclosures of returns and return information.

50.8 Safeguarding Returns and Return Information.

Under section 8(D)(e)(3) of the Inspector General Act of 1978, as amended, TIGTA employees are subject to the Internal Revenue Code’s safeguard and security conditions for receiving returns and return information.  I.R.C. 6103(p)(4) requires that the confidentiality of returns and return information be protected by, among other things, being stored in a secured area and being accessible only by persons whose duties require access and to whom disclosure may be legally made.  For additional guidance see “Safeguards For Protecting Federal Tax Returns and Return Information” (Rev. June 2000).
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