_r‘; |
e
o J

v

Al

|
zZMll| |
f “‘\
E IR
1l

. i
l

M

Treasurry [-ns])ecto-r General for Tax Administration

SEMIANNUAL REPORT TO CONGRESS

PERRENEER

OCTOBER 1, 2013 — MARCH g1, 2014
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TAX ADMINISTRATION
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TIGTA’S VISION

Maintain a highly skilled, proactive, and diverse Inspector General organization
dedicated to working in a collaborative environment with key stakeholders
to foster and promote fair tax administration.

TIGTA’s MISSION

Provide quality professional audit, investigative, and inspections and evaluations services
that promote integrity, economy, and efficiency in the administration
of the Nation’s tax system.

TIGTA’Ss CORE VALUES

Integrity - Maintain the highest professional standards of integnity,
personal responsibility, independence, objectivity, and operational excellence
in pursuit of TIGTA's mission.

Organizational Innovation — Model innovative practices in organizational structure,
operational programs and processes, audit, investigative, and inspection and evaluation
methodologies, and the application of advanced information technology.

Commnaunication — Achieve effective organizational approaches and solutions
by encouraging open, honest, and respectful communication

among TIGTA's executives, employees, offices, and functions,
as well as between TIGTA and its external stakeholders.

Value Employees — Respect the dignity, contributions, and work-life balance of our
employees, and recognize diversity as fundamental to the strength of our organization.

Comnuitment to Collaboration — Establish and maintain collaborative and professional
relationships with other Government and non-Government stakeholders.
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TIGTA SEMIANNUAL REPORT TO CONGRESS

Inspector General’s
Message to Congress

It gives me great pleasure to submit this Semiannual Report
to Congress, summarizing the accomplishments of the
Treasury Inspector General for Tax Administration (TIGTA)
for the reporting period of October 1, 2013 to March 31,
2014. TIGTA'’s achievements in promoting its mission to
provide oversight of the Internal Revenue Service (IRS) and
protect the integrity of Federal tax administration are
showcased through the various audits, investigations, and
inspections and evaluations summarized in this report.

This reporting period marked the 15" anniversary of the date when TIGTA officially stood
up, on January 19, 1999, following a reorganization of the IRS pursuant to the Internal
Revenue Service Restructuring and Reform Act of 1998 (RRA 98). During this reporting
period, TIGTA’s combined audit and investigative efforts have resulted in the recovery,
protection, and identification of monetary benefits totaling $2.3 billion. During this same
period, TIGTA’s Office of Audit has completed 20 audits, and its Office of Investigations
has completed 1,418 investigations.

Increasing voluntary taxpayer compliance and reducing the Tax Gap remain the focus of
many IRS initiatives and, consequently, much of TIGTA’s oversight activities. For
instance, one audit report completed during this reporting period determined that the
IRS has not developed processes to address the majority of discrepancies between
deductions claimed and income reported for alimony payments. Our analysis of
567,887 returns from Tax Year (TY) 2010 determined that the amount of deductions
claimed for alimony exceeded the amount of income reported by more than $2.3
billion.

Our audit work for the reporting period included a number of other reports that
focused on tax compliance. One such report concluded that a number of tax-exempt
organizations have substantial delinquent payroll taxes, and that approximately 1,200
such organizations owed more than $100,000 each. In another report, TIGTA
determined that the IRS’s amended tax return filing and processing procedures need
to be modernized and improved to reduce erroneous refunds, processing costs, and
taxpayer burden. In yet another report, we found that during TY 2011, taxpayers
potentially made approximately $53 million in improper claims for contributions to
gualifying retirement accounts.

Examining the Awards Program of the IRS, TIGTA’s auditors found that the program
complied with Federal regulations, but that some IRS employees with tax compliance
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issues received awards. While IRS policies do not specifically prohibit the practice,
TIGTA concluded that providing awards to those employees appears to run counter to
the intent of the awards system and the IRS’s charge to ensure the integrity of the
Federal system of tax administration.

IRS executive travel has also been an area of inquiry for TIGTA during the reporting
period. Our Office of Inspections and Evaluations reviewed the travel records for 31
IRS executives to determine whether their travel appeared to be properly classified as
taxable or nontaxable. TIGTA found that the tax classification of travel for nine
executives appeared to be incorrect based on their travel patterns and the IRS’s
validation, and that for three executives the classification was not made in a timely
manner.

TIGTA’s Office of Investigations (Ol) is tackling a sharp rise in threats to the Federal
system of tax administration, in particular a steep increase in scams involving identity
theft and telephone fraud. During this reporting period, TIGTA received reports of tens
of thousands of contacts and has become aware of thousands of victims who have
collectively paid over $2 million as a result of a single scam, in which individuals
fraudulently claiming to be IRS officials make unsolicited calls to taxpayers and demand
money.

Unfortunately, the ease of committing identity theft also tempts IRS employees. Ol is
continuing its efforts to protect taxpayers from the few IRS employees who choose to
violate the trust placed in them by taxpayers. For example, TIGTA’s investigative
efforts resulted in convictions against, or guilty pleas by, corrupt IRS employees who
separately conducted or participated in the conduct of criminal tax identity theft
schemes in Kentucky, Georgia, Missouri, Pennsylvania, and California.

At the same time, Ol also continued to carry out its statutory mandate to protect the
employees and facilities of the IRS against threats of violence or other means of
intimidation. One investigation led to the indictment of a taxpayer in Rhode Island for
retaliating against an IRS agent by threatening to assault and murder the agent and
the agent’s family member. Another investigation led to a guilty plea by a Florida
resident for using threats of force to intimidate and impede an IRS Revenue Officer.

Now in its sixteenth year, TIGTA continues the steadfast pursuit of its mission to provide

effective and efficient oversight of the Nation’s tax administration system. | am proud of
our employees and of their relentless commitment to this mission.

Sincerely,

N (W S
J. Russell George
Inspector General
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TIGTA’s Profile

he Treasury Inspector General for

Tax Administration (TIGTA)

provides independent oversight of

the Department of the Treasury’s
matters involving Internal Revenue Service
(IRS) activities, the IRS Oversight Board,
and the IRS Office of Chief Counsel.
Although TIGTA is placed organizationally
within the Department of the Treasury and
reports to the Secretary of the Treasury and to
Congress, it functions independently from all
other offices and bureaus within the
Department.

TIGTA oversees all aspects of activity related
to the Federal tax system as administered by
the IRS. TIGTA protects the public’s
confidence in the tax system by identifying
and addressing the IRS’s management
challenges and implementing the priorities of
the Department of the Treasury.

TIGTA’s organizational structure is comprised
of the Office of the Inspector General and six
functional offices: the Office of
Investigations; the Office of Audit; the Office
of Inspections and Evaluations; the Office of
Mission Support; the Office of Information
Technology; and the Office of Chief Counsel
(See chart on page 8).

TIGTA provides audit, investigative, and
inspection and evaluation services that
promote economy, efficiency, and integrity in
the administration of the Internal Revenue
laws.

Statutory Mandate

e Protect against external

attempts to corrupt or
threaten IRS employees.

e Provide policy direction and

conduct, supervise, and
coordinate audits and
investigations related to IRS
programs and operations.

Review existing and
proposed legislation and
regulations related to IRS
programs and operations,
and make recommendations
concerning the impact of
such legislation or
regulations.

Promote economy and
efficiency in the
administration of tax laws.

Prevent and detect waste,
fraud, and abuse in IRS
programs and operations.

Inform the Secretary of the
Treasury and Congress of
problems and deficiencies
identified and of the
progress made in resolving
them.
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Organizational Structure

Inspector General

Principal Deputy
Inspector General

Deputy
Deputy Deputy Inspector Associate Chief Chief
Inspector Inspector General for Inspector Information Counsel

General for
Investigations

General for
Audit

Inspections
and
Evaluations

General for
Mission
Support

Officer

Authorities

TIGTA derives its authority from the Inspector General Act of 1978, as amended.' TIGTA
has access to tax returns and return information in the performance of its tax
administration responsibilities. TIGTA must also report potential Federal criminal
violations directly to the U.S. Attorney General. TIGTA and the Commissioner of the IRS
have established policies and procedures delineating responsibilities to investigate
potential criminal offenses under Internal Revenue laws. In addition, the Internal
Revenue Service Restructuring and Reform Act of 1998 (RRA 98)? amended the
Inspector General Act of 1978 to give TIGTA the statutory authority to carry firearms,
execute and serve search and arrest warrants, serve subpoenas and summonses, and
make arrests as set forth in Internal Revenue Code (I.R.C.) § 7608(b)(2).

> 5 U.S.C. app. 3 (amended 2008).
Pub. L. No. 105-206, 112 Stat. 685 (codified as amended in scattered sections of 2 U.S.C., 5 U.S.C. app.,
16 U.S.C.,and 19 U.S.C,,22 U.S.C,,23U.S.C.,,26 U.S.C.,,31 U.S.C,,38 U.S.C., and 49 U.S.C)).
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TIGTA’s Highlights

Examples of High-Profile Cases by the Office of
Investigations:

Former IRS Employee Sentenced in Identity Theft Scheme

On January 23, 2014, in the Eastern District of Kentucky, former IRS employee Joy Fox
was sentenced for her role in an identity theft scheme.® Fox pled guilty on September 12,
2013* to aiding and abetting aggravated identity theft and aiding and abetting mail fraud.
According to court documents, on dates between January 2013 and March 2013, Fox and
a coconspirator, Patrick Sharpe, carried out a scheme to defraud and obtain money by
means of false pretense.® Sharpe pled guilty on October 3, 2013.°

Fox was employed as a financial technician with the IRS in Florence, Kentucky. As part
of her duties, Fox had access to an IRS computer system which maintains taxpayer
information, including names, Social Security Numbers (SSN), and dates of birth. Fox’s
authorized access to the IRS system was limited to official business only.” As part of the
scheme, Fox agreed to access the IRS computer system without authority, obtain the
identifying information of numerous taxpayers, and provide the information to Sharpe.
Sharpe requested that Fox provide identifying information on individuals 65 years of age
or older who were entitled to receive Social Security benefits. His plan was to apply
online for AccountNow® debit cards using the stolen identities and fund the cards with the
individuals’ Social Security benefits.®

In addition to fraudulently obtaining debit cards, Fox and Sharpe agreed to defraud the
IRS by submitting a false tax return in the name of an individual whose identity Fox
unlawfully obtained. Fox and Sharpe had agreed to share the refund if they were
successful.® Fox was sentenced to 28 months in prison, to begin on February 24, 2014,
followed by one year of supervised probation.*

California Man Sentenced in Connection With Identity Theft Tax Scheme

On January 22, 2014, in the Central District of California, Jerry Gregoire, Jr. was
sentenced for making false claims against the United States and theft of Government

E.D. Ky. Judgment filed Jan. 23, 2014.

E.D. Ky. Plea Agreement for Joy Fox filed Sep. 12, 2013.

E.D. Ky. Indictment filed July 18, 2013.

E.D. Ky. Plea Agreement for Patrick Sharpe filed Oct. 3, 2013.
E.D. Ky. Plea Agreement for Joy Fox filed Sep. 12, 2013.

9E D, Ky. Judgment filed Jan. 23, 2014.
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funds.'* Gregoire was found guilty by a jury on 13 counts of the October 1, 2013
substitute indictment.*?

According to court documents, as part of a stolen identity refund scheme, Gregoire
submitted tax returns to the IRS using the true names and SSNs of other individuals
without their knowledge or consent. The returns included false income, expenses, and
deductions, thus inducing refunds to be issued. The refunds were directed to bank
accounts that Gregoire controlled.™®

When Gregoire attempted to cash refund checks in the names of three victims, Money
Mart (a check cashing business) notified TIGTA. Gregoire had claimed the individuals’
names on the checks were actually names of his businesses and his new clothing lines.
He provided fabricated business documents and IRS Forms SS-4, purporting that the IRS
had issued Employer Identification Numbers (EIN) in these business names. **

The investigation of Gregoire was conducted jointly by agents from IRS Criminal
Investigation and TIGTA. A search warrant at Gregoire’s residence identified multiple
fraudulent documents in the name of one of the victims, including a false IRS Form SS-4
and a fabricated Form W-2, along with a document containing the real name, SSN, date
of birth, and occupation of the victim.*

Gregoire was sentenced to a total of 65 months of incarceration and ordered to make
restitution in the amount of $140,205 to the victim, the IRS.*® He is appealing his
conviction."’

Individual Indicted for Threatening IRS Employee and Family Member

On January 15, 2014, Andrew Calcione was indicted in the District of Rhode Island on
two counts of retaliating against a Federal official by threatening or injuring a family
member.*® According to court documents, Calcione knowingly and intentionally
threatened to assault and murder an IRS Revenue Agent, as well as the Revenue Agent’'s
immediate family member. Calcione made such threats with the intent to impede,
intimidate, and interfere with the official duties of the IRS employee, and to retaliate
against the employee on account of the employee’s performance of official IRS
business.*

. Cal. Judgment filed Jan. 22, 2014.

. Cal. Verdict filed Oct. 4, 2013; C.D. Cal. Substitute Indict. filed Oct. 1, 2013.
. Cal. First Superseding Indict. filed May 8, 2013.

. Cal. Crim. Compl. filed April 16, 2013.

P

[

. Cal. Judgment filed Jan. 22, 2014.
. Cal. Notice of Appeal filed Jan. 22, 2014.
1. Indictment filed Jan. 15, 2014.
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Examples of High-Profile Reports by the Office of
Audit:

Significant Discrepancies Exist Between Alimony Deductions Claimed by
Payers and Income Reported by Recipients

The IRS has not developed processes to address the majority of discrepancies
between deductions claimed and income reported for alimony. Our analysis of
567,887 Tax Year (TY) 2010 returns with an alimony deduction claim identified
266,190 (47 percent) tax returns in which it appears that individuals claimed alimony
deductions for which income was not reported on a corresponding recipient’s tax
return, or in which the amount of alimony income reported did not agree with the
amount of the deduction taken. There is a discrepancy of more than $2.3 billion in
deductions claimed versus corresponding income reported.

Apart from examining a small number of tax returns, the IRS generally has no
processes or procedures to address this substantial compliance gap.

IRS processes also do not ensure that individuals provide a valid recipient Taxpayer
Identification Number (TIN) when claiming an alimony deduction, as required by the
I.R.C. TIGTA’s analysis of the 567,887 TY 2010 returns that claimed an alimony
deduction identified an estimated 6,500 tax returns for which the IRS failed to identify
that the recipient TIN was missing or invalid. In addition, because of errors in IRS
processing instructions, the IRS did not assess penalties totaling $324,900 on
individuals who did not provide a valid recipient TIN as required.

TIGTA recommended that the IRS:

e Evaluate current examination filters in order to ensure that potentially high-
risk tax returns are not inappropriately excluded from examination;

o Develop a strategy to address the significant alimony compliance gap;

e Revise processes and procedures to verify that all tax returns include a valid
recipient TIN when claiming an alimony deduction; and

e Correct errors in IRS processing instructions to ensure that the penalty is
accurately assessed on all tax returns in which a valid recipient TIN is not
provided.

IRS management agreed with these recommendations and stated that it plans to take
corrective actions.

Reference No. 2014-40-022
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The IRS Awards Program Complied With Federal Regulations, but Some
Employees With Conduct Issues Received Awards

The IRS Awards Program complied with Federal requirements to limit awards
expenditures and saved additional funds by keeping aggregate incentive payments,
individual employee compensation, and aggregate awards below the Federal limits.
According to the IRS, it took further actions in Fiscal Year (FY) 2013 to limit awards to
the extent allowable by law.

However, between October 1, 2010 and December 31, 2012, more than 2,800
employees with recent substantiated conduct issues resulting in disciplinary action
received more than $2.8 million in monetary awards, more than 27,000 hours in time-
off awards, and 175 quality step increases. Among these, more than 1,100 IRS
employees with substantiated Federal tax compliance problems received more than $1
million in cash awards, more than 10,000 hours in time-off awards, and 69 quality step
increases within one year after the IRS substantiated their tax compliance problem.

With few exceptions, the IRS does not consider tax compliance or other misconduct
when issuing performance awards or most other types of awards. Governmentwide
policies do not provide guidance on providing awards to employees with conduct
issues. RRA 98 does not specifically mention awards, but does make mandatory the
removal of IRS employees who are found to have intentionally committed certain acts
of misconduct, including willful failure to pay Federal taxes. Thus, while not specifically
prohibited, providing awards to employees with conduct issues, especially those who
fail to pay Federal taxes, appears to create a conflict with the IRS’s charge of ensuring
the integrity of the system of tax administration.

TIGTA recommended that the IRS determine the feasibility of implementing a policy
requiring management to consider conduct issues resulting in disciplinary actions,
especially the nonpayment of taxes, prior to awarding all types of performance and
discretionary awards.

The IRS agreed with TIGTA’s recommendation. The Human Capital Officer plans to
conduct a feasibility study by June 30, 2014 for the implementation of a policy requiring
management to consider conduct issues resulting in disciplinary actions prior to
awarding all types of performance and discretionary awards.

Reference No. 2014-10-007
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Promote the Economy, Efficiency, and
Effectiveness of Tax Administration

effectiveness of tax administration. TIGTA provides recommendations to improve
IRS systems and operations and to ensure the fair and equitable treatment of
taxpayers. TIGTA’s comprehensive and independent performance and financial

audits of IRS programs and operations primarily address statutorily mandated reviews
and high-risk challenges faced by the IRS.

T IGTA’s Office of Audit (OA) strives to promote the economy, efficiency, and

The IRS’s implementation of TIGTA audit recommendations results in:

Cost savings;

Increased or protected revenue;

Protection of taxpayers’ rights and entitlements; and
More efficient use of resources.

Each year, TIGTA identifies and addresses the IRS’s major management and
performance challenges. OA places its emphasis on statutory audits required by RRA 98
and other laws, as well as areas of concern to Congress, the Secretary of the Treasury,
the Commissioner of the IRS, and other key stakeholders.

Audit Emphasis Areas for October 2013 through March 2014

Security for Taxpayer Data and Employees

Tax Compliance Initiatives

Implementing the Affordable Care Act and Other Tax Law Changes
Fraudulent Claims and Improper Payments

Achieving Program Efficiencies and Cost Savings

The following summaries highlight significant audits completed in each area of emphasis
during this six-month reporting period:

Security for Taxpayer Data and Employees

The IRS faces the daunting task of securing its computer systems against the growing
threat of cyberattacks. Effective information systems security is essential to ensure that
data are protected against inadvertent or deliberate misuse, improper disclosure, or
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destruction, and that computer operations supporting tax administration are protected
against disruption or compromise.

Planning Is Underway for the Enterprise-Wide Transition to Internet Protocol
Version 6, but Further Actions Are Needed

The IRS established a project team to manage its network conversion from the current
version, Internet Protocol version 4 (IPv4), to the next generation, Internet Protocol
version 6 (IPv6), which has greater address space. The project team has adequately
planned for security risks during the conversion, but has not completed some
elements of the transition plan. For example, the IRS has not established an IPv6
Advisory Board or prepared a resource plan to ensure proper guidance and
coordination within and outside of the agency on its IPv6 efforts.

Also, the Procurement function did not establish controls to ensure that all new
information technology purchases were IPv6 capable in accordance with the Federal
Acquisition Regulation. Lastly, TIGTA found that the project team received
inadequate oversight from the Infrastructure Executive Steering Committee and did
not adhere to the IRS’s Enterprise Life Cycle policy. Given the geographic dispersion
of the IRS network, and its size and complexity, the enterprise-wide network
conversion will have a far-reaching impact on many IRS functions.

TIGTA recommended that the IRS:

e Direct the project team to establish an advisory board,;

¢ Develop an Information Resources Management Strategic Plan;

e Coordinate with the IRS Enterprise Life Cycle Office to better manage project
documentation and schedules;

e Update the IRS Procurement Office policy to align with the Federal
Acquisition Regulation;

e Establish a control to prevent the purchase of IPv6 incapable products;

e Coordinate with IRS business units to ensure that complete responses to the
project team’s applications data call are received, so that they can begin
extensive planning for each application that will require upgrading;

e Assess the merits of transferring project oversight to another governance
board that regularly monitors and provides oversight of information
technology projects; and

e Direct the Infrastructure Executive Steering Committee to update its charter in
order to properly reflect the current roles and responsibilities of the
committee.

The IRS agreed with our recommendations to develop an Information Resources
Management Strategic Plan, better manage IPv6 project documentation, update the
Infrastructure Executive Steering Committee charter, and coordinate between offices
to achieve procurement policy alignment with Federal regulations and an exchange of
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information necessary for a successful transition to IPv6. The IRS updated the IPv6
Transition Plan so that existing oversight groups fulfill the purpose of an advisory
board. IRS management prefers to continue with its current governance board
structure for this project since it provides oversight for the entire Information
Technology infrastructure portfolio.

Reference No. 2014-20-016

Tax Compliance Initiatives

Tax compliance initiatives include the administration of tax regulations, the collection
of the correct amount of tax from businesses and individuals, and the oversight of
tax-exempt and government entities. Increasing voluntary taxpayer compliance and
reducing the Tax Gap® remain the focus of many IRS initiatives. Although the IRS
reported that the Tax Gap is caused by both unintentional taxpayer errors and willful
tax evasion or cheating, it does not have sufficient data to differentiate the amounts
attributable to each. The IRS also reported that a meaningful improvement in the
voluntary compliance rate requires a long-term, focused effort involving taxpayer
service, modernization, and enforcement.

Millions of Dollars in Potentially Improper Self-Employed Retirement Plan
Deductions Are Allowed

TIGTA sought to determine whether the IRS’s controls and third-party data are adequate
to identify improper deductions for contributions made by self-employed taxpayers to their
own Simplified Employee Pension (SEP) planned retirement account. An SEP is a
retirement plan that allows self-employed taxpayers to make contributions toward their
own and their employees’ retirement without getting involved in a more complex qualified
plan. Improper deductions could be verified using information provided by taxpayers
when individual tax returns are filed. If the IRS improves controls, it could prevent
improper deductions and potentially protect $71 million in revenue over five years.

In addition, TIGTA found that the IRS could better use third-party data to detect potentially
improper SEP deductions. For example, to be able to claim an SEP deduction on line 28
of Form 1040, self-employed taxpayers must show net earnings on a self-employed
business. If the IRS improves controls, it could detect improper deductions and
potentially realize $29 million in revenue over five years.

TIGTA recommended that the IRS enhance controls to prevent and detect improper
claims and assess the need for additional third-party data to verify deductions.

In its response, IRS management disagreed with TIGTA’s conclusion that controls are not
in place to detect improper self-employed retirement plan deductions, but agreed that
certain actions can be taken to improve existing processes.

? The IRS defines the Tax Gap as the difference between the estimated amount taxpayers owe and the

amount they voluntarily and timely pay for a tax year.
October 1, 2013 — March 31, 2014
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TIGTA does not believe that the IRS’s corrective actions are sufficient. This audit
identified millions of dollars in potentially improper or fraudulent claims, and TIGTA
continues to believe that the IRS should consider additional controls to prevent or
detect potentially improper retirement plan deductions.

Reference No. 2014-10-008

Millions of Dollars in Potentially Improper Claims for the Qualified Retirement
Savings Contributions Credit Are Not Pursued

Since TY 2002, the Federal Government has provided a Qualified Retirement Savings
Contributions Credit (saver’s credit) to reduce income taxes of certain low-to-moderate-
income workers who contribute to a qualified retirement plan. The IRS has developed
and implemented controls for submission processing of tax returns that generally
prevent a taxpayer from receiving the saver’s credit if the taxpayer is under 18 years

of age, has an income level that exceeds eligibility limits, or is claiming a credit that
exceeds the statutory limit.

For TY 2011, TIGTA determined that taxpayers potentially submitted approximately

$53 million in improper claims for contributions made to a qualifying retirement account.
Based on a comparison with third-party data, these claims appear to be potentially either
false or overstated. In the future, if the IRS identifies and addresses taxpayers who are
potentially ineligible to receive the saver’s credit, it could recover approximately

$264 million over five years.

TIGTA recommended that the IRS develop a cost-effective strategy for improving
compliance with requirements for claiming the saver’s credit.

In their response to the report, IRS officials agreed that improvements could be made to
increase compliance with saver’s credit requirements. However, IRS officials did not
agree with the recommendation because they do not believe that there are cost-effective
compliance alternatives available.

Given the significant number of taxpayers identified as claiming potentially improper
saver’s credits, as well as the potential for continued noncompliance in the future,
TIGTA continues to believe that the IRS should follow through with this
recommendation.

Reference No. 2014-10-017
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Implementing the Affordable Care Act and Other Tax Law Changes

Each filing season tests the IRS’s ability to implement tax law changes made by
Congress, because the IRS must often act quickly to assess the changes and
determine the necessary actions to:

e Ensure that all legislated requirements are satisfied,;

e Create new or revise existing tax forms, instructions, and publications;
e Revise internal operating procedures; and

e Reprogram major computer systems used for processing tax returns.

The Affordable Care Act* (ACA) contains an extensive array of tax law changes that
will present a continuing source of challenge for the IRS in the coming years. While
the Department of Health and Human Services (HHS) will have the lead role in
managing the policy provisions of the ACA, the IRS will administer the law’s
numerous tax provisions. The IRS estimates that at least 42 provisions will either
add to or amend the tax code, and that at least eight provisions will require the IRS to
build new processes that do not exist within the current system of tax administration.

Affordable Care Act: The Customer Service Strategy Sufficiently Addresses Tax
Provisions; However, Changes in Implementation Will Create Challenges

The IRS’s customer service strategy is a collaborative and coordinated effort between
the IRS and multiple Federal and State agencies. The strategy includes sufficient
plans to:

e Conduct outreach and education;

e Update or develop tax forms, instructions, and publications; and

e Provide employee training to assist individuals in understanding the
requirement to maintain the minimum essential coverage® and the tax
implications of obtaining the tax credit to offset the cost of health care
insurance.

In a May 2012 Memorandum of Understanding, the IRS and HHS agreed that HHS
would be the lead agency and serve as the “public face” for customer service at the
Marketplaces® until Calendar Year (CY) 2015. Individuals who contact the IRS for

L pub. L. No. 111-148, 124 Stat. 119 (2010) (codified as amended in scattered sections of the U.S. Code),
as amended by the Health Care and Education Reconciliation Act of 2010, Pub. L. No. 111-152, 124 Stat.
1029.

Provisions in the ACA require individuals either to have minimum essential coverage for each month
beginning January 2014, qualify for an exemption, or pay a penalty to the IRS when filing their Federal
mcome tax return. These provisions apply to individuals of all ages, including children.

* The ACA seeks to provide more Americans with access to affordable health care by creating new Health
Insurance Marketplaces (Marketplaces), enforcing patient/consumer protections, and providing Government
subsidies for people who cannot afford insurance. The Marketplaces simplify an applicant’s search for
health coverage by providing multiple options in one place and comparing plans based on price, benefits,
quality, and other important features that help consumers make a choice.
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ACA assistance will be referred to HHS’s public website (Healthcare.gov) and toll-free
telephone assistance lines. The IRS will also refer individuals to its own recorded
telephone messages and self-assistance tools.

In CY 2015, the IRS will take the lead in providing customer service when individuals
begin filing their 2014 tax returns and are required to include the amount of any
Advance Premium Tax Credit payments on their tax returns and reconcile them to the
allowable amounts. The IRS’s customer service will include providing face-to-face
assistance at its 390 Taxpayer Assistance Centers located throughout the United
States.

However, changes in ACA implementation will create challenges. Any changes made
to ACA tax provisions could affect the IRS’s strategy and plans to provide customer
service, outreach, education, and employee training. Changes to the provisions could
also affect the IRS’s plans to update its tax forms, instructions, and publications.

TIGTA did not make recommendations in this report. A draft of the report was
provided to IRS management for review. The IRS did not provide any comments on
the report.

Reference No. 2014-43-006
Interim Results of the 2014 Filing Season

As a result of the closure of the Government, the IRS delayed the start of the filing season
from January 21, 2014 to January 31, 2014. As of March 7, 2014, the IRS had received
more than 67.1 million tax returns — more than 62.2 million (92.6 percent) were filed
electronically and nearly five million (7.4 percent) were filed on paper. The IRS has
issued more than 55.4 million refunds totaling more than $164 billion.

The IRS continues to expand identity theft filters to identify fraudulent tax returns. As of
February 28, 2014, the IRS reports that it had identified and confirmed 28,076 fraudulent
tax returns involving identity theft. In addition, the IRS identified 57,316 tax returns with
$385 million claimed in fraudulent refunds and prevented the issuance of $336

million (87.3 percent) of the fraudulent refunds it identified. The IRS also identified
36,801 prisoner tax returns for screening.

The use of the split-refund option to direct deposit a refund into multiple bank accounts
continues to grow. Through March 6, 2014, a total of 585,331 individuals chose to split
refunds totaling more than $2.6 billion into multiple accounts. However, we continue to
find that some taxpayers and return preparers misuse this option to direct a portion of a
tax refund to a preparer for payment of services.
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TIGTA also found that some paid tax return preparers continue to be noncompliant with
Earned Income Tax Credit (EITC) due diligence requirements, but the number has
decreased substantially when compared to the same period last filing season.

Finally, the IRS plans to assist 5.6 million taxpayers through face-to-face contact at the
Taxpayer Assistance Centers during FY 2014, which is one million fewer taxpayers than it
assisted during FY 2013. As of March 8, 2014, approximately 46.3 million taxpayers had
contacted the IRS by calling one of the various toll-free Customer Account Services lines.
The IRS continues to offer more self-assistance options that taxpayers can access 24
hours a day, seven days a week, including its IRS2Go app; YouTube channels;
interactive self-help tools on IRS.gov; and Twitter, Tumblr, and Facebook accounts.
However, the IRS did not always ensure that the self-help tools were updated with the
most current tax information before the start of the filing season.

This report was prepared to provide interim information only. Therefore, no
recommendations were made in the report.

Reference No. 2014-40-029

Fraudulent Claims and Improper Payments

Improper payments include those payments that should not have been made or those
that were made in an incorrect amount (both overpayments and underpayments)
under statutory, contractual, administrative, or other legally applicable requirements.
Erroneous and improper payments issued by the IRS generally involve improperly
paid refunds, tax return filing fraud, or improper payments to vendors or contractors.

Processes for Ensuring Compliance With Qualifying Advanced Energy Project
Credit Requirements Can Be Strengthened

The American Recovery and Reinvestment Act of 2009 established the Qualifying
Advanced Energy Project Credit (Advanced Energy Credit) to encourage development
of a manufacturing base to support renewable energy industries. Manufacturers must
meet specific requirements to claim the credit on their income tax returns.

The I.R.C. identifies requirements for verification of manufacturers’ compliance, such
as, description of the plan, proof of conformity (e.g., construction permits), and project
readiness. For those projects that did not meet the agreement and/or certification
requirements, the IRS appropriately considered the credits that had been allocated to
the projects as forfeited, issued the manufacturers forfeit letters, and accounted for the
$150 million in Advanced Energy Credits allocated to these projects. However, TIGTA
found that the IRS did not consistently evaluate project location changes to determine
if the change should result in credit forfeiture. Further, although the IRS has
processes to ensure manufacturer compliance with agreement, certification, and
placed-in-service requirements, similar processes were not established to verify
compliance with the provision to notify the IRS of significant changes in project plans.
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Finally, while the IRS developed a Compliance Initiative Project that identifies
business taxpayers erroneously claiming the credit, it does not have a similar process
to identify individual taxpayers erroneously claiming the credit. Our review identified
1,149 individual taxpayers who electronically filed Forms 1040, collectively reporting
more than $3 million in Advanced Energy Credits for TY 2011, but who do not appear
to have a business relationship with any manufacturer that was awarded the credit.

TIGTA recommended that the IRS:

e Develop processes to ensure that changes in projects are fully evaluated and
all projects are placed into service at the locations specified in the
manufacturer’'s agreement; and

e Create a process to verify that taxpayers who claim the Advanced Energy
Credit are entitled to receive it.

IRS management agreed with these recommendations and stated that it plans to take
corrective actions.

Reference No. 2014-40-011

Achieving Program Efficiencies and Cost Savings

Given the current economic environment and the increased focus by the
Administration, Congress, and the American people on Government accountability
and the efficient use of resources, the American people must be able to trust that their
Government is taking action to stop wasteful practices and to spend every tax dollar
wisely. While the IRS has made progress in using its data to improve program
effectiveness and reduce costs, this area continues to be a major challenge.

The IRS Should Improve Mainframe Software Asset Management and Reduce
Costs

The IRS runs approximately 200 different software products in its mainframe
environment. A critical part of software asset management is mainframe software
license management. The objective of mainframe software license management is to
manage, control, and protect an organization’s software assets, including
management of the risks that arise from the use of those software assets. The IRS is
not adequately performing mainframe software license management and is not
adhering to Federal requirements and recommended industry best practices. The IRS
does not have enterprise-wide or local policies, procedures, and requirements for
mainframe software license management, nor does it have a centralized, enterprise-
wide organizational structure for managing mainframe software licenses.

The IRS also does not use asset discovery, network scanning, license management,
or license metering tools to identify current usage, deployment, and inventory of
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mainframe software and related licenses. This inadequate software license
management has resulted in an estimated waste of $11.6 million and overutilization of
$1.5 million in license and software subscription support fees.

TIGTA recommended that the IRS:

e Develop policies and guidance to manage mainframe software assets and
licenses;

e Create an enterprise-wide organizational structure to manage software assets
and licenses;

o Develop detailed standard operating procedures for using mainframe licensing
tools to manage software licenses;

e Implement a specialized mainframe software license tool(s) designed to
deliver, track, and manage mainframe software license deployment and usage;

e Establish an enterprise-wide inventory of mainframe software licensing data
and maintain the inventory with a specialized mainframe software license tool;

¢ Maintain data in the inventory system that the IRS can use to more effectively
manage mainframe software spending; and

e Develop roles and responsibilities for all organizational entities responsible for
mainframe software asset and license management.

In its response to the report, IRS management agreed with all seven
recommendations, with slight modifications to three of them.

Reference No. 2014-20-002
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Protect the Integrity of Tax Administration

IGTA is statutorily mandated to protect the integrity of Federal tax administration.

TIGTA accomplishes its mission through the investigative work conducted by the

Office of Investigations (Ol). Through its investigative programs, Ol protects the

integrity of the IRS and its ability to collect revenue owed to the Federal
Government by investigating violations of criminal and civil law that adversely impact
Federal tax administration as well as administrative misconduct by IRS employees, all of
which undermines the integrity of the Nation’s voluntary tax system.

The Performance Model

Ol accomplishes its mission objectives through the hard work of its employees and a
performance model that focuses on Ol’s three primary areas of investigative
responsibility:

e Employee integrity;
e Employee and infrastructure security; and
e External attempts to corrupt tax administration.

Ol has adopted performance measures intended to identify the percentage of results
derived from investigative activities which most accurately align with the strategic goals of
the organization and which provide the greatest impact on the protection of the integrity of
Federal tax administration.

Employee misconduct undermines the IRS’s ability to deliver taxpayer service, to enforce
tax laws effectively, and to collect taxes owed to the Federal Government. External
threats against the IRS impede its ability to fairly and efficiently carry out its role as the
Nation’s revenue collector. Individuals who attempt to corrupt or otherwise interfere with
tax administration impact the IRS's ability to collect revenue.

TIGTA investigates these serious offenses and refers its investigations to the Department
of Justice for prosecution when warranted.

Performance Area: Employee Integrity

Taxpayers must have confidence in the fair and impartial administration of the Federal tax
system. IRS employee misconduct, whether real or perceived, can erode the public’s
trust and impede the IRS’s ability to effectively enforce tax laws. Employee misconduct
can take many forms, such as the misuse of IRS resources or authority, theft, fraud,
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extortion, taxpayer abuses, unauthorized access to, and Empicyssi kgt

disclosure of, tax return information, and identity theft.
Employee Integrity
During this reporting period, employee integrity uThreats/Assaults
investigations accounted for 55 percent of Ol's work.
The following cases represent Ol’s efforts to ensure
employee integrity during this six-month reporting
period:

u Extemal Attempts
to Corrupt

IRS Employee Pleads Guilty to Hiding and Destroying Tax Returns

On February 10, 2014, in the Eastern District of Kentucky, IRS employee Brady James
pled guilty to one count of destruction of tax returns for estates and trusts.?* James was
indicted for the offense in May 2013.%° According to court documents, between April 2,
2013 and April 30, 2013, James, an IRS tax examining technician, knowingly concealed
and destroyed records and documents with the intent to impede the proper administration
of matters within the jurisdiction of the IRS. Specifically, James concealed over 800
Forms 1041, U.S. Income Tax Return for Estates and Trusts, which had been submitted
to the IRS in Covington, Kentucky for processing.?®

On April 23, 2013, approximately 383 Forms 1041 were found discarded in the men’s
restroom at the IRS Service Center. This prompted the IRS Code and Edit Manager to
conduct an unannounced search of all the employees’ desks. When the search began,
James grabbed a personal bag from his work area. The bag ripped and numerous
original, unprocessed Forms 1041 fell onto the ground. The forms had been stamped as
received by the IRS five to six days earlier, but had not been processed.?’

James admitted that he initially devised a system to withhold numerous documents
temporarily until he could re-introduce them (unprocessed) into the completed work area.
James later admitted he had been destroying numerous Forms 1041 nightly for several
weeks by discarding them in multiple recycling bins in the work area or taking them home,
where he would dump them in his apartment complex trash compactor. He indicated he
had done so because he was struggling to maintain his required production. 28

Searches of James’s personal possessions at work, several IRS recycling bins and trash
containers near his work area, James'’s home, and his apartment complex dumpster,
identified a total of approximately 842 unprocessed tax returns that had been discarded.?

James could face up to 20 years of imprisonment and a fine up to $250,000.%

Y E.D. Ky. Plea Agr. filed Feb. 10, 2014.
2> E.D. Ky. Indict. filed May 9, 2013.
Id.
o1 E.D. Ky. Plea Agr. filed Feb. 10, 2014.
Id.
2 1d.
Id.
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IRS Employee Sentenced for Structuring Drug Proceeds

On October 15, 2013, in the Eastern District of California, Catatea James was sentenced
for aiding and abetting in the structuring of funds.** James pled guilty to the offense on
July 16, 2013.%* According to court documents, James knowingly and intentionally aided
and abetted in the structuring of approximately $113,088 in drug proceeds at the direction
of her half-brother and co-defendant, Joseph Gable. James allowed Gable to deposit and
withdraw structured funds through her bank account, even though she suspected the
money represented drug proceeds. On one occasion, James provided her bank account
number to one of Gable’s drug customers in Alabama via text message.** Gable would
send James a text with the amount of funds he wanted withdrawn and James would give
the money to him.** James made a number of cash withdrawals from her Bank of
America account in amounts of $10,000 or less* for the purpose of evading the reporting
requirements for cash transactions.*® James was sentenced to five months of
imprisonment and three years of supervised release, including five months of electronic
monitoring.’

Former IRS Employee Ordered to Pay Restitution for Theft of National Treasury
Employees Union Funds

On October 2, 2013, in the District of Utah, Northern Division, Sheila Brown was ordered
to pay $24,582 in restitution to Chapter 67 of the National Treasury Employees Union
(NTEU).*® Brown was indicted for theft from a program receiving Federal funds in
January 2013.*° She pled guilty and was sentenced for the offense in June 2013.%°

According to court documents, from approximately June 2005 until April 2010, Brown
served as the Treasurer for NTEU Chapter 67 (NTEU-67). Brown was employed by the
IRS in Ogden, Utah at all times relative to the charges. NTEU-67 is an independent
Federal sector union representing employees of the Treasury Department, and receives
Federal funding and subsidies from the IRS. IRS employees complete NTEU-67 duties
while on official IRS work time and are paid with IRS funds.**

Brown’s responsibilities as the Treasurer for NTEU-67 included overseeing union dues
and funds, balancing accounts, submitting and writing checks, and paying for authorized
travel, all on behalf of NTEU-67. By virtue of her position as Treasurer, Brown had

>>E.D. Cal. Judgment filed Oct. 24, 2013.
E D. Cal. Plea Agr. filed July 16, 2013.
% 1d.
34 |d
35 Id.
% E D. Cal. Superseding Info. filed July 22, 2013.
E D. Cal. Judgment filed Oct. 24, 2013.
D Utah Stipulated Motion to Amend Judgment for Order of Restitution filed Oct. 2, 2013.
D Utah Indict. filed Jan. 9, 2013.
% D. Utah Statement by Defendant in Advance of Guilty Plea filed June 24, 2013; D. Utah Judgment filed

41D Utah Indict. filed Jan. 9, 2013.

June 27, 2013.
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access to two NTEU bank accounts that were to be used solely for NTEU expenses and
purposes. Brown embezzled money from NTEU-67 by using its banking accounts, as
well as check and debit cards she obtained from the NTEU-67 accounts, for her personal
use and benefit. From approximately January 2009 through April 2010, Brown made
unauthorized cash withdrawals from the accounts, issued unauthorized checks, and
made personal purchases with debit cards.*? In addition to the $24,582 in restitution,**
Brown was sentenced to 12 months of probation and ordered to participate in a mental
health treatment program.**

Spotlight on Integrity

The Federal tax system is based on voluntary compliance and, as such, it is critical
that taxpayers have confidence not only in the security of the sensitive personal and

financial information furnished to the IRS, but also in the integrity of the IRS
employees who access, use, and review the information for tax administration
purposes.

Identity Theft and the Insider Threat

It is particularly troubling when IRS employees, who are entrusted with the sensitive
personal and financial information of millions of taxpayers, misuse their positions in
furtherance of identity theft and other fraud schemes. This breach of trust negatively
impacts our Nation’s voluntary tax system and erodes confidence in the IRS. TIGTA
proactively reviews the activities of IRS employees who access taxpayer accounts for any
indication of unauthorized accesses that may be part of a larger fraud scheme. The
following cases represent Ol’s efforts to investigate identity theft committed by IRS
employees during this six-month reporting period:

IRS Data Entry Clerk Pleads Guilty to Filing False Tax Returns Using Stolen
Identities and Falsified IRS Documents

On January 21, 2014,* in the Eastern District of California, IRS employee Monica
Hernandez pled guilty to making and subscribing a false income tax return, wire fraud,
and aggravated identity theft.*® Hernandez was indicted for the offenses in April 2011.%’

According to court documents, at all times relevant to the offenses, Hernandez was
employed as a part-time data entry clerk at the IRS Fresno Service Center in Fresno,
California. As part of her duties, Hernandez regularly handled and processed tax returns
on behalf of the IRS by entering taxpayers’ tax information into the IRS computer system.

22 D. Utah Indict. filed Jan. 9, 2013.
s D. Utah Stipulated Motion to Amend Judgment for Order of Restitution filed Oct. 2, 2013.
D Utah Judgment filed June 27, 2013.
ED Cal. Crim. Docket filed Apr. 14, 2011.
ED Cal. Plea Agr. filed Jan. 3, 2014.
" E.D. Cal. Indict. filed Apr. 14, 2011.
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During the course of her IRS employment, Hernandez stole tax information in order to file
fraudulent tax returns and claim large tax refunds.

Specifically, Hernandez stole taxpayers’ Forms 1099-B, which list income received and
moneys withheld from interest and dividend earnings. Hernandez then falsified and
forged the Forms 1099 to reflect her personal information and filed her own tax returns
claiming the information from the forged 1099s in the form of excessive withholdings.*®
Between 2007 and 2009, Hernandez filed three false tax returns for herself using this
method and obtained refunds from the IRS in the amount of $175,144.%°

Starting on or around February 2010, Hernandez began to file a new series of fraudulent
tax returns, falsely claiming excessive withholdings. However, this time she used
personal information belonging to individuals other than herself to obtain the large
refunds. Hernandez initially acquired the identifying information of some of these
individuals, including deceased persons, from sites on the Internet. She also used the
identity of a relative to file one false return and subsequently opened a bank account in
the relative’s name in order to deposit the fraudulently obtained refund check.>

In continuance of her scheme, Hernandez illegally acquired and removed 68 separate tax
returns from the IRS Service Center in Fresno, California. These returns had been
received by the IRS, but had not yet been entered into the IRS computer system. The
stolen tax returns contained the names, SSNs, addresses, and other pertinent data
associated with the taxpayers. Hernandez then proceeded to file fraudulent tax returns
electronically for her own benefit using the identification of some of these taxpayers, and
claimed excessive withholdings from dividends and interest income in order to increase
the amount of the refunds. Hernandez filed approximately 10 tax returns in which she
attempted to claim refunds totaling $1,745,013.>*

As part of the plea agreement, Hernandez agreed to pay restitution to the United States in
the amount of approximately $200,000, plus restitution to all of the affected victims in an
amount to be determined by the court at sentencing.®> She could face up to 20 years of
imprisonment.>?

IRS Employee Orchestrated ldentity Theft Refund Scheme Using Taxpayer Records

On December 10, 2013, in the Northern District of Georgia, IRS Tax Examining
Technician Missy Sledge was indicted for aggravated identity theft and mail fraud.>*
According to court documents, as part of her official IRS duties Sledge had access to
taxpayers’ personal identifiers, including names, SSNs, dates of birth, and addresses,
and information about tax professionals. Sledge used this access in furtherance of an

*8 E.D. Cal. Plea Agr. filed Jan. 3, 2014.

.. E.D. Cal. Indict. filed Apr. 14, 2011.

o E.D. Cal. Plea Agr. filed Jan. 3, 2014.
Id

>21d.

53
5 N.D. Ga. Indictment filed Dec. 10, 2013; N.D. Ga. Criminal Complaint filed Nov. 25, 2013.
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identity theft scheme which included the filing of fraudulent tax returns and the
subsequent theft of refunds.>® With information from IRS computer systems, Sledge
provided taxpayers’ personal information to her coconspirators.>®

It was part of the scheme that others would file fraudulent tax returns with the IRS using
the stolen identities of various taxpayers. Sledge used her IRS computer to review the
fraudulent returns submitted to determine if she could release fraudulent tax refunds
based on those returns. When identified, Sledge would release the fraudulent refund for
payment. Sledge further assisted those involved in the scheme in impersonating either
the taxpayers or their authorized representatives, so the taxpayers’ addresses of record
could be changed to a fictitious address accessible to Sledge or others involved in the
scheme. Sledge then caused the IRS to mail refunds in the taxpayers’ names to the
fictitious address, to be intercepted or stolen.>’

On May 21, 2013, an individual was arrested in Texas and was found to be in possession
of an IRS refund check in the amount of $595,901.97, along with three pages of internal
IRS documents containing tax information for one of the identity theft victims. A review of
IRS systems revealed Sledge made accesses to this taxpayer’'s account, as well as to
information of the taxpayer’s accountant, on seven dates between February 2013 and
May 2013. The victim was due a large refund because she had overpaid her estimated
taxes. One of the perpetrators used the accountant’s information and Government-issued
representative number to impersonate the tax practitioner in a telephone communication
with the IRS on March 5, 2013, in order to change the address on record from a North
Carolina address to an address in Atlanta, Georgia. Sledge then released the
$595,901.97 refund to the fictitious address.*®

On May 23, 2013, an e-mail was sent from Sledge’s IRS e-mail account containing the
personal information for two other taxpayers, a married couple. The e-mail included the
taxpayers’ names, SSNs, dates of birth, address, and tax preparer’s information. A
subsequent telephonic address change was made, changing the address of record from
the taxpayers’ Massachusetts address to a Georgia address, and a refund in the amount
of $961,779.33 was paid on or about May 31, 2013. Review of the IRS systems identified
accesssges to the taxpayers’ accounts by Sledge on May 23, 2013 and again in June

2013.

Multiple communications were identified to and from Sledge’s IRS e-mail account on
dates between May 2013 and September 2013, relaying taxpayer information and/or
internal IRS documents for up to as many as 56 taxpayers to Sledge’s coconspirators.
Text messages containing taxpayer information and discussing the theft of Government
funds were also identified. In one message she sent to an individual she was trying to
recruit as a coconspirator, Sledge told the recipient she had a business proposition for

D. Ga. Indictment filed Dec. 10, 2013.

D. Ga. Criminal Complaint filed Nov. 25, 2013.
D. Ga. Indictment filed Dec. 10, 2013.

D.

2 N.
N.

57 N

o l\é Ga. Criminal Complaint filed Nov. 25, 2013.
Id.
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him and indicated that she had a plan to change the addresses so checks would come to
him. Sledge offered to split the scheme proceeds three or four ways, depending on the
number of people involved. Sledge said she would give him all the information needed to
get the address changed without any problems or questions and said, “All of this money is
just sitting here for the taking.”®® TIGTA special agents arrested Sledge in Chamblee,
Georgia on November 26, 2013.% She entered a not-guilty plea at her arraignment, held
on December 19, 2013.%% Additional legal action is pending.

Former IRS Employee Indicted in Stolen Identity Refund Scheme

On October 2, 2013, in the Western District of Missouri, Central Division, Demetria Brown
was indicted for wire fraud and aggravated identity theft. According to the 22-count
indictment, Brown worked for the IRS in St. Louis, Missouri, at all times relevant to the
charges. From at least 2008 through March 2011, Brown knowingly devised a scheme to
defraud and obtain money from the IRS and the Missouri Department of Revenue
(MDOR) by means of materially fraudulent representations.®®

Brown obtained the personal identifiers of individuals (including names, SSNs, and dates
of birth) without their consent or knowledge and completed U.S. individual tax returns and
Missouri State tax returns with the information. She also added other false information
such as addresses, places of employment, wages earned, taxes withheld, and refunds
due, to the returns.®* Using a false identity, Brown established an account with an
Internet service provider and an e-mail address in order to submit the false returns to the
IRS and the MDOR and generate fraudulent refunds. She opened nominee bank
accounts with at least six financial institutions in five different States. She used the
routing number, account number, and debit card number on the fraudulent returns to
direct payment or credit to accounts she controlled. Through her scheme, Brown
unlawfully acquired approximately $326,260 ($211,474 from the IRS and $114,786 from
the MDOR).®® Additional legal action is pending.

IRS Employee Arrested for Identity Theft, Theft of Government Funds, and False
Tax Returns

On February 11, 2014, in the Eastern District of Pennsylvania, a nine-count indictment
charged IRS employee Sherelle Pratt with filing false Federal income tax returns,
assisting in the preparation of false returns, theft of Government funds, and aggravated
identity theft.®

According to court documents, Pratt worked as an IRS contact representative beginning
in January 2008. After an individual reported Pratt had prepared a tax return for his son

21 N.D. Ga. Criminal Complaint filed Nov. 25, 2013.
o N.D. Ga. Arrest Warrant Return filed Dec. 5, 2013.
o N.D. Ga. Docket filed Dec. 10, 2013.

o W.D. Mo. C.D. Indictment filed Oct. 2, 2013.

i

5 E D. Pa. Indict. filed Feb. 11, 2014.
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and the anticipated refund was not received, TIGTA discovered that Pratt had deposited
the taxpayer’s refund and stimulus checks into her personal bank account. Subsequent
investigation identified eight more individuals for whom Pratt had prepared tax returns and
then deposited their refund and/or stimulus checks into her personal checking account.®’
Pratt also knowingly used the identification of another person in relation to the theft of
Government funds. Specifically, Pratt used the name and SSN of one individual, without
that individual’s knowledge or authorization, to file a fraudulent return, which resulted in a
tax refund check in the amount of $3,524. Pratt had the illegally obtained refund
electronically deposited into her own personal checking account. Moreover, for TYs
2007, 2(298, and 2009, Pratt failed to report approximately $28,767 in stolen funds as
income.

Furthermore, Pratt knowingly and willfully assisted in the preparation and filing of tax
returns, which she knew to be false, for others,. The returns included information such as
false dependent care expenses, Schedule C income from a business not owned by the
return filer, and deductions for dependents with whom the filer was not even acquainted
and whom the filer did not support.®® Additional legal action is pending.

Employee Integrity Projects

TIGTA ensures IRS employee integrity by conducting proactive investigative initiatives to
detect misconduct in the administration of IRS programs. During this reporting period,
TIGTA initiated 13 proactive investigations to detect systemic weaknesses or potential
IRS program vulnerabilities.

Ten Former Seasonal IRS Employees Arrested for Missouri Unemployment
Benefits Fraud

A recent proactive initiative identified seasonal IRS employees who continued to receive
unemployment benefits after being recalled to work from furlough status by the IRS. This
initiative resulted in the arrests of 10 former IRS employees in the Kansas City, Missouri
area between December 11, 2013 and December 16, 2013, on charges stemming from a
Federal indictment for benefits fraud.”® The employees were indicted on December 10,
2013, in the Western District of Missouri, for theft of Government property and bank fraud
related to an unemployment benefits scheme.’*

According to the indictment, the Missouri Division of Employment Security (MODES)
administered the unemployment benefits in Missouri on behalf of the Federal
Government, and the approved benefit funds for the individuals were then transferred to
Central Bank. Between January 2008 and February 2013, the defendants knowingly and
willfully stole money belonging to the United States and executed a scheme to defraud

2; E.D. Pa. Indict. filed Feb. 11, 2014.

1g.

;(1) W.D. Mo. Crim. Docket filed Dec. 10, 2013; W.D. Mo. Indict. filed Dec. 10, 2013.
W.D. Mo. Indict. filed Dec. 10, 2013.
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Central Bank by fraudulently obtaining unemployment benefits.’> The individuals were
required to certify weekly, via the Internet or telephone, any work and earnings in order
for MODES to determine the validity of continued benefits. All 10 of the defendants were
employed at the IRS while claiming unemployment benefits through MODES, resulting in
the fraudulent payment of benefits in amounts ranging from $6,127 to $21,348, with an
aggregate total of $112,609. The false representations in connection with their weekly
unemployment claims were further extended to obtain debit cards and/or financial
deposits and negotiable instruments of funds transferred from MODES to Central Bank.”
Additional legal action is pending.

Nine IRS Employees Sentenced for Tennessee Unemployment Benefits Fraud

Ol reported in TIGTA’s Fall 2013 Semiannual Report to Congress that a proactive
initiative identified IRS employees who received unemployment benefits when employed
by the IRS. This initiative resulted in the arrests of 13 current and former IRS employees
in the Western District of Tennessee’ during the prior semiannual reporting period. The
employees were individually charged in separate indictments and were alleged to have
concealed material information and falsely stated that they were unemployed while
applying for or recertifying to obtain unemployment payments.”

During this six-month reporting period, nine of those employees received sentences
ranging from two to four years of probation for making false statements to the Tennessee
Department of Labor and Workforce Development in connection with their applications for
unemployment benefits. They were also ordered to make restitution totaling $77,303 to
the Tennessee Department of Labor and Workforce Development.”®

Integrity Awareness Initiative

As part of an ongoing effort to promote employee integrity, Ol partnered with the IRS to
produce Back-to-Basics training for all IRS executives, managers and employees. This
mandatory training served as a refresher course to all employees on the core elements of
the IRS mission statement, IRS values, and overall employee responsibilities. The
training focused on ethics, risk management, communication, and inclusion.

2 1d.
" W.D. Mo. Indict. filed Dec. 10, 2013.
" W.D. Tenn. Arrest Warrants Returned Executed: Angela Allison, Dorothy Simmons, Teresa Jenkins,
Angela Scales, Mary Weeks, Evonna Yarbrough, Lillian Hamilton, Jessica Davis, Shari House, Talari
Mitchell, Serina Gaither, Joanne Johnson, and Gale Baker filed April 17, 2013; W.D. Tenn. Indictments:
Angela Allison, Dorothy Simmons, Teresa Jenkins, Angela Scales, Mary Weeks, Evonna Yarbrough, Lillian
Hamilton, Jessica Davis, Shari House, Talari Mitchell, Serina Gaither, Joanne Johnson, and Gale Baker,
f|Ied March 27, 2013.

®\W.D. Tenn. Indictments: Angela Allison, Dorothy Simmons, Teresa Jenkins, Angela Scales, Mary
Weeks, Evonna Yarbrough, Lillian Hamllton Jessica Davis, Shari House, Talari Mitchell, Serina Gaither,
Joanne Johnson, and Gale Baker, filed March 27, 2013.

®W.D. Tenn. Judgment filed Oct. 31, 2013, Nov. 7, 2013, Dec. 5, 2013, Dec. 19, 2013, Jan. 14, 2014, Jan.

27,2014, and Jan. 31, 2014.
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Performance Area: Employee and Infrastructure Security

Collecting taxes is a critical function of the Federal Government. Threats and assaults
directed at IRS employees, facilities, and infrastructure impede the effective
administration of the Federal tax system and the IRS’s ability to collect tax revenue. All
reports of threats, assaults, and forcible interference against IRS employees performing
their official duties are referred to OIl. During this six-month reporting period, Ol
responded to 1,007 threat-related incidents.

Contact with the IRS can be stressful and emotional for taxpayers. While the majority of

taxpayer contacts are routine, some may
become confrontational and even violent.
TIGTA’s special agents are statutorily
mandated to provide physical security, known 250 1

as “armed escorts,” to IRS employees who 200 I
have face-to-face contact with a taxpayer who
may pose a danger to the employee, to ensure
that IRS employees have a secure environment | 100
in which they can perform their critical tax
administration functions. During this six-month
reporting period, Ol conducted 27 armed

Threat Related Complaints
300 -

150

50 -

Feb Mar

escorts for IRS employees.

Ol undertakes investigative initiatives to identify individuals who could commit violence
against IRS employees, or who could otherwise pose a threat to IRS employees, facilities,
or infrastructure. Ol provides crucial intelligence to IRS officials to assist them in making
proactive operational decisions about potential violence or other activities that could pose
a threat to IRS systems, operations, and employees.

Ol's investigative information sharing with the IRS Office of Employee Protection (OEP) to
identify potentially dangerous taxpayers is one example of TIGTA’s commitment to
protecting IRS employees. Taxpayers meeting OEP criteria are designated as potentially
dangerous. Five years after this designation has been ThisatelAssaiilts

made, TIGTA conducts a follow-up assessment of the
taxpayer so that OEP can determine if the taxpayer still
poses a danger to IRS employees.

u Employee Integrity
Threats/Assaults

u Extemal Attempts
to Corrupt

During this six-month reporting period, threat and

assault investigations accounted for 34 percent of Ol's

work. The following cases represent Ol’s efforts to

ensure the safety of IRS employees during the reporting period:

Taxpayer Pleads Guilty for Threatening to Kill an IRS Employee

On December 4, 2013, a plea agreement regarding Gary McDevitt was accepted and filed
in the Middle District of Florida. McDevitt pled guilty to one count of using threats of force
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to intimidate and impede a Revenue Officer of the IRS.”” He was indicted for the offense
in June 2013.” According to the plea agreement, McDevitt used threats of force to try to
impede an IRS Revenue Officer who was acting in an official capacity. After having his
bank account garnished by the IRS, McDevitt, during a recorded telephone contact with a
Community Tax Relief representative, made multiple statements indicating something bad
was going to happen if his money was not released. McDevitt said, in part, “...you might
be reading about me on the news because if this doesn’t get solved, that (expletive) ain’t
going to be on this earth.” At least eight more times during the conversation McDevitt
said, referring to the Revenue Officer, he was going to be “a dead man,” “going to die,” or
something similarly threatening. McDeuvitt indicated he was serious and knew where the
Revenue Officer was located.” McDevitt admitted he threatened to kill the IRS Revenue
Officer because of the levy on his bank account.®

Louisiana Man Pleads Guilty to Threatening a Witness in a Federal Criminal Trial

On October 30, 2013, in the Middle District of Louisiana, Anthony Williams, a resident of
Baton Rouge, Louisiana, pled guilty to one count of threatening to retaliate against a
witness in a Federal criminal trial.2* According to court documents, Williams threatened
to cause bodily injury to a withess who testified in the Federal trial of United States v.
Angela Myers.?? Myers was convicted by a jury on 21 Federal felonies® involving false,
fictitious, or fraudulent claims, wire fraud, and aggravated identity theft. She was
sentenced to a total term of 132 months in prison.®* Williams, who is Myers’s son, made
a threat via Instagram (a social media platform through which users can post photographs
and other users can comment on photographs) with the intent to retaliate against the
witness for his testimony.®®> Williams was indicted along with his coconspirator, Bobby
Riley, by a Federal grand jury on July 25, 2013, for conspiracy, threatening to retaliate
against a witness, and making false statements to Federal agents.®®

Performance Area: External Attempts to Corrupt Tax Administration

TIGTA also investigates external attempts to corrupt or impede tax administration.
Taxpayers may interfere with the IRS’s ability to collect revenue for the United States in
many ways, for instance by: filing false or frivolous documents against IRS employees;
impersonating IRS employees or misusing IRS seals; using fraudulent IRS documentation
to perpetrate criminal activity; offering bribes to IRS employees to influence their tax
cases; or committing fraud in contracts awarded by the IRS to contractors. These
attempts to corrupt or otherwise interfere with tax administration not only inhibit the IRS's

. Fla. Plea Agr. filed Dec. 4, 2013.
. Fla. Indict. filed June 12, 2013.
. Fla. Plea Agr. filed Dec. 4, 2013.

. La. Minute Entry filed Oct. 30, 2013; M.D. La. Williams and Riley Indict. filed July 25, 2013.
. La. Williams and Riley Indict. filed July 25, 2013.

. La. Angela Myers Indict. filed July 25, 2013.

. La. Angela Myers Judgment filed July 25, 2013.

. La. Williams and Riley Indict. filed July 25, 2013.
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ability to collect revenue, but they also undermine the public's confidence in fair and
effective tax administration.

For example, IRS employees who have contact with the public frequently receive frivolous
correspondence and threatening letters. Individuals with personal vendettas against the
IRS sometimes file false liens or other financial encumbrances against IRS employees in
retaliation. The filing of an invalid lien in retaliation against a Government employee not
only creates personal financial troubles for the targeted employee but is also a criminal
act. TIGTA special agents investigate these acts of retaliation and work with the
Department of Justice to prosecute such acts that interfere with or impede Federal tax
administration.

Individuals may also impersonate the IRS or its employees to obtain Personally
Identifiable Information (PII) from unsuspecting taxpayers or to defraud them out of their
money. These individuals may claim to be IRS employees on the telephone or may
misuse IRS logos, seals, or symbols to create official-looking letters and e-mails they
send to taxpayers. The taxpayers are often told they owe money to the IRS that must be
paid through a pre-loaded debit card or wire transfer. Sometimes taxpayers are tricked
into providing their PIl, which the impersonator uses to commit identity theft. TIGTA
aggressively investigates these criminal activities to ensure that taxpayers maintain
confidence in the integrity of Federal tax

administration. External Attempts to Corrupt

During this reporting period, investigations into
attempts to corrupt or impede tax administration
accounted for 11 percent of Ol's work. The following
cases represent Ol's efforts to address and deter
external attempts to corrupt tax administration during
this six-month reporting period:

H Employee Integrity
M Threats/Assaults

External Attempts
to Corrupt

Individual Sentenced for Interference With Tax Administration

On October 4, 2013, in the Eastern District of Arkansas, Fred Neal, Jr. was sentenced for
corruptly interfering with the Internal Revenue laws and filing false liens against
Government employees and officials.®” Neal pled guilty to the offenses on June 18,
2013.%8 According to court documents, Neal corruptly endeavored to obstruct or impede
the due administration of the I.R.C. by attempting to intimidate, harass, and attack the
financial integrity of Government officials believed to be party to legal actions brought
against him by the IRS.®® He acknowledged that he did so with the intent to secure an
unlawful advantage or benefit to himself by attempting to keep the United States from

o E-D. Ark. Judg. filed October 7, 2013.
o E.D. Ark. Plea Agr. filed June 18, 2013.
E.D. Ark. Indict. filed Feb. 2, 2011.
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foreclosing on his property.®® Neal and his spouse had outstanding Federal income tax
assessments of approximately $1.3 million.**

Neal engaged in open defiance of the liability after legal action and collection proceedings
were initiated.” He caused repeated filings of fictitious legal and tax documents attacking
the personal financial integrity and well-being of officials and employees of the United
States, including the Secretary of the Treasury, seven IRS employees, three Department
of Justice Tax Division attorneys, at least three Federal judges and associated U.S. Court
personnel, and a U.S. Attorney.*®

Neal’s filings of fictitious forms misrepresented that these Government employees and
officials h